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Next modified Clause

7.4
Supplementary services

The following sub-clauses describe the MGCF behaviour related to supplementary services as defined in ITU-T Recommendations Q.730 to ITU-T Q.737 [42]. The support of these supplementary services is optional. If the supplementary services are supported, the procedures described within this clause shall be applied.
7.4.1
Calling line identification presentation/restriction (CLIP/CLIR)

The inter working between the Calling Party Number parameter and the P-Asserted-ID header and vice versa used for the CLIP-CLIR service is defined in the clauses 7.2.3.1.2.6 and 7.2.3.2.2.6. This inter working is essentially the same as for basic call and differs only in that if the CLIR service is invoked the "Address Presentation Restriction Indicator (APRI)" (in the case of ISUP to SIP calls) or the "priv value" of the "calling" Privacy header field (in the case of SIP to ISUP calls) is set to the appropriate "restriction/privacy" value. 

In the specific case of ISUP originated calls, use of the CLIP service additionally requires the ability to determine whether the number was network provided or provided by the access signalling system. Due to the possible SIP indication of the P-Asserted-Identity the Screening indicator is set to network provided as default. For the CLIP-CLIR service the mapping of the APRI from privacy header at the O-MGCF is described within table 16 in Clause 7.2.3.2.2.6. 

At the O-MGCF the presentation restricted indication shall be mapped to the privacy header = "id" and "header". This is described in table 5 in clause 7.2.3.1.2.6.

7.4.2
Connected line presentation and restriction (COLP/COLR)

The COLP/COLR services are only to be interworked between trusted nodes - that is before passing any COLP/COLR information over the SIP-BICC/ISUP boundary the MGCF shall satisfy itself that the nodes on the BICC/ISUP side to which the information is to be passed are trusted. 

7.4.2.1
Incoming Call Interworking From SIP to BICC/ISUP At The I-MGCF

7.4.2.1.1
INVITE to IAM interworking (SIP to ISUP/BICC calls)

In the case of SIP to ISUP/BICC calls the I-MGCF may invoke the COLP service as an operator option by setting the "Connected Line Identity Request indicator" parameter of the "Optional forward call indicator" of the IAM to "requested".

NOTE: This implies that all outgoing calls will invoke the COLP/COLR service.

7.4.2.1.2
ANM/CON to 200 OK (INVITE)

Tables 20 and 21 specify the interworking required in the case when the COLP has been automatically requested on behalf of the originating SIP node. The table also indicates the inter workings required if the COLP service has been invoked and the called party has or has not invoked the COLR service.

Table 20 – Mapping to P-Asserted-Identity and Privacy Header Fields

	SIP Component
	Setting

	P-Asserted-Identity
	See table 21

	Privacy
	See table 22




Table 21 - Mapping of connected number parameter to SIP P-Asserted-Identity header fields

	BICC/ISUP parameter / field
	Value
	SIP component
	Value

	Connected Number 
	
	P-Asserted-Identity header field


	

	Nature of Address Indicator
	 "national (significant) number"


	Tel URI or SIP URI

(NOTE 1)
	Add CC (of the country where the MGCF is located) to Connected PN address signals to construct E.164 number in URI. Prefix number with “+”. 



	
	"international number"

 
	
	Map complete Connected address signals to construct E.164 number in URI. Prefix number with "+".

 

	Address signal
	If NOA is "national (significant) number" then the format of the address signals is: 

NDC + SN 

If NOA is "international number" 

 then the format of the address signals is: 

CC + NDC + SN
	
	

	
	
	Tel URI or SIP URI

(NOTE 1)
	CC+NDC+SN as E.164 number in URI. Prefix number with "+".

	NOTE 1: 
A tel URI or a SIP URI with “user=phone” is used according to operator policy.


Table 22: Mapping of BICC/ISUP APRIs into SIP privacy header fields

	BICC/ISUP parameter / field
	Value
	SIP component
	Value

	Connected Number


	
	Privacy header field
	priv-value

	APRI

(See to determine which APRI to use for this mapping)
	"presentation restricted"
	Priv-value
	 "id"

("id" included only if the P-Asserted-Identity header is included in the SIP INVITE)

	
	 "presentation allowed"

 
	Priv-value

 
	omit Privacy header

or Privacy header without "id" if other privacy service is needed


7.4.2.2
Outgoing Call Interworking from BICC/ISUP to SIP at O-MGCF

7.4.2.2.1
IAM to INVITE interworking (ISUP to SIP calls)

The O-MGCF determines that the COLP service has been requested by the calling party by parsing the "Optional Forward Call Indicators" field of the incoming IAM. If the "Connected Line Identity Request indicator" is set to "requested" then the BICC/ISUP to SIP interworking node shall ensure that any backwards "connected party" information is interworked to the appropriate parameters of the ISUP ANM or CON message sent backwards to the calling party as detailed within this clause. 

The O-MGCF has to store the status of the "Connected Line Identity Request indicator".

7.4.2.2.2
1XX to ANM or CON interworking

If the P-Asserted-Identity header field is included within a 1XX SIP response, the identity shall be stored within the O-MGCF together with information about the SIP dialogue of the 1XX SIP response and be included within the ANM or CON message. In accordance with ISUP procedures a connected number shall not be included within the ACM message. The mapping of the of the P-Asserted-Identity and Privacy header fields is shown in tables 23 and 24. 

7.4.2.2.3
200 OK (INVITE) to ANM/CON interworking

Tables 23 and 24 specify the interworking required in the case when the calling party has invoked the COLP service. The tables also indicate the interworking procedures required if the calling party has invoked the COLP service and the called party has or has not invoked the COLR service. 

If no P-Asserted-Identity header field is provided within the 200 OK (INVITE) message, the stored information previously received in last provisional 1XX response of the same SIP dialogue shall be used. 

NOTE: Due to forking, other P-Asserted-Identities may have been received in different SIP dialogues.

If the Calling Party has requested the COLP service (as indicated by the stored request status) but the 200 OK (INVITE) and previous 1XX provisional responses do not include a P-Asserted-Identity header field, the O-MGCF shall set up a network provided Connected Number with an Address not Available indication. 

If the P-Asserted-Identity is available then the Connected number has to be setup with the screening indication network provided. The mapping of the P-Asserted-Identity and Privacy (if available) is shown in table 24.

Table 23 – Connected number parameter mapping

	( ANM/CON
	( 200 OK INVITE

	Connected Number (Network Provided)
	P-Asserted-ID

	Address Presentation Restriction Indication
	Privacy Value Field


Table 24: Mapping of P-Asserted-Identity and privacy headers to the ISUP/BICC connected number parameter

	SIP component
	Value
	BICC/ISUP parameter / field
	Value

	P-Asserted-Identity header field (NOTE 1)
	 E.164 number
	Connected Number
	

	
	Number incomplete indicator 
	 "Complete" 

	
	Numbering Plan Indicator
	"ISDN/Telephony (E.164)"

	
	Nature of Address Indicator
	If CC encoded in the URI is equal to the CC of the country where MGCF is located AND the next BICC/ISUP node is located in the same country then

set to "national (significant) number"

else set to "international number"



	
	Address Presentation Restricted Indicator (APRI)
	Depends on priv-value in Privacy header.

	
	Screening indicator 


	Network Provided

	Addr-spec


	"CC” “NDC” “SN" from the URI


	Address signal
	if NOA is “national (significant) number” then set to

“NDC” + “SN” 

If NOA is “international number” 

Then set to “CC”+” NDC”+”SN”

	Privacy header field is not present
	
	APRI
	Presentation allowed

	Privacy header field
	priv-value
	APRI
	"Address Presentation Restricted Indicator"

	priv-value 


	"header”
	APRI 
	Presentation restricted

	
	"user"
	APRI
	Presentation restricted



	
	"none" 
	APRI
	Presentation allowed

	
	"id" 
	APRI
	Presentation restricted

	NOTE 1:
It is possible that a P-Asserted –Identity header field includes both a TEL URI and a SIP or SIPS URI. In this case, the TEL URI or SIP URI with user=”phone”. The contents of the host portion is out of the scope of this specification.


7.4.3
Direct Dialling In (DDI)

A direct dialling in call is a basic call and no additional treatment is required by the MGCF.

7.4.4
Malicious call identification

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.731.7 [42] under the clause "Interactions with other networks".
7.4.5
Sub-addressing (SUB)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.731.8 [42] under the clause "Interactions with other networks".
7.4.6
Call Forwarding Busy (CFB)/ Call Forwarding No Reply (CFNR) / Call Forwarding Unconditional (CFU)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.2-4 [42] under the clause "Interactions with networks not providing any call diversion information".
7.4.7
Call Deflection (CD)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.5 [42] under the clause "Interactions with other networks". 
7.4.8
Explicit Call Transfer (ECT)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.732.7 [42] under the clause "Interactions with other networks".
7.4.9
Call Waiting

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Q.733.1 [42] under the clause "Interactions with other networks".
7.4.10
Call Hold

The service is interworked as indicated in 3GPP TS 23.228 [12].

7.4.10.1
Session hold initiated from the IM CN subsystem side

The IMS network makes a hold request by sending an UPDATE or re-INVITE message with an "inactive" or a "sendonly" SDP attribute (refer to RFC 3264 [36]) , depending on the current state of the session. Upon receipt of the hold request from the IMS side, the MGCF shall send a CPG message to the CS side with a ‘remote hold’ Generic notification indicator. To resume the session, the IMS side sends an UPDATE or re-INVITE message with a “recvonly” or “sendrecv” SDP attribute, depending on the current state of the session. Upon receipt of the resume request from the IMS side, the MGCF shall send a CPG message to the CS side with a ‘remove retrieval’ Generic notification indicator. However, the I-MGCF shall not send a CPG message upon reception of SDP containing “inactive” media within an initial INVITE request establishing a new SIP dialogue and upon reception of the first subsequent SDP activating those media.

The user plane interworking of the hold/resume request is described in the clause 9.2.9. 
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Figure 30a Session hold/resume initiated from the IM CN subsystem side

7.4.10.2
Session hold initiated from the CS network side

When an MGCF receives a CPG message with a ‘remote hold’ Generic notification indicator and the media on the IMS side are not “sendonly” or “inactive”, the MGCF shall forward the hold request by sending an UPDATE or re-INVITE message containing SDP with “sendonly” or “inactive” media, as described in RFC 3264 [36]. 

When an MGCF receives a CPG message with a ’remote retrieval’ Generic notification indicator and the media on the IMS side are not “sendrecv” or “recvonly”, the MGCF shall forward the resume request by sending an UPDATE or re-INVITE message containing SDP with “sendrecv” or “recvonly” media, as described in RFC 3264 [36]. 
If the MGCF receives a CPG with ‘remote hold’ or ‘remote retrieval’ before answer, it shall forward the request using an UPDATE message.  If the MGCF receives a CPG with ‘remote hold’ or ‘remote retrieval’ after answer, it should forward the request using re-INVITE but may use UPDATE.
If link aliveness information is required at the IM-MGW while the media are on hold, the O-MGCF should provide modified SDP RR and RS bandwidth modifiers specified in IETF RFC 3556 [59] within the UPDATE or re-INVITE messages holding and retrieving the media to temporarily enable RTCP while the media are on hold, as detailed in Clause 7.4 of 3GPP TS 26.236 [32]. If no link aliveness information is required at the IM-MGW, the O-MGCF should  provide the SDP RR and RS bandwidth modifiers previously used.

The interworking does not impact the user plane, unless the MGCF provides modified SDP RR and RS bandwidth modifiers within the UPDATE or re-INVITE messages. If the MGCF provides modified SDP RR and RS bandwidth modifiers to the IMS side, the MGCF shall also provide modified SDP RR and RS bandwidths to the IM-MGW, as described in the clause 9.2.10.
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Figure 30b Session hold/resume initiated from the CS network side

7.4.11
Call Completion on busy subscriber

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.3 [42] under the clause "Interactions with other networks".
7.4.12
Completion of Calls on No Reply (CCNR)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.5 [42] under the clause "Interactions with other networks".
7.4.13
Terminal Portability (TP)

The default behaviour of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.733.4 [42] under the clause "Interactions with other networks".
7.4.14
Conference calling (CONF) / Three-Party Service (3PTY)

The default behaviour of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.734.1[42] under the clause "Interactions with other networks".  In addition, the MGCF may apply the interworking from ISUP to SIP described in Table 24aa.
Alternatively, the MGCF may apply the interworking to the TISPAN Simulation Conference Service described in Clause 7.5.6.
Table 24aa: Mapping between ISUP and SIP for the Conference Calling (CONF) and Three-Party Service (3PTY) supplementary service

	ISUP message
	Mapping

	CPG with a "Conference established" Generic notification indicator
	As described for CPG message with a ‘remote retrieval’ Generic notification indicator in Subclause 7.4.10.2

	CPG with a "Conference disconnected" Generic notification indicator
	As described for CPG message with a ‘remote ’retrieval’ Generic notification indicator in Subclause 7.4.10.2

	CPG with an "isolated" Generic notification indicator
	As described for CPG message with a ‘remote hold’ Generic notification indicator in Subclause 7.4.10.2

	CPG with a  "reattached" Generic notification indicator
	As described for CPG message with a ‘remote retrieval’ Generic notification indicator in Subclause 7.4.10.2


7.4.15
Void
7.4.16
Closed User Group (CUG)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.1[42] under the Clause 1.5.2.4.2 "Exceptional procedures".
7.4.17
Multi-Level Precedence and Pre-emption (MLPP)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.3 [42] under the clause "Interactions with other networks".
7.4.18
Global Virtual Network Service (GVNS)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.735.6 [42] under the clause "Interactions with other networks".
7.4.19
International telecommunication charge card (ITCC)

An International Telecommunication charge card call is a basic call and no additional treatment is required by the MGCF.

7.4.20
Reverse charging (REV)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.736.3 [42] under the clause "Interactions with other networks".
7.4.21
User-to-User Signalling (UUS)

The actions of the MGCF at the ISUP/BICC side are described in ITU-T Recommendation Q.737.1[42] under the clause "Interactions with other networks".
7.4.22
Multiple Subscriber Number (MSN)

A MSN call is a basic call and no additional treatment is required by the MGCF.
7.4.23
Anonymous Call rejection

This section describes the interworking of the ETSI ACR service as described ETSI EN 300 356-21 [71].
7.4.23.1
ISUP-SIP protocol interworking at the I-MGCF

If ISUP Cause Value field in the ISUP REL includes Cause Value 24 "call rejected due to ACR supplementary service" the I-MGCF shall map this to a 433 (Anonymity Disallowed) as described in draft-ietf-sip-acr-code-03 [77].

7.4.23.2
SIP-ISUP protocol interworking at the O-MGCF

If the response is a 433 (Anonymity Disallowed) response, then this response shall be mapped to the ISUP Cause Value field 24 "call rejected due to ACR supplementary service" in the ISUP REL.

7.5
TISPAN Simulation Services
The following sub-clauses describe the MGCF behaviour related to simulation services as defined in ETSI TISPAN Recommendations TS181 004 [60] – TS183 016. [68]. The support of the related procedures is optional.
7.5.1
Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR)

The mapping of Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR); simulation service with the CLIP/CLIR PSTN/ISDN Supplementary Service is the same mapping as described in Cause 7.4.1. The Service itself is described within ETSI TS 183 007 [63]

7.5.2
Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR)

The mapping of Terminating Identification Presentation (TIP) and Terminating Identification Restriction  (TIR) simulation service with the COLP/COLR PSTN/ISDN Supplementary Service is the same mapping as described in Cause 7.4.2. The Service itself is described described within ETSI TS 183 008 [64]

7.5.3
Malicious Communication Identification (MCID)

The mapping of Malicious Communication Identification simulation service with Malicious Call Identification services PSTN/ISDN Supplementary Service is described within ETSI TS 183 016 [68]
7.5.4
Communication Diversion (CDIV)

The mapping of Communication Diversion simulation service with Call Diversion services PSTN/ISDN Supplementary Service is described within ETSI TS 183 004 [60]

7.5.5

Communication Hold (HOLD)

The mapping of Communication Hold simulation service with Call Hold PSTN/ISDN Supplementary Service is the same mapping as described in Cause 7.4.10. The Service itself is described within ETSI TS 183 010 [65]

7.5.6
Conference call (CONF)

The mapping of Conference call simulation service with Conference call PSTN/ISDN Supplementary Service is described within ETSI TS 183 005 [61]

7.5.7

Anonymous Communication Rejection (ACR) and Communication Barring (CB)

The mapping of Anonymus Communication Rejection and Communication Barring simulation service with Anonymus Call Rejection PSTN/ISDN Supplementary Service is described in Clause 7.4.23. The service itself is described within ETSI TS 183 011 [67]
7.5.8

Message Waiting Indication (MWI)

The mapping of Message Waiting Indication simulation service with the Message Waiting Indication PSTN/ISDN Supplementary Service is described within ETSI TS 183 006 [62]
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