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1. Overall Description:

In response to the liaison statement regarding WLAN service configuration (OMA-LS_0045-Request-for-information-and-review-of-WLAN-service-configuration-20050922-A); CT6 would like to thank OMA DM for communicating their intentions to provision and manage 3GPP I-WLAN (Interworking WLAN) bearers configuration parameters. CT6 would like to point out that it is only one of the 3GPP groups that is affected and that a response from other 3GPP groups should be consulted before progressing this matter. 

· Result of the analysis:

During the preliminary investigation, 3GPP-CT6 (smartcard working group) has identified that the following parameters provided in the OMA-LS exists in CT6 specifications since Release-6 and involve the use of the UICC/USIM/SIM. The following table contains the list of parameters (and associated procedures) that have thus far been identified:
	Impacted parameter
	Document
	Comment

	
	
	

	Primary SSID
	TS 31 102
	Section 5.6 

	Used Primary SSID
	
	Section 5.6 

	Hidden SSID
	
	

	Operation mode for the WLAN network
	
	

	Security mode for the WLAN network
	
	

	ASCII form pre-shared WPA key
	
	

	Hexadecimal form pre-shared WPA key
	
	

	Default WEPKEY indicator
	
	

	WEB authentication mode indicator
	
	

	
	
	

	Secondary SSID
	TS 31 102
	Section 5.6 

	Used Secondary SSID
	TS 31 102
	Section 5.6 

	
	
	

	Type of the EAP authentication method
	
	

	Name of the user identity
	TS 31 102
	Section 5.6 

	Password for the use in EAP authentication
	
	

	Override Realm
	
	

	Indicator for use of EAP-SIM and EAP-AKA authentication pseudonyms
	
	

	Number of re-authentication execution tries before full authentication must be done in EAP-SIM and EAP-AKA
	
	

	Specifies for which encapsulating EAP type these settings in this characteristic are associated
	
	

	Server’s certificate realm check
	
	

	Client Authentication checker
	
	

	Authentication session validity time
	
	

	Cipher suite
	
	

	Specifies EAP-PEAP version 0
	
	

	Specifies EAP-PEAP version 1
	
	

	Specifies EAP-PEAP version 2
	
	

	
	
	

	Distinguished Name of the certificate’s issuer
	
	

	Distinguished Name of the certificate’s subject
	
	

	Certificate type
	
	

	Serial number of the certificate
	
	

	Subject key id of a certificate
	
	

	Thumbprint of the certificate
	
	

	
	
	

	Length of the WEP key
	
	

	Index of the WEP key
	
	


CT6 will initiate a detailed review of the parameters in due course and looks forward to future co-ordination with OMA DM on WLAN, Device Management and UICC related matters.

The other addressed 3GPP groups are asked to review the impact this may have on their specifications.

2. Actions:

To OMA-DM WG group.

ACTION: 
3GPP CT6 smartcard working group asks to OMA-DM working group to:

· Take into account the answers of 3GPP CT6 and in particular to take care that other 3GGP groups that may be affected are consulted before OMA DM progresses the matter.

3. Date of Next 3GPP - CT6 Meetings:

3GPP CT6 Meeting #38 
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