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*** Next changes ***
5.3.1.6
Subscription for notification of state changes in XML document

In order to get notifications of changes to XML documents manipulated via the Ut reference point the PUA may generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-diff [39] and draft-ietf-sipping-config-framework [43].

*** Next changes ***
5.3.2.5
Subscription for notification of state changes in XML document

In order to get notifications of changes to XML documents manipulated via the Ut reference point the watcher may generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-diff [39] and draft-ietf-sipping-config-framework [43].

*** Next changes ***
5.3.3.5
Subscription acceptance and notification of state changes in XML document

When the PS receives a SUBSCRIBE request having the Event header value 'sip-profile', the PS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simple-xcap-diff [39] and draft-ietf-sipping-config-framework [43].

*** Next changes ***
5.3.4.4
Subscription acceptance and notification of state changes in XML document

When the RLS receives a SUBSCRIBE request having the Event header value 'sip-profile', the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft‑ietf‑simple‑xcap‑diff [39] and draft-ietf-sipping-config-framework [43].

*** Next changes ***
6.3.1.3
Manipulating the subscription authorization policy
When the XCAP server intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET or HTTP DELETE request in accordance with RFC 2616 [15], draft-ietf-simple-xcap [33] and draft-ietf-simple-presence-rules [35].

The XCAP client may use an HTTP GET in accordance with RFC 2616 [15], draft-ietf-simple-xcap [33] and draft-ietf-simple-common-policy-caps [41] for fetching of the authorization policy capabilities which the XCAP server supports.

When the XCAP client intends to authorize a different value of the same presence attribute to different watchers or watcher groups, the XCAP client shall authorize a single tuple or person element including one of the different values of the same presence attribute to every watcher or watcher groups as specified in draft-ietf-simple-presence-rules [35].

*** Next changes ***
6.3.2.3
Subscription authorization policy manipulation acceptance

When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching of the subscription authorization policy, the XCAP server shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then perform authorization. Afterwards the XCAP server shall perform the requested action and generate a response in accordance with RFC 2616 [15], draft-ietf-simple-xcap [33] and draft-ietf-simple-presence-rules [35].

When the XCAP server receives an HTTP GET request for fetching of the authorization policy capabilities information, the XCAP server shall generate a response in accordance with RFC 2616 [15], draft-ietf-simple-xcap [33] and draft-ietf-simple-pres-policy-caps [42].

*** Next changes ***
A.3.6
Watcher subscribing to state changes in XML document, UE in visited network

A.3.6.1
Watcher subscribing to changes made via XCAP in his resource list, UE in visited network - Successful subscription
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Figure A.3.6.1-1: Watcher subscribing to changes made via XCAP in his resource list

Figure A.3.6.1-1 shows a watcher subscribing to notifications of state changes made via XCAP in his resource list. The details of the flows as follows:

1.
SUBSCRIBE request (UE to P-CSCF) – see example in table A.3.6.1-1

A watcher agent in a UE wishes to get notification when his resource list gets modified via XCAP. In order to initiate a subscription to XCAP document changes in RLS, the UE generates a SUBSCRIBE request indicating support for "sip-profile", together with an indication of the length of time this periodic subscription should last.

Table A.3.6.1-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 123 SUBSCRIBE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Event: sip-profile;profile-type=application;app-id=resource-lists;document="users/user1"

Expires: 7200

Accept: application/xcap-diff+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
The users own SIP URI to get notifications of changes on all lists owned by the user.

Event:
This field is populated with the value "sip-profile" to specify the use of the sip-profile package to get notified of changes to XCAP documents. The "app-id" in the field identifies the XCAP application usage. The "document" further details the document that is being subscribed.

Accept:
This field is populated with the value application/xcap-diff+xml ' indicating that the UE supports the MIME type.

To:
Same as the Request-URI.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) - see example in table A.3.6.1-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF#1. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the service route determined during registration.

Table A.3.6.1-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info:

Route: <sip:orig@scscf1.home1.net;lr>

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"
Privacy:

Record-Route: <sip:pcscf1.visited1.net;lr>

Route: <sip:scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

3.
Evaluation of initial filter criteria


The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria. For sip:user1_public1@home1.net the S-CSCF has originating initial Filter Criteria with Service Point Trigger of Method = SUBSCRIBE AND Event = "sip-profile" that informs the S-CSCF to route the SUBSCRIBE request to the Application Server sip:rls.home1.net.

4.
SUBSCRIBE request (S-CSCF to RLS) - see example in table A.3.6.1-4

The S-CSCF forwards the SUBSCRIBE request to the RLS.

Table A.3.6.1-4 SUBSCRIBE request (S-CSCF to RLS)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a65.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Max-Forwards: 68

P-Access-Network-Info:

P-Asserted-Identity: <sip:user1_public1@home1.net>, <tel:+1-212-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"; orig-ioi=home1.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4ee]; ecf=[5555::6aa:7bb:8cc:9dd]
Privacy:

Record-Route: <sip:orig@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

Route: <sip:rls.home1.net;lr>, <sip:orig@scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

P-Charging-Vector:
The S-CSCF populates the identifier of its own network to the originating Inter Operator Identifier (IOI) parameter of this header.
P-Charging-Function-Addresses:
The S-CSCF populates the P-Charging-Function-Addresses header field to be passed to the RLS.

5.
Authorization


The RLS performs the necessary authorization checks on the originator to ensure that he/she is authorized to subscribe to XML document changes. In this example this condition has been met, so the RLS sends a 200 (OK) response to the S-CSCF.

6.
200 (OK) response (RLS to S-CSCF) - see example in table A.3.6.1-6


The RLS sends the response to the S-CSCF.

Table A.3.6.1-6: 200 (OK) response (RLS to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a65.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"; orig-ioi=home1.net; term-ioi=home1.net

Record-Route: 

From: 

To: <sip:user1_public1@home1.net>;tag=151170

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length: 0

7.
200 (OK) response (S-CSCF to P-CSCF) - see example in table A.3.6.1-7


The S-CSCF forwards the response to the P-CSCF.

Table A.3.6.1-7: 200 (OK) response (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=223551024"
Record-Route: 

From: 

To:

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length:

8.
200 (OK) response (P-CSCF to UE) - see example in table A.3.6.1-8


The P-CSCF forwards the response to the watcher agent in the UE.

Table A.3.6.1-8: 200 (OK) response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Record-Route: <sip:orig@scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: 

To:

Call-ID: 

CSeq:

Expires: 

Contact:

Content-Length:

9.
NOTIFY request (RLS to S-CSCF) – see example in table A.3.6.1-9

The RLS generates a NOTIFY request including the xcap-diff document as a result of the SUBSCRIBE request. As this is the initial NOTIFY it contains only the new-etag, previous-etag and document-selector elements.

Table A.3.6.1-9 NOTIFY request (RLS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=323551024"; orig-ioi=home1.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4ee]; ecf=[5555::6aa:7bb:8cc:9dd]
Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: <sip:user1_@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 89 NOTIFY

Subscription-State: active;expires=7200

Event: sip-profile

Contact: <sip:rls.home1.net>

Content-Type: application/xcap-diff+xml;charset="UTF-8"

Content-Length:

<?xml version="1.0" encoding="UTF-8"?>

<xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

         xcap-root="http://xcap.home1.net/services">

    <document doc-selector="resource-lists/users/user1/friends"

           new-etag="7hahsd"/>

    </document>

    <document doc-selector="resource-lists/users/user1/coworkers"

              new-etag="ffds66a">

    </document>

</xcap-diff>


The content of the document element contains a new-etag and a previous etag element with identical value and no list of instructions. This way it is indicated that this is the reference XML diff document. This documents has only the information about the etags and the document URI’s covered by that subscription.

10.
NOTIFY request (S-CSCF to P-CSCF) - see example in table A.3.6.1-10


The S-CSCF forwards the NOTIFY request to the P-CSCF.

Table A.3.6.1-10: NOTIFY request (S-CSCF to P-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 69

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=323551024"
P-Charging-Function-Addresses: 
Route: <sip:pcscf1.visited1.net;lr>

Record-Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Event: 

Contact: 

Content-Length:

(…)

11.
NOTIFY request (P-CSCF to UE) - see example in table A.3.6.1-11


The P-CSCF forwards the NOTIFY request to the watcher in the UE.

Table A.3.6.1-11: NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State: 

Event: 

Contact: 

Content-Length:

(…)

12.
200 (OK) response (UE to P-CSCF) - see example in table A.3.6.1-12


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.3.6.1-12: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

13.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.6.1-13


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.3.6.1-13: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=323551024" 

From:

To:

Call-ID:

CSeq:

Content-Length:

14.
200 (OK) response (S-CSCF to RLS) - see example in table A.3.6.1-14


The S-CSCF#2 forwards the response to the RLS in the home network of the UE.

Table A.3.6.1-14: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=323551024"; orig-ioi=home1.net; term-ioi=home1.net

From:

To:

Call-ID:

CSeq:

Content-Length:

15.
User retrieves current resource list via XCAP get


As user1 does not have a local copy of the resource list identified by the etag he retrieves the corresponding list via XCAP get.

16.
Resource List gets modified via XCAP


The resource list of user1 gets modified via XCAP procedures.

17.
NOTIFY request (RLS to S-CSCF) - see example in table A.3.6.1-17

In this example it is assumed that the RLS has received a XCAP request to delete user2_public@home1.net from the resource list of user1.

Table A.3.6.1-17 NOTIFY request (RLS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=423551024"; orig-ioi=home1.net

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4ee]; ecf=[5555::6aa:7bb:8cc:9dd]
Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1.home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 90 NOTIFY

Subscription-State: active;expires=5000

Event: sip-profile

Contact: <sip:rls.home1.net>

Content-Type: application/xcap-diff+xml;charset="UTF-8"

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

        xcap-root="http://xcap.home1.net/services">

    <document doc-selector="resource-lists/users/user1/coworkers"

              new-etag="aaaab" previous-etag="ffds66a">


<change-log>
        <put-eventnode-selector="resource-lists/list[@name=&quot;coworkers&quot;]" content-type="application/el+xml">

          <![CDATA[<entry uri="sip:new-worker@example.com"/>]]>

        </put-event>


</change-log>
    </document>

</xcap-diff>

Content-Type:
Set to application/xcap-diff+xml. 


The message body in the NOTIFY request contains information of the new-etag of the changed document, the change method and the element that was changed in accordance with draft-ietf-simple-xcap-diff [39].

18.
NOTIFY request (S-CSCF to P-CSCF) - see example in table A.3.6.1-18


The S-CSCF forwards the NOTIFY request to the P-CSCF.

Table A.3.6.1-18: NOTIFY request (S-CSCF to P-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 69

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=423551024"
P-Charging-Function-Addresses: 
Route: <sip:pcscf1.visited1.net;lr>

Record-Route: <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Event: 

Contact:

Content Type:

Content-Length:

(…)

19.
NOTIFY request (P-CSCF to UE) – see example in table A.3.6.1-19


The P-CSCF forwards the NOTIFY request to the watcher in the UE. 

Table A.3.6.1-19: NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State: 

Require:

Content-Type:

Content-Length:

(…)

20.
200 (OK) response (UE to P-CSCF) – see example in table A.3.6.1-20


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.3.6.1-20: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

21.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.6.1-21


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.3.6.1-21: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=423551024"
From:

To:

Call-ID:

CSeq:

Content-Length:

22.
200 (OK) response (S-CSCF to RLS) – see example in table A.3.6.1-22


The S-CSCF#2 forwards the response to the RLS in the home network of the UE.

Table A.3.6.1-22: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=423551024"; orig-ioi=home1.net; term-ioi=home1.net

From:

To:

Call-ID:

CSeq:

Content-Length:

*** Next changes ***
A.8.3
Signalling flows demonstrating how XCAP clients manipulate presence authorization policy
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Figure A.8.3-1: XCAP client manipulating presence authorization policy on XCAP server

Figure A.8.3-1 shows a XCAP client manipulating presence authorization policy on a XCAP server. The details of the signalling flows are as follows:

1.
XCAP PUT request (XCAP client to XCAP server) – see example in table A.8.3-1


The XCAP client generates an XCAP PUT request to create a presence authorization policy on the XCAP server. The presence authorization policy has one rule allowing for sip:user2_public1@home2.net to see all service information along with the service related servcaps elements defined in draft-ietf-simple-prescaps-ext [25].

Table A.8.3-1: XCAP PUT request (XCAP client to XCAP server)

PUT http://xcap.home1.net/services/pres-rules/users/user1/ps.xml HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:13:17 GMT

Content-Type:application/auth-policy+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

   <ruleset xmlns="urn:ietf:params:xml:ns:common-policy"

     xmlns:sc="urn:ietf:params:xml:ns:pidf:caps"

     xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

              xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

              xsi:schemaLocation="urn:ietf:params:xml:ns:pres-rules">

     <rule id="dsafa43232">

       <conditions>

         <identity>

         <id entity="user2_public1@home2.net"/>
         </identity>

       </conditions>

       <actions>

       <pr:sub-handling>allow</pr:sub-handling>

       </actions>

       <transformations>

         <pr:provide-services>

           <pr:all-services/>

         </pr:provide-services>

           <pr:provide-persons><pr:all-persons/></pr:provide-persons>

           <pr:provide-unknown-attribute name="sc:servcaps">true</pr:provide-unknown-attribute>


       </transformations>

     </rule>

   </ruleset>

2.
XCAP 201 (Created) response (XCAP server to XCAP client) - see example in table A.8.3-2


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to create a file, the XCAP server sends an XCAP 201 (Created) response to the XCAP client.

Table A.8.3-2: XCAP 201 (Created) response (XCAP server to XCAP client)

HTTP/1.1 201 Created

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Etag: "bbb"

Date: Thu, 08 Jan 2004 10:50:35 GMT

Content-Length: 0

3.
XCAP PUT request (XCAP client to XCAP server) – see example in table A.8.3-3


The XCAP client adds a new rule to the previously created presence authorization policy by generating a new XCAP request. The new rule blocks the user named sip:user3_public1@home3.net to see presence information.

Table A.8.3-3: XCAP PUT request (XCAP client to XCAP server)

PUT http://xcap.home1.net/services/pres-rules/users/user1/ps.xml/~~/permission-statements/ruleset/rule%5b2%5d HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:13:27 GMT

Content-Type: application/xcap-el

Content-Length: (…)

     <rule id="fdsjkf">

       <conditions>

         <identity>

           <id entity="user3_public1@home2.net"/>
         </identity>

       <conditions>

       <actions>

         <pr:sub-handling>block</pr:sub-handling>

       </actions>

4.
XCAP 200 (OK) response (XCAP server to XCAP client) - see example in table A.8.3-4


After the XCAP server has performed the necessary authorization checks, XML document validations and XML schema compliancy checks the XCAP server sends an XCAP 200 (OK) response to the XCAP client.

Table A.8.3-4: XCAP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Etag: "bbb2"

Date: Thu, 08 Jan 2004 10:50:45 GMT

Content-Length: 0

5.
XCAP DELETE request (XCAP client to XCAP server) - see example in table A.8.3-5


The XCAP client decides to delete the rule for sip:user2_public1@home2.net from the authorization policy. The XCAP client generates an XCAP DELETE request. 

Table A.8.3-5: XCAP DELETE request (XCAP client to XCAP server)

DELETE http://xcap.home1.net/services/pres-rules/users/user1/ps.xml/~~/ruleset/rule/statement[@id="dsafa43232"] HTTP/1.1

Host: oper.example.com:9999

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:14:17 GMT

6.
XCAP 200 (OK) response (XCAP server to XCAP client) – see example in table A.8.3-6


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to delete an entry from the resource list, the XCAP server sends an XCAP 200 (OK) response.

Table A.8.3-6: XCAP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Date: Thu, 08 Jan 2004 11:00:47 GMT

Content-Length: 0

7.
XCAP GET request (XCAP client to XCAP server) – see example in table A.8.3-7


The XCAP client wishes to check the result of the previous transaction by generating an XCAP GET request.

Table A.8.3-7: XCAP GET request (XCAP client to XCAP server)

GET http://xcap.home1.net/services/pres-rules/users/user1/ps.xml HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 11:13:17 GMT

Content-Length: 0

8.
XCAP 200 (OK) response (XCAP server to XCAP client) – see example in table A.8.3-8


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to fetch the resource list, the XCAP server sends an XCAP 200 (OK) response to the XCAP client including the authorization rules in the body of the response.

Table A.8.3-8: XCAP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Etag: "eiuuekksks"

Date: Thu, 08 Jan 2004 11:50:35 GMT

Content-Type:application/auth-policy+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

   <ruleset xmlns="urn:ietf:params:xml:ns:common-policy"

     xmlns:sc="urn:ietf:params:xml:ns:pidf:caps"

     xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

     xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

          xsi:schemaLocation="urn:ietf:params:xml:ns:pres-rules">

     <rule id="fdsjkf">

       <conditions>

         <identity>

           <id entity="user3_public1@home2.net"/>
         </identity>

       <conditions>

       <actions>

         <pr:sub-handling>block</pr:sub-handling>

       </actions>

   </ruleset>

A.8.4
Storing external content (successful operation)
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Figure A.8.4.-1: XCAP client manipulating hard-state presence document on XCAP server

Figure A.8.4-1 shows a XCAP client manipulating hard-state presence document on a XCAP server when the presence document has an aggregated storing MIME object with the "application/pidf+xml" content type and any of its extensions. The details of the signalling flows are as follows:

1.
HTTP PUT request (XCAP client to XCAP server) – see example in table A.8.2-1


In order to store the content, the XCAP client generates an HTTP PUT request containing the MIME object in the body of the request. The request-URI points to the directory where the content is stored and shows the name of the file to be created.

Table A.8.4-1: HTTP PUT request (XCAP client to XCAP server)

PUT http://operator.example.com/services/users/bill/pictureX HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:13:17 GMT

Content-Type: image/jpeg

Content-Length: (…)

{pictureX.jpg}

2.
HTTP 201 (Created) response (XCAP server to XCAP client) – see example in table A.8.4-2


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to create a file the HTTP server sends an HTTP 201 (Created) response to the client.

Table A.8.4-2: HTTP 201 (Created) response (XCAP server to XCAP client)

HTTP/1.1 201 Created

Server: Apache/1.3.22 (Unix) mod_perl/1.27Content-Type: text/html

Date: Thu, 08 Jan 2004 10:50:35 GMT

Content-Length: 0

3.
XCAP PUT request (XCAP client to XCAP server) - see example in table A.8.2-3


The XCAP client generates an XCAP PUT request in order to store XML encoded presence document which includes a URI reference to the MIME object stored on the XCAP server. The AUID part of the request URI is 'pidf-manipulation' as defined in draft-ietf-simple-xcap-pidf-manipulation-usage [34].

Table A.8.4-3: XCAP PUT request (XCAP client to XCAP server)

PUT http://xcap.example.com/services/pidf-manipulation/users/bill/pidf.xml HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:13:27 GMT

Content-Type: application/pidf+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:pidf"

          xmlns:rp="urn:ietf:params:xml:ns:pidf:rpid"

          xmlns:ext="urn:ietf:params:xml:ns:ext-cont"

          xmlns:p="urn:ietf.params:xml:ns:pidf:data-model"

          xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

          xsi:schemaLocation="urn:ietf:params:xml:ns:resource-lists"

          entity="sip:bill@example.com">

     <tuple id="123sd">

       <status>

         <basic>open</basic>

       </status>

         <contact>sip:bill@example.com</contact>

     </tuple>

     <p:person>


         <rp:activities><rp:vacation/></rp:activities>


       <ext:photo>

         http://operator.example.com/services/users/bill/pictureX.jpg 

       </ext:photo>

     </p:person>

   </presence>

4.
XCAP 201 (Created) response (XCAP server to XCAP client) - see example in table A.8.4-4


After the XCAP server has performed the necessary authorization checks, XML document validations and XML schema compliancy checks the XCAP server sends an XCAP 201 (Created) response to the XCAP client.

Table A.8.4-4: XCAP 201 (Created) response (XCAP server to XCAP client)

HTTP/1.1 201 Created

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Etag: "ccc1"

Date: Thu, 08 Jan 2004 10:50:45 GMT

Content-Length: 0

5.
HTTP GET request (XCAP client to XCAP server) – see example in table A.8.4-5


The XCAP client wishes to fetch the MIME object from the XCAP server. The client generates an HTTP GET request. The request URI points to the directory where the object is stored and indicates the name of the file to be fetched.

Table A.8.4-5: HTTP GET request (XCAP client to XCAP server)

GET http://operator.example.com/services/users/bill/pictureX HTTP/1.1

Host: oper.example.com:9999

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 10:43:17 GMT

Accept: image/jpeg

Content-Length: 0

6.
HTTP 200 (OK) response (XCAP server to XCAP client) – see example in table A.8.4-6


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to fetch the file the XCAP server sends an HTTP 200 (OK) response having the object in the body to the XCAP client.

Table A.8.4-6: HTTP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Date: Thu, 08 Jan 2004 11:00:47 GMT

Content-Type: image/jpeg

Content-Length: (…)

{pictureX}

7.
HTTP PUT request (XCAP client to XCAP server) – see example in table A.8.4-7


The XCAP client wishes to modify the earlier stored MIME object by replacing the picture X with a new picture X with new content. To modify the object the XCAP client generates an HTTP PUT request using the same request URI as has been used for the modified (old) object. The new object is conveyed in the body of the request.

Table A.8.4-7: HTTP PUT request (XCAP client to XCAP server)

PUT http://operator.example.com/services/users/bill/pictureX HTTP/1.1

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 11:13:17 GMT

Content-Type: image/jpeg

Content-Length: (…)

{pictureX.jpg}

8.
HTTP 200 (OK) response (XCAP server to XCAP client) – see example in table A.8.4-8


After the XCAP server has performed the necessary authorization checks on the originator to ensure the XCAP client is allowed to replace the existing MIME object with the new one the XCAP server sends an HTTP 200 (OK) response to the XCAP client.

Table A.8.4-8: HTTP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Date: Thu, 08 Jan 2004 11:50:35 GMT

Content-Length: 0

9.
XCAP PUT request (XCAP client to XCAP server) – see example in table A.8.4-9


The XCAP client wishes to remove the MIME object from his presence information. The XCAP client generates an XCAP PUT request to modify the XML encoded presence document to remove the reference to the MIME object from the presence document. The request URI contains a node selector to the requested tuple according to draft-ietf-simple-xcap [33]. 

Table A.8.4-9: XCAP PUT request (XCAP client to XCAP server)

PUT http://xcap.example.com/services/pidf-manipulation/users/bill/pidf.xml/~~/presence/person HTTP/1.1

Date: Thu, 08 Jan 2004 11:13:37 GMT

If-Match: "ccc1"

Content-Type: application/xcap-el

Content-Length: (…)

   <p:person>


       <rp:activities><rp:vacation/></rp:activities>


   </p:person>

10.
XCAP 200 (OK) response (XCAP server to XCAP client) - see example in table A.8.4-10


After the XCAP server has performed the necessary authorization checks, XML document validations and XML Schema compliancy checks the XCAP server sends an XCAP 200 (OK) response to the XCAP client.

Table A.8.4-10: XCAP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27

Etag: "ccc2"

Date: Thu, 08 Jan 2004 11:50:59 GMT

Content-Length: 0

11.
HTTP DELETE request (XCAP client to XCAP server) – see example in table A.8.4-11


The XCAP client removes the MIME object from the XCAP server by generating an HTTP DELETE request.

Table A.8.4-11: HTTP DELETE request (XCAP client to XCAP server)

DELETE http://operator.example.com/services/users/bill/pictureX HTTP/1.1

Host: oper.example.com:9999

User-Agent: IMS subscriber

Date: Thu, 08 Jan 2004 11:52:00 GMT

12.
HTTP 200 (OK) response (XCAP server to XCAP client) – see example in table A.8.4-12


After the XCAP server has performed the necessary authorization checks on the originator to ensure that the XCAP client is allowed to delete the object, the XCAP server sends an HTTP 200 (OK) response to the XCAP client.

Table A.8.4-12: HTTP 200 (OK) response (XCAP server to XCAP client)

HTTP/1.1 200 OK

Server: Apache/1.3.22 (Unix) mod_perl/1.27
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