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1. Overall Description:

CN4 would like to thank SA2 for their LS detailing the two options that SA2 have considered for the storage of registration state for shared Public User Identities in the HSS.  In the LS, CN4 were asked to consider the impacts of the two proposals on Cx and Sh interface specifications, and also to propose any alternatives that might be applicable.  The required analysis and suggestions are included in this reply LS.

First, the two proposals included in the LS to CN4 are analysed.

A) The HSS stores only the registration state of each Public User Identity

This alternative would imply little impact on the majority of the Cx specification and would have no additional impact on the Sh interface over any other solution (although note that Sh interface is discussed further below).  However, the Cx interface Registration-Termination-Request (RTR) command would require significant modification.  The RTR can be performed to terminate the registration of a specific Private User Identity, and as a result of the Termination, all Public User Identities associated with the identified Private User Identity are deregistered as well.  If two or more Private User Identities associated with a shared Public User Identity are registered, and one of these Private User Identities is the subject of an RTR, the result would be that the shared Public User Identity would also be deregistered, leaving the other Private User Identities associated with the shared Public User Identity without access to service for that Public User Identity.  The problem is magnified if one of the Private User Identities remaining had the shared Public Identity as the only public identity registered against, since the Private User Identity then becomes completely deregistered and with no server assigned. This would take place under current specification because the HSS has no record of the number of registered Private User Identities associated with the shared Public User Identity.  

If the Public User Identity is subsequently registered by a further Private User Identity, then upon receiving the User-Authentication-Request for the Public User Identity from the I-CSCF, when the HSS checks the Registration Status of the Public User Identity, the HSS will find it to be Not Registered and return the S-CSCF capability set for that Identity. This problem is seen as significant by CN4

B) The HSS stores the registration state of each valid Public/Private User Identity pair

This alternative would imply a considerable impact on the Cx specifications in terms of the description of the call processing associated with all Cx interface commands.  Initial attempts to draft CR’s to the Cx interface specifications to implement this change (which was initially CN4’s preference when discussed on e-mail) have proved to be both extensive and contentious.  The significant issue has been that, with the exception of the RTR command (discussed above), all other Cx commands operate without any dependence on the Private User Identity registration state and so the extensive modification would not be required if only Public User Identity status were recorded.  It is also likely that this solution would have some impact at least on the descriptions of the Sh interface and may also have impacts with regard to how results for requests for Location and Registration Status on the Sh interface from an AS to an HSS would be processed (as mentioned above, Sh interface is further discussed below.  This proposal does not result in a technical problem in Cx, unlike proposal A.

Whilst CN4 appreciates the direction and options that SA2 is suggesting, CN4 believes that the structure of data and storage of that data related to Registration state (regardless of the related User Identity type it is associated with) is in fact internal to an HSS, and as such is not within the scope of 3GPP specification.  Therefore, the question asked by SA2 and the decision that SA2 is intending to take is out of scope of 3GPP and is in fact an implementation detail for HSS manufacturers to determine within their own product.  CN4 notes that there are modifications required for the Cx interface to take into account checks that should be performed in an HSS under deregistration (as highlighted in the consideration of option A), and will work towards completing this, but CN4 does not believe that the mandate or recommendation of storage structure of registration states can be made – only a requirement to make sure that the HSS checks that the status of a shared Public User Identity is not incorrectly stored (under whatever structure an HSS implements) can be included in Cx interface specification.

Therefore, CN4 recommends that neither Option A or B is adopted, and further recommends that the structure of data stored in the HSS remains outside of 3GPP scope.  All that 3GPP can require is that the data is stored in a way that allows required functionality to be supported.

Impact of shared Public User Identities on the Sh interface

Discussion of the Sh interfaces is separated from the other considerations because the impact is roughly equivalent regardless of the Proposal chosen.  Sh interface is used to communicate various information from the HSS to the AS including registration state.  When the information requested is for a shared Public User Identity, it is difficult to determine what the Sh interface should return to the AS.  Under proposal A, a single registration status would be returned (which would seem correct) but under proposal B, a list of registration statuses would be returned – one for each Public/Private pair.

It seems to CN4 that the Sh interface may need to support the reporting of multiple results for certain information regardless of the proposal chosen, but these impacts extend beyond just the registration state. 

One example considered by CN4 was where a shared Public User Identity may be the key used to obtain Location Information held by the HSS. Multiple locations would be provided to the AS for a Public ID that was shared amongst several Private User Ids e.g. A family Public User ID. How these would be identified and used by a Rel-6 application is not known but in a Rel-5 application where the Private to Public User Identity mapping is one to one, only one location is ever returned and so the application would be able to use that returned single location easily.

Conclusions

CN4 concludes that neither option A or B can be recommended and further that no requirement on the structure of the storage of data in the HSS can be enforced.  CN4 notes that the Cx and Sh interface procedures described in 29.228 and 29.328 need to be thoroughly reviewed to include consideration of shared Public User Identities, but this review will also not place requirements on how registration information is stored and structured in the HSS.

2. Actions:

To SA2.

ACTION: 
CN4 asks SA2 to take note of the recommendation given by CN4 that the storage and structure of data within an HSS is outside of the scope of 3GPP specification when deciding if a method for storing registration states associated with Public User Identities that are shared by multiple Private User Identities should be enforced.
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