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IEEE 1003.1-2004, Part 1: Base Definitions
B.2.3
Service Point Trigger

The following picture gives an outline of the UML model of Service Point Trigger class:
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Figure B.2.3.1: Service Point Trigger

The attribute Group of the class Service Point Trigger allows the grouping of SPTs that will configure the sub-expressions inside a CNF or DNF expression. For instance, in the following CNF expression (A+B).(C+D), A+B and C+D would correspond to different groups. 

In CNF, the attribute Group identifies the ORed sets of SPT instances. If the SPT belongs to different ORed sets, SPTcan have more than one Group values assigned. At least one Group must be assigned for each SPT.

In DNF, the attribute Group identifies the ANDed sets of SPT instances. If the SPT belongs to different ANDed sets, SPTcan have more than one Group values assigned. At least one Group must be assigned for each SPI.

The attribute ConditionNegated of the class Service Point Trigger defines whether the individual SPT instance is negated (i.e. NOT logical expression).

Request-URI class defines SPT for the Request-URI. Request-URI contains attribute RequestURI.

SIP Method class defines SPT for the SIP method. SIP Method contains attribute SIPMethod which can evaluate to any existent SIP method.

SIP Header class defines SPT for the presence or absence of any SIP header or for the content of any SIP header. SIP Header contains attribute Header which identifies the SIP Header, which is the SPT, and the Content attribute defines the value of the SIP Header if required. 



The absence of the Content attribute and ConditionNegated = TRUE indicates that the SPT is the absence of a determined SIP header.

Session Case class represents an enumerated type, with possible values “Originating”, “Terminating_Registered”, “Terminating_Unregistered” indicating if the filter should be used by the S-CSCF handling the Originating, Terminating for a registered end user or Terminating for an unregistered end user services.

Session Description Information class defines SPT for the content of any SDP field within the body of a SIP Method. The Line attribute identifies the line inside the session description. Content is a string defining the content of the line identified by Line. 
Annex YYY (normative):
Definition of parameters for service point trigger matching
Table YYY.1 defines the parameters that are transported in the user profile XML. 
Table YYY.1: Definition of parameters in the user profile XML
	Tag
	Description

	SIPHeader
	A SIP Header SPT shall be evaluated separately against each header instance within the SIP message. The SIP Header SPT matches if at least one header occurrence matches the SPT. 

	Header (of SIPHeader)
	Header tag shall include a regular expression in a form of Basic Regular Expressions (BRE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [z]. The regular expression shall be matched against the header-name of the SIP header. For definition of  header and header-name, see IETF RFC 3261 [x]. Before matching the header-name to the pattern, all SWSs shall be removed from the header-name and all LWSs in the header-name shall be reduced to a single white space character (SP). For definition of  SWS and LWS, see IETF RFC 3261 [x].

	Content (of SIPHeader)
	Content tag shall include a regular expression in a form of Basic Regular Expressions (BRE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [z]. The regular expression shall be matched against the header-value of the SIP header. For definition of  header and header-value, see IETF RFC 3261 [x]. If the SIP header contains several header-values in a comma-separated list, each of the header-value shall be matched against the pattern for the Content separately. Before matching the header-value to the pattern, all SWSs shall be removed from the header-value and all LWSs in the header-value shall be reduced to a single white space character (SP). For definition of  SWS and LWS, see IETF RFC 3261 [x]. 

	SessionDescription
	A Session Description SPT shall be evaluated separately against each SDP field instance within the SIP message. The Session Description SPT matches if at least one field occurrence matches the SPT.

	Line (of SessionDescription)
	Line tag shall include a regular expression in a form of Basic Regular Expressions (BRE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [z]. The regular expression shall be matched against the type of the field inside the session description. For definition of  type, see chapter 6 in IETF RFC 2327 [y].

	Content (of SessionDescription)
	Content tag shall include a regular expression in a form of Basic Regular Expressions (BRE) as defined in chapter 9 in IEEE 1003.1-2004 Part 1 [z]. The regular expression shall be matched against the value of the field inside the session description.  For definition of  value, see chapter 6 in IETF RFC 2327 [y].


Annex C (informative):
Conjunctive and Disjunctive Normal Form

A Trigger Point expression is constructed out of atomic expressions (i.e. Service Point Trigger) linked by Boolean operators AND, OR and NOT. Any logical expression constructed in that way can be transformed to forms called Conjunctive Normal Form (CNF) and Disjunctive Normal Form (DNF).

A Boolean expression is said to be in Conjunctive Normal Form if it is expressed as a conjunction of disjunctions of literals (positive or negative atoms), i.e. as an AND of clauses, each of which is the OR of one of more atomic expressions. 

Taking as an example the following trigger:

Method = “INVITE” OR Method = “MESSAGE” OR (Method=”SUBSCRIBE” AND NOT Header = “from” Content = “joe”)

The trigger can be split into the following atomic expressions:

Method=”INVITE”

Method=”MESSAGE”

Method=”SUBSCRIBE”

NOT header=”from”  Content=”joe”

Grouping the atomic expressions, the CNF expression equivalent to the previous example looks like:

(Method=”INVITE” OR Method = “MESSAGE” OR Method=”SUBSCRIBE”) AND (Method=”INVITE” OR Method = “MESSAGE” OR (NOT Header = “from” Content = “joe”))

This result in two “OR” groups linked by “AND” (CNF):

(Method=”INVITE” OR Method = “MESSAGE” OR Method=”SUBSCRIBE”)

(Method=”INVITE” OR Method = “MESSAGE” OR (NOT Header = “from” Content = “joe”))

The XML representation of the trigger is:

<?xml version=”1.0” encoding=”UTF-8”?>

<testDatatype xmlns:xsi=”http://www.w3.org/2001/XMLSchema-instance” xsi:noNamespaceSchemaLocation=”D:\ \CxDataType.xsd”>


<IMSSubscription>



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity> sip:IMPU1@homedomain.com </Identity>




</PublicIdentity>




<PublicIdentity>





<Identity> sip:IMPU2@homedomain.com </Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>MESSAGE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>SUBSCRIBE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>INVITE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>MESSAGE</Method>






</SPT>






<SPT>







<ConditionNegated>1</ConditionNegated>







<Group>1</Group>







<SIPHeader>








<Header>From</Header>








<Content>”joe”</Content>







</SIPHeader>






</SPT>





</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>


</IMSSubscription>

</testDatatype>

A Boolean expression is said to be in Disjunctive Normal Form if it is expressed as a disjunction of conjuctions of literals (positive or negative atoms), i.e. as an OR of clauses, each of which is the AND of one of more atomic expressions.

The previous example is already in DNF, composed by the following groups:

Method=”INVITE”

Method=”MESSAGE”

Method=”SUBSCRIBE” AND (NOT header=”from” Content=”joe”)

The XML representation of the trigger is:

<?xml version=”1.0” encoding=”UTF-8”?>

<testDatatype xmlns:xsi=”http://www.w3.org/2001/XMLSchema-instance” xsi:noNamespaceSchemaLocation=”D:\ CxDataType.xsd”>


<IMSSubscription>



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity> sip:IMPU1@homedomain.com </Identity>




</PublicIdentity>




<PublicIdentity>





<Identity> sip:IMPU2@homedomain.com </Identity>




</PublicIdentity>




<InitialFilterCriteria>





<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>0</ConditionTypeCNF>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>MESSAGE</Method>






</SPT>






<SPT>







<ConditionNegated>0</ConditionNegated>







<Group>2</Group>







<Method>SUBSCRIBE</Method>






</SPT>






<SPT>







<ConditionNegated>1</ConditionNegated>







<Group>2</Group>







<SIPHeader>








<Header>From</Header>








<Content>”joe”</Content>







</SIPHeader>






</SPT>





</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling index=”0">0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>


</IMSSubscription>

</testDatatype>
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