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1. Introduction

This contribution suggests adding missing ABNF into TS 29.234 for the Wm interface. 

2. Discussion

The Wm reference point is defined from the application point of view within 29.234. However, the ABNF for the commands and the AVPs table is missing.

This discussion paper adds the AVPs section to he TS 29.234.
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8.x AVPs

The following table describes the Diameter AVPs defined for the Wm reference point, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in this specification shall be set to 3GPP (10415).

Only those new AVPs added by Wm reference point on the existing EAP/NASREQ commands are listed here. For other AVPs definition check 3GPP TS 29.230 [xx].

Table 6.5.1: Diameter Multimedia Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Shall
	May
	Should not
	Must not
	May Encr.

	EAP payload
	X
	8.x.1
	OctetString
	M, V
	
	
	
	No

	Auth Req Type
	X
	8.x.2
	Enumerated
	M,V
	
	
	
	No

	EAP-Master-Session-Key
	X
	8.x.3
	OctetString
	M, V
	
	
	
	No

	Session-Request -Type
	X
	8.x.4
	Enumerated
	M, V
	
	
	
	No

	APN-Id
	X
	6.5.15
	OctetString
	M, V
	
	
	
	No

	Routing-Policy
	X
	8.x.5
	OctetString
	M, V
	
	
	
	No

	Subscription-ID
	X
	8.x.6
	Enumerated
	M, V
	
	
	
	No

	Max-Requested-Bandwidth
	X
	8.x.7
	Enumerated
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [7].




8.x.1 
EAP-Payload

The EAP-Payload AVP (AVP code xx) is defined in the IETF draft-ietf-aaa-eap-08.txt [8] and contains the encapsulated EAP packet that is being exchanged between the EAP client and the home Diameter server.
8.x.2 
Auth Req Type
The Auth Req Type AVP (AVP code xx) is of type Enumerated and indicates the action that the PDG is asking to the 3GPP AAA Server to perform (Authentication, authorization or both). Wm interface only makes use of the AUTHENTICATION_ONLY value. It is defined in the IETF draft-ietf-aaa-eap-08.txt [8]
8.x.3 
EAP-Master-Session-Key
The EAP-Master-Session-Key AVP (AVP code xx) is of type OctetString and contains keying material for protecting the communications between the user and the NAS. It is defined in the IETF draft-ietf-aaa-eap-08.txt [8]
8.x.4 
Session-Request -Type
The Session-Request -Type AVP (AVP code xx) is of type Enumerated and indicates the action that the PDG is asking to the 3GPP AAA Server to perform (authorization or routing policy). The following values are defined:

AUTHORIZATION REQUEST (0)

The PDG is requesting authorization for a user for a given W-APN. 

ROUTING POLICY (1)

The PDG is indicating that routing policy information is present. 

8.x.5 
Routing-Policy
The Routing-Policy AVP (AVP code xx) is of type OctetString and indicates routing policies of the tunnel set-up.

Editor’s Note: Its exact format is ffs.
8.x.6 
Subscription-ID

The Subscription-ID AVP (AVP code xx) is of type Enumerated and indicates the user identity to be used for charging purposes. It is defined in the IETF Diameter Credit-Control Application draft [19].
WLAN shall make use only of the value MSISDN.
8.x.6 
Max-Requested-Bandwidth
The Max-Requested-Bandwidth AVP (AVP code xx) is of type OctetString and indicates the Max requested bandwidth. If present, shall be sent from the 3GPP AAA Server to the PDG.
