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Please find below my summary of the CN related high lights related to CN4 aspects from the CN#23 and SA#23 Plenaries. 

Over all issues 

There was considerable progress in the SIP related areas of conferencing, messaging, and presence.  Work continues with various specifications being either noted or approved. 
Work progressed on WLAN interworking, however it has become clear that there is still much uncertainty with respect to scenario 3.  In particular there are new interfaces such as Wg and Wp and a new normative annex in the stage 2 that CN4 has not yet analysed.  There is a high probability that the stage 3 work on these interfaces could slip past September.  Discussions are needed with SA2 to decide which of these interfaces are mandatory and which can be postponed to a later release.  Further discussion is required between CN3 and CN4 on responsibility for the Wg interface (interface to WAG), however for the time being, the responsibility remains with CN4. 
The revised WID on WLAN stage 3 is approved, Target date is Sept 2004 with high uncertainty for scenario 3 (NP-040224). The main change in the revised WID was the separation of the scenario 2 tasks from the scenario 3 tasks according to the expected output, so that they can be separately tracked in the work plan.
CN, T and SA agreed to the transfer of GUP specifications 23.241 and 24.241 from T2 to CN4.  A working arrangement has also been established between the Liberty Alliance Project and 3GPP to allow 3GPP delegates access to required specs and Liberty Alliance experts.
ITU-T SSG has requested early input on Release 6 from 3GPP, however CN recommends that Q.1741.4 be based upon the output of the Dec 2004 TSGs.  The response is in NP-040290.
Specifications Noted by the CN#24 (provided for information to the plenary - at least 50% complete) 
-       24.147: Conferencing using IMS 
-       24.247: Messaging using IMS 
-       29.109: Generic Authentication Algorithm - Stage 3 
-       29.199-xy: Web Services API for OSA - Parlay X (multipart specification) 
-       29.209: Policy Control over Gq 
-       29.332: MGCF - IM Media Gateway (Mn) 

Specifications Approved by CN#24 (provided for approval to the plenary - at least 80% complete) 
-       24.141: Presence using IMS 
-       24.841: TR on presence using IMS (contents being transferred to 24.141 and other specs) 
-       29.230: Diameter Applications: 3GPP specific codes and identifiers 
-       29.847: TR on conferencing using IMS (contents being transferred to 24.147 and other specs) 

Samsung announced its intention to host the Nov 15-19, 2004 CN WG meetings in Pusan, KR.  The February 2005 combined CN WG meetings were agreed to be held in Feb 14-18, 2005.  The meeting will be hosted by the Asian friends of 3GPP.  The dates for the remaining CN WG meetings in 2005 will be discussed on the CN e-mail exploder.

There were significant comments on the new proposed WID coversheet so it was sent back for further revision.  The CN objections to the IMS checkbox and the need for alignment between these boxes and the boxes on the CR coversheet were noted.

Action items for CN4

CN formally closed CN2 and transferred its responsibilities to CN4.  CN2 was thanked for its contribution to GSM in general and CAMEL specifically.  A revised CN4 ToR was approved refreshing the description of responsibilities and expanding its scope (NP-040233).  

CN2 work transferred to CN4.  Thanks again for the CN2 contribution to GSM and UMTS. CN2 email list is closed, CN4 needs to decide if a separate email exploder is needed for CAMEL or if the current email exploder should be used for CAMEL as well
The CRs on active location retrieval in NP-040208 and NP-040284 are returned to CN4. A related stage 1 CR was not submitted to SA plenary. The requirements are not discussed and agreed at SA1.

An initial decision of what will be in/out of Rel 6 will be made at SA#25.  CN4 should prepare a list of those items that will not be completed by CN#25 and when the likely completion date is.  If there is optional functionality whose deletion could affect the completion date, this should be indicated also.

SA3 reactivated the work MapSec (SP-040280).  This work includes the Ze interface which CN had earlier deleted due to lack of interest.  CN4 should not reintroduce a stage 3 WID into CN unless there is clear evidence that there are companies which will actively progress this work.  CN4 should also consider what work can be done in the Rel 6 timeframe as there may be measure such as work on the map protection profile that require less work than the Ze interface.

Information out of SA plenary
WGs are asked not to copy SA on LS's unless some action is requested of SA. 

Input from SA1 on GUP was requested at SA.  It was indicated that if no input was received, this item would be dropped from Rel 6.

SA discussed various work process and administrative procedures that will eventually affect CN: 
 - The TR on early implementation was approved (SP-040472).  Work items targeted for early implementation need to be documented in a TR.  Some administrative details remain to be worked out.  ADD was mentioned as one possibility for early administration, however this may not be necessary as ADD has only network impacts.

There was agreement in principle to the concept of staged freezing (SP-040310).  This is already being implemented for Rel 7.

No NGN WID was approved, but there was agreement in principle to address NGN.  The WID will be more meaningful after input from the 3GPP-TISPAN NGN workshop is factored in.

Takashi Koshimizu (NTT DoCoMo) was elected as SA vice-chair. 

A LS was sent to OMA responding to their list of dependencies and asking for them to include the stage 2 and stage 3 dependencies and widen the distribution of the dependency list (SP-040478).  The need for IMS related dependencies was highlighted.

SA agreed that UE support of network sharing was mandatory.

SA reaffirmed the decision to require USIM level security for IMS.  Use of SIM security was proposed for early implementations of IMS.

