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1
Introduction

The CN4 has discussed on the Diameter application version control since CN4#20 without any approved CRs. Although the application identifier based versioning principle was agreed in the CN4#21 in Bangkok, the CRs implementing the agreed principle into TS 29.229 and 29.329 weren’t approved in the CN4#22 in Atlanta. Therefore Nokia would like to renew its proposal of the application identifier based version control with some improvements. 

2
Version control based on the application identifier

As discussed in the CN4#21 (N4-031212) the application identifier would be the simplest and safest mechanism to implement the version control in Diameter applications. The application identifier is native Diameter mechanism introduced in the Diameter base protocol RFC 3588. The application identifier is conveyd in every Diameter message and the Diameter base protocol supports application identifier in the capabilities exchange procedure. Using the application identifier to separate different versions of an application is also the approach, which is selected in the IETF. 

However in the CN4#22, the suitability of this mechanism for 3GPP was questioned. Especially there were concerns on the following issues:

· the adequacy of CER/CEA to negotiate the supported applications with the other Diameter node. Especially it was questioned if the CER/CEA is enough in the environments, which has Diameter agents between the client and server, because the CER/CEA is made only on a peer-to-peer basis for a Diameter connection and not in an end-to-end basis between the client and server.

· the support of partial implementations. E.g. if there are different application identifiers for 3GPP releases, that would require the implementation of a Diameter application to support all functionalities of a release.


3
End-to-end visibility

Nokia doesn’t see the Diameter connection oriented mode of CER/CEA as a real problem, because it has been already identified in the RFC 3588 and there exists two result codes in Diameter base protocol, which will resolve the situations when there existis Diameter agents between the client and server: 

- Diameter agent returns a DIAMETER_UNABLE_TO_DELIVER result code to downstream if it doesn’t find any peer which would support the application. 

- Diameter node returns a DIAMETER_ APPLICATION_UNSUPPORTED result code if it receives a message with an unsupported application identifier.

However, to make the discovery of the supported application identifier more efficient Nokia proposes the following extensions:

· If the Diameter agent doesn’t find any peer which would support the application identifier, it shall return the result code DIAMETER_UNABLE_TO_DELIVER and in addition the list of the applications, which are supported by the destination host.

· If the Diameter node doesn’t support the application identifier of the received message, it shall return the result code DIAMETER_APPLICATION_UNSUPPORTED and in addition the list of the supported applications.

Based on the received list of the supported applications, the sending Diameter node can select the highest supported version.

4
Partial implementations

The appropriate level of versioning was analysed in the N4-030830 (at CN4#20). The command level is seen as the most appropriate level to negotiate the used version. 

If it is agreed that there is a need to support partial implementations, Nokia would like to renew the proposal of negotiating the support in a command level, but now with some improvements: 

· The supported application identifiers per command are negotiated in the CER/CEA. The corresponding AVPs could look like the following:

Supported-Commands ::= < AVP Header: TBD >

  1* { Supported-Command-Version }

   * [ AVP ]

Supported-Command-Version ::= < AVP Header: TBD >

   
{ Command-Code }

   0* { Auth-Application-Id }

   0* { Acct-Application-Id }

   0* { Vendor-Specific-Application-Id }

    * [ AVP ]
.

· If the Diameter node doesn’t support the application identifier – command code pair of the received Diameter application message, it shall return the result code DIAMETER_COMMAND_UNSUPPORTED with the list of the supported applications for that command code. If such list is not available, it can be assumed that the command code is not supported at all.

Based on the command specific list of the supported applications, the sending Diameter node can select the highest supported version for a command.

5
Proposal

Nokia proposes to use application identifier based version control also in the 3GPP’s Diameter applications, but with extensions, which enable improved selection of the used application identifier. The corresponding CRs (N4-040386 - 040388) are presented to be approved.

