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1 
Introduction

The 3GPP Rel-6 work has brought up two closely related issues to be discussed and agreed in the CN4. First, the Cx and Sh Diameter applications will evolve in the Rel-6 and a mechanism to separate the Rel-5 and Rel-6 versions does not yet exist.  Second, the use of Diameter in different interfaces within the 3GPP Rel-6 is going to increase significantly compared to the Rel-5.  Therefore the CN4 have to agree the guidelines how the new Diameter applications are separated from each other.

2 Diameter base protocol mechanisms

Diameter base protocol, which is defined in the IETF RFC 3588, specifies native rules and mechanisms to separate the Diameter applications from each other. The basis of the differentiation is the Application Identifier. 

Application Identifier

The Application Identifier uniquely identifies the Diameter application in a connection. The identifier is transferred in the Diameter header, hence it is present in every Diameter message. The size of the Application Identifier is four octet and identifier space is divided into two ranges: 0x00000001 to 0x00ffffff for standards-track applications and 0x01000000 - 0xfffffffe for vendor specific applications. The assignment of the Application Identifiers is taken care by IANA. The standards-track application requires an accepted IETF RFC, but the application identifiers for vendor specific applications will be assigned on a first-come, first-served basis by IANA. The 3GPP’s Cx and Sh applications are examples of vendor specific applications.  


Capabilities exchange

To establish a transport connection between two Diameter peer entities, the peers have to exchange the Diameter capabilities with Capabilities-Exchange-Request/-Answer (CER/CEA) commands, which are defined in the RFC 3588. The capabilities exchange contains (among other information) the Application Identifiers of the applications the peer entity will support. Advertising an application implies that the sender supports all commands and AVPs which have been defined in the ABNFs of the associated application.

3 Other proposed application or version separation mechanisms 

It has been proposed also other mechanisms to separate the application or version of the application in the 3GPP environment. The main alternatives are analysed briefly in the following chapters.

“Node Type Identifier” AVP

It has been proposed to re-use rel-5 Cx Application Identifier in the new 3GPP applications and include a new “Node Type Identifier” into the CER/CEA commands to separate the different commands and node behaviour related to different applications.

However this mechanism has some major drawbacks, which will bring too much extra complexity compared to the native application identifier based solution.

· Because the “Node Type Identifier” AVP is not transferred in every command, it is required to connect the node type to Host Identity and it has to be stored into Diameter routing tables. This will require changes to Diameter base protocol funtions.

· When receiving a command the Diameter entity has to first find out, based on the origin host and application identifier, the node type in order to get known which logic/rules apply to the particular command. This is more complicated compared to the simple comparison of application identifier.  

· The solution is not future proof, if a single node may support several interfaces. Then the node type doesn’t tell to which application the command is related, if the application identifier is the same. 

“Version” AVP 

It has been proposed also a new “Version”  (or Application-Version) AVP to be added into the CER/CEA messages. This proposal has quite the same drawbacks as the “Node Type Identifier” proposal.

· Because the “Version” AVP is not transferred in every command, it is required to connect the version to application identifier and it has to be stored into Diameter routing tables. This will require changes to Diameter base protocol funtions.

· When receiving a command the Diameter entity has to first find out, based on the origin host and application identifier, the supported version in order to get known which logic/rules apply to the particular command. This is more complicated compared to the simple comparison of application identifier.  

4 Proposal

In the situation when it is not known how the new or evolving 3GPP Diameter applications will look in the end of Rel-6 and how they will evolve in the future releases, the most safest solution is to give them a separate Application Identifiers. In many of the cases in 3GPP the new Diameter applications or new versions of the applications may re-use the existing Rel-5 Cx command codes and AVPs, but it is highly probable they will require at least one new AVP which have “M” (=mandatory) bit set or even a new command code to be introduced. These meet the Diameter base protocol rules to create a new application.  

Hence, in order to harmonise and simplify the use of Diameter Nokia suggests 3GPP to follow the original IETF Application Identifier based separation of applications always when introducing new Diameter applications and new versions of the existing Diameter applications. 
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