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1. Introduction

This contribution suggests to adding RADIUS based Wr reference point description to TS 29.234 according to TS23.234.
2. Proposal
The text modifications related to RADIUS based Wr reference point are proposed to the TS29.234.
################Modification Part Beginning##########################
6.5   Information Elements Contents
6.5.1 Radius based Information Elements Contents
	IE NAME
	IE description
	Access Request
	Access Accept/Reject
	Access Challenge
	Key Words

	USER ID
	This Attribute indicates the id of the user to be authenticated
	YES
	YES
	YES
	User-Name

	Radius Client Address
	This Attribute indicates the identifying IP Address of the

Radius Client, it SHOULD be

      unique to the Radius Client within the scope of the RADIUS server
	YES
	NO
	NO
	NAS-IP Address



	Hot Spot ID
	This Attribute indicating the WLAN hot spot where the subscriber have the access to the WLAN. It should contains the information of the hotspot, operator, country
	YES
	NO
	NO
	NAS-Identifier

	EAP Message
	This attribute encapsulates Extended Access Protocol packets so as to allow the NAS to authenticate dial-in users via EAP without having to understand the EAP protocol
	YES
	YES
	YES
	EAP-Message

	Authenticator Flag
	This attribute MAY be used to sign Access-Requests to prevent spoofing Access-Requests using CHAP, ARAP or EAP authentication  methods
	YES
	YES
	YES
	Message-Authenticator

	Session Alive Time
	 This Attribute sets the maximum number of seconds of service to be provided to the user before termination of the session or prompt
	NO
	YES
	YES
	Session-Time-Out

	Charging Duration
	This attribute indicates the number of seconds between each interim update in seconds  for this specific session
	NO
	YES
	N O
	Acct-Interim-Interval

	Termination Action
	This Attribute indicates what action the NAS should take when the specified service is completed
	NO
	YES
	YES
	Termination-Action

	Cryption Key
	This Attribute is available to allow vendors to support their own extended Attributes not suitable for general usage
	NO
	YES
	NO
	MS-MPPE-Send-Key(Vendor)


6.5.2 Diameter based Information Elements Contents 

FFS

################ Modification Part End##########################








































































