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1. Introduction

This contribution suggests to add D’ reference point to TS 29.234 according to TS23.234.

__________________________________________________________________________________________

2. Proposal
The text modifications related to D’ reference point are proposed to the TS29.234
___________________________________________________________________________________________

5.2.1 Wr Reference point  (WLAN AN - 3GPP AAA Proxy)

Wr reference point connects the WLAN access network, possibly via intermediate networks, to the 3GPP AAA Network (i.e., 3GPP AAA Proxy in the roaming case and the 3GPP AAA Server in the non-roaming case).  The prime purpose of the protocols crossing this reference point is to transport WLAN session authentication, authorization and related information in a secure manner.  The reference point has to accommodate also legacy WLAN access networks.

5.2.2
Ws Reference point (3GPP AAA Proxy - 3GPP AAA Server)

The reference point Ws connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server.  The prime purpose of the protocols crossing this reference point is to transport WLAN session authentication, authorization and related information in a secure manner.  

5.2.3
Wx Reference point (3GPP AAA Server - HSS)

The reference point Wx is located between 3GPP AAA Server and HSS. The prime purpose of the protocols crossing this reference point is communication between WLAN AAA infrastructure and HSS. 

5.2.4
Wn Reference point (WLAN AN- WAG- PDG)

Editor’s Note: Reference point necessary for scenario 3 and for scenario 2 if WAG is used. Not stable yet.

5.2.5
Wm Reference point (3GPP AAA Server – PDG)

Editor’s Note: Reference point only necessary for scenario 3.Not stable yet.
####################the Modification Part1 beginning###########################
5.2.X  D’ Reference point (WLAN AN - 3GPP AAA Proxy/Server)

This reference point is located between 3GPP AAA Server and pre-R6 HLR/HSS. The prime purpose of the protocol(s) crossing this reference point is communication between WLAN AAA infrastructure and HLR.  The protocol crossing this reference point is MAP-based
####################the Modification Part1 end###########################
####################the Modification Part2 beginning###########################
X D’ Description
This reference point is located between 3GPP AAA Server and pre-R6 HLR/HSS. The prime purpose of the protocol(s) crossing this reference point is communication between WLAN AAA infrastructure and HLR.  The protocol crossing this reference point is MAP-based
X.1 D’ functionality

The functionality of the reference point is to enable:

· Retrieval of authentication vectors, e.g. for USIM authentication, from HLR.

· Retrieval of online/offline function address from HLR.

X.2 Protocols

The reference point has to accommodate also legacy WLAN Access Networks and thus should be MAP based.

X.3 Procedures Description
Void

Editor’s note: the procedures description is referred to the MAP based protocol(s).

X.4 Information Elements Contents

Void

Editor’s note: the information elements contents are referred to the MAP based protocol(s).

####################the Modification Part2 end###########################
####################the Modification Part3 beginning###########################
A.X D’ Procedures Signalling Flows
A.X.1
Authentication Information Retrieval
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Figure A.3.1 Authentication Information Retrieval using D' interface

1. 3GPP AAA server detects that it requires new authentication vectors for a given 3GPP subscriber. This can happen for example, when a new 3GPP subscriber has accessed 3GPP AAA Server for authentication or when a new set of authentication information is required for one of the 3GPP subscribers already registered in the 3GPP AAA server.  

 3GPP AAA server sends "MAP_SEND_AUTHENTICATION_INFO Request" message to the HSS/HLR requesting a set of authentication vectors. In the message, the subscriber is identified by a unique identifier, IMSI. 

2. HSS/HLR replies by a " MAP_SEND_AUTHENTICATION_INFO Response" message containing the requested authentication vectors. 


In case of UMTS AKA authentication, each authentication vector consists of RAND, XRES, AUTN, CK, and IK.
A.X.2
Subscriber Profile Retrieval
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Figure A.3.2 Subscriber Profile Retrieval using D' interface

1. 3GPP AAA server detects that it requires the subscription profile for a given 3GPP subscriber. For example, this can happen when a new subscriber has accessed the 3GPP AAA Server for authentication. 

3GPP AAA server sends "MAP_RESTORE_DATA" message to the HSS/HLR requesting the subscriber's profile to be downloaded to the 3GPP AAA server. In the message the subscriber is identified by IMSI. 


2. At reception of "MAP_RESTORE_DATA" message, the HSS/HLR initiates a MAP_INSERT_SUBSCRIBER_DATA procedure towards the 3GPP AAA Server. 
Since pre-R6 Subscriber Data records in HLR do not have any standardized information related to WLAN subscription, the choice and interpretation of the retrieved data is left up to the operator.

####################the Third Modification Part3 end###########################


















� EMBED Word.Picture.8  ���





� EMBED Word.Picture.8  ���








[image: image3.wmf] 

3GPP AAA 

 

Server

 

HLR

 

1.

 

“MAP_SEND_AUTHENTICATION_INFO 

 

Request[IMSI, Number of Requested Vectors]"

 

New Authentication 

 

Vectors Required

 

2.

 

“MAP_SEND_AUTHENTICATION_INFO 

 

Response[IMSI, Authentication Vectors]"

 

[image: image4.wmf] 

HLR

 

1.“MAP_RESTORE_DATA[IMSI]

”

 

UE needs 

 

to be authorized

 

3GPP AAA 

 

server

 

2.“MAP_INSERT_SUBSCRIBER_DATA[IMSI, subscriber_data]”

 

_1103114700.doc






HLR







1.“MAP_RESTORE_DATA[IMSI]”







UE needs 







to be authorized







3GPP AAA 







server







2.“MAP_INSERT_SUBSCRIBER_DATA[IMSI, subscriber_data]”












_1103114728.doc


3GPP AAA 







Server











HLR







1.







“MAP_SEND_AUTHENTICATION_INFO 







Request[IMSI, Number of Requested Vectors]"







New Authentication 







Vectors Required







2.







“MAP_SEND_AUTHENTICATION_INFO 







Response[IMSI, Authentication Vectors]"












