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1 Introduction

Liberty Alliance Project http://www.projectliberty.org/ is a standardisation organisation of about 150 members. The specifications provide broad range of identity based services such as single sign-on and personal profile. The user interacting with WWW services and web services in general are the main target areas. Liberty Alliance Project released  a few weeks ago a set of specifications for the Liberty Identity Web Services Framework (ID-WSF). This contribution discusses how the Liberty Alliance Project specifications might be related to the Generic User Profile (GUP) work in CN4. The target should be in our view to avoid making parallel solutions to similar tasks.

2 Discussion

Liberty Alliance Project has specified an identity services interface for user profile in /IDPP/ in compliance with the protocols in /DST/. User identity attributes i.e. user profile data are carried in this interface. Thus it serves largely for similar purposes as GUP. From the Liberty perspective GUP can be seen as another Service Type like /IDPP/. These Liberty specifications have currently draft status but we see that they already make up a pretty stable basis to be utilised in GUP. The approved versions are expected in early autumn 2003.

More detailed description of the Liberty Alliance Project specifications and our views on their relationship to GUP architecture are presented in the attached S2-031986 that is to be discussed in SA2#32. There we propose that the Rg reference point of GUP should be made compatible with Liberty ID-WSF. S2-031986 discusses also the Discovery Service of Liberty Alliance Project that may have some impact also on the Rg reference point detailed contents. Additionally we have proposed in S2-031987 procedure descriptions to Rg (TS 23.240) in line with Liberty ID-WSF.
The references listed below are probably the most relevant ones out of the Liberty Alliance Project work that have a direct impact on the CN4 work if Rg (and possibly Rp) reference point is decided to be based on Liberty ID-WSF and SOAP protocol.

Liberty ID-WSF Data Service Template /DST/ defines protocols for querying and modifying data attributes as well as a number of common XML attributes and guidelines mainly for the XML usage. The last mentioned ones are somewhat similar tasks to the work of 3GPP T2 in this area for GUP. In Liberty compliant interfaces /DST/ shall be applied.

Liberty Identity Personal Profile Service Specification /IDPP/ applies /DST/ and provides one example of a profile services. In our view CN4 should pay heed to this specification when specifying Liberty compatible SOAP interfaces for GUP. /IDPP/ defines the actual data contents of this profile and uses XPATH for referencing data which is one possibility also in GUP. Furthermore e.g. versioning, keywords and namespace usage are defined. GUP has several additional functions to those of /DST/ (query and modify). These functions (e.g. create and subscribe) can be defined by CN4 along with the detailed descriptions for query and modify in GUP.
Liberty SOAP Binding specification /SOAPB/ defines a mapping of ID-* messages onto SOAP [SOAP], an XML-based messaging protocol. SOAP itself does not define the specific message exchange aspects, but offers an extensibility model that may be used to define message components that do address such message exchange specifics. 

/SOAPB/ defines three SOAP header blocks addressing ID-* message exchange specifics. The functionalities they address are: 

· Message Correlation: SOAP does not define a mechanism to correlate one SOAP message with another message, such as in a request-response paradigm. 

· Consent Claims: It is a Liberty requirement for ID-WSF-based entities to be able to claim whether they obtained the Principal’s consent for carrying out various operations.

· Usage Directives: It is also a Liberty requirement for ID-WSF-based entities to be able to specify their policies for handling data at the time of data request, and for entities releasing data to specify their policies for the subsequent use of data at the time of data release. 

/SOAPB/ defines how ID-* messages are mapped into SOAP message bodies, and how SOAP header blocks implementing the above functionalities are mapped into SOAP message headers

Liberty relies on having http as the assumed transport protocol.

/SECP/ describes the security aspects (e.g. authentication and authorisation) of Liberty ID-WSF. Security Assertion Markup Language /SAML/ is applied largely by Liberty in the security area. In our view they can be used in GUP as well.

References

Liberty Alliance Project specifications that can be found at: http://www.projectliberty.org/:

/DST/ ID-WSF Data Service Template

/IDPP/ Liberty Identity Personal Profile Service Specification

/SOAPB/ Liberty ID-WSF: SOAP Binding

/SECP/ Liberty ID-WSF Security Profiles

Additional OASIS reference:

/SAML/ OASIS, Security Assertion Markup Language (SAML), http://www.oasis-open.org/
3 Proposal

We propose that CN4 would make a principle decision as the basis for further work to develop the Rg reference point in compliance with the Liberty ID-WSF which would mean to endorse e.g. the ID-WSF Data  Service Template of Liberty /DST/, SOAP binding /SOAPB/ and usage of SAML /SAML/ in a way similar to Liberty Alliance Project ID-WSF. We realise that the position that SA2 takes to Liberty Alliance Project work (and our contribution S2-03186) has a great impact on how CN4 can proceed with this issue. Of course there exists a dependence on the protocol selection for Rg as well.

