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1.
Introduction

At the previous CN working group meetings in Helsinki CN1 drafted a liaison statement response to CN4 Sh interface signalling LS (N1-021758) that was discussed at joint session of CN1 and CN4. Unfortunately the primary focus of this joint session was on handover issues and there were other CN4 sessions going on in parallel that meant that not all the CN4 HSS and Sh interface experts were present.  In addition the Liaison had not previously been discussed in CN1 and as a result it was a first draft for which the wording could have been improved for a clearer explanation and there was insufficient time at the joint session to make improvements. 

The Liaison from CN1 does contain important questions that need answers and issues including the issue of change notification granularity issue with Sh interface transparent data. This contribution attempts to explain in further detail the issue and attempt to trigger a solution within the release 5 timeframe.

2.
Discussion
The issue with the transparent data as currently defined is that a change notification is sent to the Application Server when any of the transparent data changes. However the transparent data can potentially be quite large (possibly several tens of Kbytes) and so the indication that something in this large amount of data is not very helpful to the Application Server that then has to do a compare of all the data in order to determine what changed. 

For example, transparent data may include things such as “Buddy Lists” and access lists for a Presence Service and these potentially can be quite large and modifications to them need to be handled by the application server in real time.

The effect of this is to make the storage within the HSS of data for Application Servers that can ever be modified impractical, as the performance implications of a complete compare of a large amount of data are not acceptable. Without a solution to this problem there are major issues with providing new services for IMS in release 5 while also having the data managed in a central depository like HSS that provides easy data management for the operator.

Therefore some encoding and monitoring/triggering mechanism is needed to partition the transparent data such that useful change notifications can be generated on meaningful subsets of the data without the HSS needing to understand the meaning of the data itself. 

A possible solution is to have some unique START_OF_RECORD, END_OF_RECORD indication for the transparent data that HSS could parse and then set up the appropriate monitoring and change notification on. 

Comments are invited from CN4 experts as to the possible solutions to this issue and also assistance with drafting appropriate CRs to resolve the issue at CN4#17.
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