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17.7.1 Mobile Service data types

….  Text removed for clarity

-- handover types

ForwardAccessSignalling-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

integrityProtectionInfo
[0] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[1] EncryptionInformation

OPTIONAL,


keyStatus

[2]
KeyStatus
OPTIONAL,


allowedGSM-Algorithms
[4]
AllowedGSM-Algorithms
OPTIONAL,


allowedUMTS-Algorithms
[5]
AllowedUMTS-Algorithms
OPTIONAL,

radioResourceInformation
[6] RadioResourceInformation
OPTIONAL,


extensionContainer
[3]
ExtensionContainer 
OPTIONAL,


...}

AllowedGSM-Algorithms ::= OCTET STRING (SIZE (1))


-- internal structure is coded as Algorithm identifier octet from


-- Permitted Algorithms defined in GSM 08.08


-- A node shall mark all GSM algorithms that are allowed in MSC-B

AllowedUMTS-Algorithms ::= SEQUENCE {


integrityProtectionAlgorithms
[0] 
PermittedIntegrityProtectionAlgorithms
OPTIONAL,


encryptionAlgorithms
[1] 
PermittedEncryptionAlgorithms

OPTIONAL,


extensionContainer
[2]
ExtensionContainer
OPTIONAL,


...}

PermittedIntegrityProtectionAlgorithms ::=



OCTET STRING (SIZE (1..maxPermittedIntegrityProtectionAlgorithmsLength))


-- Octets contain a complete PermittedIntegrityProtectionAlgorithms data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 



maxPermittedIntegrityProtectionAlgorithmsLength INTEGER ::= 9

PermittedEncryptionAlgorithms ::=



OCTET STRING (SIZE (1..maxPermittedEncryptionAlgorithmsLength))


-- Octets contain a complete PermittedEncryptionAlgorithms data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 



maxPermittedEncryptionAlgorithmsLength INTEGER ::= 9

KeyStatus ::= ENUMERATED {


old  (0),


new  (1),


...}


-- exception handling:


-- received values in range 2-31 shall be treated as "old"


-- received values greater than 31 shall be treated as "new"
PrepareHO-Arg ::= [3] SEQUENCE {


targetCellId
[0] GlobalCellId
OPTIONAL,


ho-NumberNotRequired
NULL


OPTIONAL, 


targetRNCId
[1] RNCId

OPTIONAL,


an-APDU

[2] AccessNetworkSignalInfo
OPTIONAL,


multipleBearerRequested
[3] NULL

OPTIONAL,


imsi


[4] IMSI

OPTIONAL,


integrityProtectionInfo
[5] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[6] EncryptionInformation

OPTIONAL,


radioResourceInformation
[7] RadioResourceInformation
OPTIONAL,


allowedGSM-Algorithms
[9]
AllowedGSM-Algorithms
OPTIONAL,


allowedUMTS-Algorithms
[10]
AllowedUMTS-Algorithms
OPTIONAL,


radioResourceList
[11]
RadioResourceList
OPTIONAL,


extensionContainer
[8] ExtensionContainer
OPTIONAL,


...}

RadioResourceList ::= SEQUENCE SIZE (2.. maxNumOfRadioResources) OF





RadioResource

RadioResource ::= SEQUENCE {


radioResourceInformation
RadioResourceInformation,


rab-Id

RAB-Id,


-- RAB Identity is needed to relate the radio resources with the radio access bearers. 


...}

maxNumOfRadioResources  INTEGER ::= 7
PrepareHO-Res ::= [3] SEQUENCE {


handoverNumber
[0] ISDN-AddressString
OPTIONAL,


relocationNumberList
[1]
RelocationNumberList
OPTIONAL,


an-APDU

[2]
AccessNetworkSignalInfo
OPTIONAL,


multicallBearerInfo
[3]
MulticallBearerInfo
OPTIONAL,


multipleBearerNotSupported
NULL


OPTIONAL,


selectedUMTS-Algorithms
[5]
SelectedUMTS-Algorithms
OPTIONAL,


chosenRadioResourceInformation
[6] ChosenRadioResourceInformation
 OPTIONAL,


extensionContainer
[4]
ExtensionContainer
OPTIONAL,


...}

SelectedUMTS-Algorithms ::= SEQUENCE {


integrityProtectionAlgorithm
[0]
ChosenIntegrityProtectionAlgorithm
OPTIONAL,


encryptionAlgorithm
[1]
ChosenEncryptionAlgorithm
OPTIONAL,


extensionContainer
[2]
ExtensionContainer
OPTIONAL,


...}

ChosenIntegrityProtectionAlgorithm ::= OCTET STRING (SIZE (1))


-- Octet contains a complete IntegrityProtectionAlgorithm data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included in the least significant bits. 


ChosenEncryptionAlgorithm ::= OCTET STRING (SIZE (1))


-- Octet contains a complete EncryptionAlgorithm data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included in the least significant bits. 


ChosenRadioResourceInformation ::= SEQUENCE {


chosenChannelInfo
[0] ChosenChannelInfo
OPTIONAL,


chosenSpeechVersion
[1] ChosenSpeechVersion
OPTIONAL,


...}

ChosenChannelInfo ::= OCTET STRING (SIZE (2))


-- Octets are coded according the Chosen Channel information element in GSM 08.08

ChosenSpeechVersion ::= OCTET STRING (SIZE (2))


-- Octets are coded according the Speech Version (chosen) information element in GSM


-- 08.08

PrepareSubsequentHO-Arg ::= [3] SEQUENCE {


targetCellId
[0] GlobalCellId
OPTIONAL,


targetMSC-Number
[1] ISDN-AddressString,


targetRNCId
[2] RNCId

OPTIONAL,


an-APDU

[3]
AccessNetworkSignalInfo
OPTIONAL,


selectedRab-Id
[4]
RAB-Id
OPTIONAL,


extensionContainer
[5]
ExtensionContainer
OPTIONAL,


...}

PrepareSubsequentHO-Res ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,


extensionContainer
[0]
ExtensionContainer
OPTIONAL,


...}

ProcessAccessSignalling-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

selectedUMTS-Algorithms
[1]
SelectedUMTS-Algorithms
OPTIONAL,

selectedGSM-Algorithm
[2]
SelectedGSM-Algorithm
OPTIONAL,

chosenRadioResourceInformation
[3] ChosenRadioResourceInformation OPTIONAL,


selectedRab-Id
[4] RAB-Id
OPTIONAL,

extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...}

SelectedGSM-Algorithm ::= OCTET STRING (SIZE (1))


-- internal structure is coded as Algorithm identifier octet from Chosen Encryption


-- Algorithm defined in GSM 08.08


-- A node shall mark only the selected GSM algorithm

SendEndSignal-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...}

SendEndSignal-Res ::= SEQUENCE {


extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...}

RNCId ::= OCTET STRING (SIZE (7))


-- Refers to the Target RNC-ID in the Target ID in 3G TS 25.413.


-- The internal structure is defined as follows:


-- PLMN-ID   3 octets


-- LAC       2 octets


-- RNC-ID    2 octets

RelocationNumberList ::= SEQUENCE SIZE (1..maxNumOfRelocationNumber) OF





RelocationNumber

MulticallBearerInfo ::= INTEGER (1..maxNumOfRelocationNumber)

RelocationNumber ::= SEQUENCE {


handoverNumber
ISDN-AddressString,


rab-Id

RAB-Id,


-- RAB Identity is needed to relate the calls with the radio access bearers. 


...}

RAB-Id ::= INTEGER (1..maxNrOfRABs)

maxNrOfRABs INTEGER ::= 255

maxNumOfRelocationNumber  INTEGER ::= 7
RadioResourceInformation ::= OCTET STRING (SIZE (5..15))


-- Octets are coded according the Channel Type information element in GSM 08.08

IntegrityProtectionInformation ::= OCTET STRING (SIZE (18..maxNumOfIntegrityInfo))


-- Octets contain a complete IntegrityProtectionInformation data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 


maxNumOfIntegrityInfo INTEGER ::= 100

EncryptionInformation ::= OCTET STRING (SIZE (18..maxNumOfEncryptionInfo))


-- Octets contain a complete EncryptionInformation data type 


-- as defined in 3G TS 25.413, encoded according to the encoding scheme 


-- mandated by 3G TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 


maxNumOfEncryptionInfo INTEGER ::= 100

….  Text removed for clarity
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