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1. Introduction
The deployment of the CRF can be done in several ways. It can be collocated with the AAA server, it can be in a stand alone node, or it can be collocated with the OCF. 

TS 23.125 defines an open reference point that allows the TPF (GGSN) and the CRF to communicate the charging rules.

The protocol implementing Gx must be respectful of all possible deployment scenarios while satisfying all requirements.

Diameter Credit Control application has been developped by IETF specifically for applications needing to request real-time credit control. SA5 has already chosen this protocol for Gy.

2. Possible scenarios
2.1. CRF in a stand alone node
In a scenario where the CRF is implemented in a stand alone node, and a protocol other than DCC is chosen, there would be an unnecessary amount of signalling exchanged.
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In a deployment where CRF is an independent node of AAA server and the OCS, whenever a new incoming call from a UE arrives to the GGSN, i.e. a request to create a new PDP context, would trigger the following interactions:
1- The GGNS seeks for Authorization of the user, through the use of Radius over the Gi interface.
2- When the user has been authorized, a new diameter session has to be established between the GGSN and the CRF allowing the GGSN to send the information that will allow the CRF to select the charging rules to apply to that user/service date flow. (AAR if NASREQ or a new diameter application is chosen)
3- When the GGSN has received the charging rules (Through a AAA or similar message), the GGSN sends a request for credit to the OCS through a new Diameter session (using a CCR over the Gy)
4- When the OCS has verified that the user has credit for that service, the granted units are sent to the GGSN (using a CCA over the Gy) that proceeds to acknowledge the create PDP context to the GGSN.

A single “call” generates no less that 3 messages exchanges, and the establishment of 3 sessions for the same call. This means a number of disadvantages:

- Extra memory at the GGSN needed to maintain the increasing amount of sessions.

- Increased time in the PDP context setup. This can easily create a timer-expiry condition at the PDP context creation. In any case, a bigger PDP Context setup time is a bad thing in itself, whether or not timers expire. Increased PDP Context setup time is directly visible in terms of user experience for any application which sets up new PDP Contexts on demand.
- Each request uses capacity at the GGSN and at the AAA servers.

- Additional signalling messages create load on the network used to carry signalling. The messages probably are small, but given that this traffic is probably afforded highest priority on the network it may create problems.
2.2 CRF integrated with the OCS

Alternatively if DCC is chosen for the Gx reference point, important synergies can be created.
This deployment scenario is more aligned with a real world usage and trends in operator networks with respect to AAA signalling. Operators already have networks of AAA servers which distribute information to various service platforms - e.g. AAA connections from the RADIUS server towards MMS servers - they are already looking to simplify AAA architecture and are increasingly moving towards integrated architectures where a single server handles all three of Authentication, Authorisation and Accounting, including online accounting.

Gi, Gx and Gy are Authorisation interfaces, so it seems natural that, if interfaces have similar functionalities together with specific ones; then the similar functionalities are grouped to avoid duplicated signalling at the client. This very same concept and idea was thought by IETF when developing DCC application, where the interaction with AA are depicted in 2 different approaches (first interrogation after AA, and use of authorization messages for the first interrogation)
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If DCC is chosen, and the deployment chosen is to collocate the CRF with the OCS. In this case:
1- The GGNS seeks for Authorization of the user, through the use of Radius over the Gi interface

2- When the user has been authorized, a new diameter session has to be established between the GGSN and the OCS/CRF allowing the GGSN to send the information that will allow the CRF to select the charging rules to apply to that user/service date flow. (using CCR message ). At the same time the GGSN has included not only all the information needed for the CRF to choose the charging rule, but also the request for credit to the OCS.

3- The GGSN receives the charging rules and the granted units in the same CCA. The GGSN proceeds to acknowledge the create PDP context to the GGSN.

There’s a significant amount of signalling saving, and sessions generations. (33%). At the same time this selection doesn’t preclude at all the possibility of deploying a stand-alone CRF. 

It is important to note that the selection of DCC as protocol for the Gx reference point it is not more complex than the choice of any other application such as NASREQ or even a new 3GPP specific application. On the contrary, this selection will allow for faster standardization as there’ve been many engineers on IETF working on that protocol for some time, it has been streamlined for real-time credit control, and it has already been selected by SA5.
It will also allow for faster market deployment for those operators choosing to go for an OCF-CRF integrated deployment, allowing at the same time every possible deployment as it’s mandated by every open reference point.

2.3 Evolution

A possible evolution on Release7, will involve the Gi interface to be Diameter as well as it’s been proposed in some work item. With this situation all Gi, Gx and Gy would be Diameter, increasing the possibilities of integration and signalling reduction.  
3. Conclusion

The combination of Gy/Gx has an important number of advantages for the operators that can not be undervalue. The selection of DCC for Gx take all those into account and at the same time allows for a stand-alone deployment of the CRF without introducing any new standardization effort that those required for other protocols.

It is proposed to specify a protocol that allows Gx to be sent over Gy and at the same time is capable to support a CRF that may be independent from OCS. Diameter Credit Control has already been chosen for Gy, and therefore to achieve this goal, DCC is proposed for Gx.
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