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1. Overall Description:

CN3 asked for guidance about the specified possibility for the AF to request multiple authorization tokens from the PDF to be used for future AF sessions. SA2 notes that the stage-2 specification regarding the usage of multiple tokens is not sufficiently clear and complete. SA2 would like to take this opportunity to explain some of the motivations and assumptions regarding how multiple token generation should work. However, these issues should also be clarified in TS 23.207 for CN3’s stage-3 work to commence properly. SA2 would like to explain that the background of the multiple token approach, from when this was introduced in SA2:

· Allow for signalling optimisation where no PDF/AF interaction for initial authorization is required

· Cover different types of services but per service the service information is identical for all authorization tokens

· Identifies that a request is of a particular type in support of a particular application

· The PDF supplies multiple tokens each of which can be used by the AF for one AF session only

One example given was for this was a batch of tokens that could be allocated representing the fact that any user is entitled to have 16 kbit/s to/from a given PSS server, using the same constant IP address and port numbers of the PSS servers.

This means that the specific questions from CN3 are answered as follows:

· Shall all the authorization tokens generated by the PDF in the initial authorization request identify AF sessions that will share the same service information?

SA2 answer: Yes, the same service information shall be applied by the PDF for the different AF sessions represented by the different authorization tokens. This includes service information related to QoS. It also includes service information related to the description of the gates in case such information is provided by the AF.

· Does this imply that these sessions will be established to or from the same UE (i.e. the source and destination are identical for all the sessions)? 
SA2 answer: No, two tokens from a batch of tokens can be used for different UEs. The addresses of the UEs should be wild carded in the service information. However, the address of the AF side has to be identical for all authorization tokens in case such information is provided. Many users attached to the GGSN may be receiving data from the same server. The GGSN identifies the target user of downlink packages by the destination address that it knows. The AF source address is used to distinguish between PDP contexts of a given user.

· When the AF uses one of the stored authorization tokens, does this imply that no interaction between the AF and the PDF will be performed for this AF session?

SA2 answer: No. At least, the AF has to inform the PDF when the token becomes no longer valid, e.g. due to AF session termination. Also, the AF could have asked the PDF for further interaction during the initial authorization (where the multiple authorization tokens were requested).

· If not, how does the PDF correlate incoming Gq requests to an AF session?

SA2 answer: Incoming Gq request shall contain the corresponding authorization token selected by the AF for the relevant AF session. 

· Does the PDF keep stored the unused authorization tokens until all the sessions have been established and later released or is it possible to define a life time in the PDF for the unused authorization tokens?

SA2 answer: This is a stage 3 issue. However, if a life time based mechanism is selected, the AF shall be informed about the life time of the authorization tokens to avoid the selection of an authorization token that becomes invalid in the near future. 

2. Actions:

To CN3:

SA2 kindly asks CN3 to take the answers above into account. For further work on policy with multiple tokens CN3 should note that further clarifications of TS23.207 in line with the above are needed and expected for CN3’s stage-3 work to commence properly in this area.
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