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6
Other flows over Go and Gq interfaces
6.1
Approval of QoS commit

Through the Approval of QoS Commit procedure the PDF makes a final decision to enable the allocated QoS resource for the authorized IP flows of the media component(s) if the QoS resources are not enabled at the time they are authorized by the PDF, or if previously disabled IP flow(s) or media components are resumed.
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1.
The AF receives an internal or external trigger.

2.
The AF sends a Diameter AAR to the PDF, requesting that gates shall be opened. The request may also be implicit in modified session information, if the AF does not control individual gates.
3
The PDF approves the QoS Commit.

4.
The PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g. enable the use of the authorised QoS resources.

5.

The GGSN receives the COPS DEC message(s) and opens the ‘gates’ e.g. enables the use of the authorised QoS resources.

6
The GGSN sends COPS RPT message(s) back to the PDF.

7
The PDF sends a Diameter AAA to the AF. This may trigger further actions in the AF.

Figure 6.1: Approval of QoS Commit
6.2
Removal of QoS commit

The "Removal of QoS commit" procedure is used when the AF decides to disable  IP flow(s) or media component(s).


[image: image2.emf] 

7. Diameter AAA  

6. COPS RPT  

4. COPS DEC  

2. Diameter AAR  

GGSN   PDF   AF  

5. GGSN closes  the related gate  

1. Trigger  

3. PDF  removes the  QoS Commit   

Legend:                        Optional                                                             Mandatory  


1.
The AF receives an internal or external trigger to disable the flow.

2.
The AF sends a Diameter AAR to the PDF, requesting that gates shall be closed. The request may also be implicit in modified session information, if the AF does not control individual gates.


3.
The PDF removes the QoS Commit.

4.
The PDF sends the COPS DEC message(s) to the GGSN to close the relevant media IP flow gate(s), leaving the possible related RTCP gate(s) open to keep the connection alive.

5.
The GGSN receives the COPS DEC message(s) and closes the requested gate(s).

6.
The GGSN sends the COPS RPT message(s) back to the PDF.

7.
The PDF sends a Diameter AAA back to the AF.

Figure 6.2.1: Removal of QoS commit

6.3
Revoke authorization for GPRS and IP resources

The "Revoke Authorization for GPRS and IP resources" procedure is used e.g. upon session release or upon session redirection or SIP final error response initiated after bearer establishment. The PDF decision of "Revoke Authorization for UMTS and IP Resources" shall be sent as a separate decision to the GGSN corresponding to the previous "Authorize QoS Resources" request.

6.3.1
AF initiated session release

Figure 6.3.1 presents the "Revoke Authorization for UMTS and IP Resources" at Network initiated session release to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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1.
The AF receives an internal or external trigger for a session release. 

2.
The AF sends session termination request to the PDF to initiate revocation of the authorisation

3.
The PDF removes the authorisation for the IP flow(s) of this session, which it authorized previously.

4.
The PDF sends COPS DEC message(s) to the GGSN including client handle(s), which identifies the PDP context(s) to be deactivated.

5.
The GGSN receives the COPS DEC message, and disables the use of the authorized QoS resources.

6.
The GGSN initiates deactivation of the PDP context(s) used for the IP multimedia session, in case the UE has not done it before. 

7.
GGSN sends RPT message back to the PDF. 

8.
The PDF sends session termination answer to the AF. 

9.
The GGSN sends COPS DRQ message(s) to the PDF.
Figure 6.3.1: Revoke authorization for GPRS and IP resources -
Mobile initiated session release / Network initiated session release


6.4
Indication of PDP Context Release

The "Indication of PDP Context Release" procedure is used upon the release of a PDP Context that was established based on authorisation from the PDF.
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1.
The SGSN deactivates the PDP context carrying IP flow(s) of media component(s) by sending the Delete PDP Context Request message to the GGSN.

2.
The GGSN sends a COPS DRQ message to the PDF.

3.
The PDF receives the COPS DRQ message and the PDF may remove the authorization for the media component(s) with the client handle corresponding to that PDP context.

4.
The GGSN sends the Delete PDP Context Response message to the SGSN to acknowledge the PDP context deletion.

5.
The PDF indicates the bearer removal to the AF by sending an abort session request to the AF.

6.
The AF responds by sending an abort session answer to the PDF.

Figure 6.4.1: Indication of PDP Context Release

Figure 6.4.2 presents the case when the GGSN initiates the release of a PDP context, i.e. after an error condition has been detected in GGSN.
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1.
The GGSN sends a COPS DRQ message to the PDF.

2.
The GGSN deactivates the PDP context carrying IP flow(s) of media component(s) by sending the Delete PDP Context Request message to the SGSN.

3.
The SGSN sends the Delete PDP Context Response message to the GGSN to acknowledge the PDP context deletion.

4.
The PDF receives the COPS DRQ message and the PDF may remove the authorization for the media component(s) authorized for this client handle.

5.
The PDF indicates the bearer removal to the AF by sending an abort session request to the AF.

6.
The AF responds by sending an abort session answer to the PDF.

Figure 6.4.2: Indication of GGSN-initiated PDP Context Release
6.5
Modification of PDP Context

The "Modification of PDP Context" procedure is used when a PDP Context is modified such that the requested QoS falls outside of the limits that were authorized at PDP context activation (or last modification) or such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s. In these cases, the GGSN communicates with the PDF as described below.
6.5.1
Authorization of PDP Context Modification
Figure 6.5.1 presents the "Modification of PDP Context" when the UMTS QoS which were authorized at PDP context activation (or last modification) has been changed by UE.
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1.
A request to modify the PDP context carrying the IP flows of media component(s), of which at least one may have been modified or removed, is indicated by sending the Update PDP Context Request message to the GGSN with the changed UMTS QoS parameters.
2.
If the GGSN supports a Local Policy Decision Point(LPDP), it can consult the local policy decision stored in the LPDP before sending the COPS REQ message to the PDF. In case the requested QoS is within the already authorized QoS and the binding information is not changed, the GGSN does not need to send an authorization request to the PDF and proceeds to step 7. Otherwise, the GGSN sends a COPS REQ message to the PDF.

3.
If the PDF receives the COPS REQ message, it performs an authorization decision according to the requested modification. If the AF has instructed earlier that the PDF needs to contact the AF in bearer modification, the PDF sends a re-authorization request to the AF.
4.
If step 3 happens, the AF responds to the re-authorisation request.

5.
If the PDF has received a COPS REQ message in step 2, the PDF performs the authorization decision.

6.
If the PDF has received a COPS REQ message in step 2, the decision taken by the PDF is returned via the COPS DEC message. The DEC message includes the policy information to be used by the GGSN in order to perform the policy-based admission control.
7.
The GGSN enforces the policy decision based on the authorization information cached on the GGSN LPDP or received from the PDF for the IP flows of media component(s) carried by the PDP context.
8.
If step 6 has happened, the GGSN sends COPS RPT message back to the PDF and reports its success or failure in carrying out the PDF decision and notifies state changes if any.
9.
The Update PDP Context Response message is sent to the SGSN to acknowledge the PDP context modification.

Figure 6.5.1: Authorization of PDP Context Modification
6.5.2
Indication of PDP Context Modification

Figure 6.5.2 presents the "Indication of PDP Context Modification" procedure to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side when the maximum bit rate (downlink and uplink) for the PDP context is modified to and from 0 kbit/s.
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1.
The SGSN modifies the PDP context carrying the IP flows of media component(s) by sending the Update PDP Context Request message to the GGSN.
2.
The GGSN sends a COPS RPT message to the PDF notifying the PDP context modification.


3.
The GGSN sends the Update PDP Context Response message to the SGSN to acknowledge the PDP context modification.
5.
If step 4 happens, the AF sends a re-authorisation answer back to the PDF. If the PDP context is modified to 0 kbit/s, the authorization may be kept or removed depending on operator’s policies.
Figure 6.5.2: Indication of PDP Context Modification
6.6
Session modification initiated SBLP authorization decision

The GGSN receives an unsolicited authorization decision from the PDF, when a session is modified without adding or removing media components or IP flows  (refer to 3GPP TS 29.207 [7]), i.e. when the binding information of the AF session remains unchanged. The authorization update operation through the Go interface, described in figure 6.6.1, is identical in the originating and terminating cases. If the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorised level.
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1.
The AF sends a Diameter AAR to the PDF to indicate the change in the session information

2.
The PDF analyses the session information and updates the authorization accordingly.

3.
The PDF sends a COPS DEC message to the GGSN to indicate the change of the authorised QoS resources (e.g. bandwidth or port numbers).

4.
The GGSN updates the QoS authorization information of the session and starts a timer to supervise the PDP context update.

5.
If the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

6.
The GGSN sends a COPS RPT message back to the PDF.
7.
The PDF sends an AAA to the AF..

Figure 6.6.1: Authorization update upon session modification 
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