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Introduction

This contribution discusses how SIP forking can be handled at the Gq interface.
Current CRs N3-040171 and N3-040172 suggest that SIP forking should be handled entirely at the AF, as this is specific to the SIP application.
This contribution identifies specific requirements to SIP forking that can not be completely hidden from the PDF.

A suitable Gq encoding is suggested.
Discussion

Required behaviour of P-CSCF/PDF according to Rel.5
Before 200 OK:
· Identify forked SIP responses by different SIP dialogs

· Authorize Several IP Flows with same binding ID

· Install suitable gates for each of the IP Flows

· Authorize the maximum QoS required for any of the IP flows

At 200 OK

· Identify established SIP dialogue

· Restrict authorized QoS to IP flows corresponding to established SIP dialogue

· Remove Authorization for IP flows corresponding to remaining early SIP dialogues. Close corresponding gates.

Discussion of Requirements
There is a requirement that several filters are assigned to the same flow identifier. This requirement can not be hidden from the PDF, as the Gq gate description needs to identify affected IP flows (see Tdoc N3-040185).
This requirement is probably specific to SIP forking. The author can not imagine other scenarios where the same requirement would result.

Therefore, it seems not possible to completely avoid SIP forking specific features at the PDF.
Therefore, it seems acceptable to consider the complexity of the functionality at the AF and PDF, and the complexity of the Gq encoding, when deciding about a function split of the forking support between AF and PDF.

As the encoding of gate information and session information and the related basic function split between AF and PDF is still under discussion, it seems advisable to postpone the discussion on how to handle SIP forking until these issues reach a certain level of maturity.
Preliminary Proposals for Function Split and Encoding

If an encoding of the session information similar to Tdoc N3-040166 is accepted, the following function split and Gq encoding might be suitable:
Variant 1: Several Address AVPs in Session Component Description AVP
· The Session Component Information AVP is modified by moving the information about IP addresses and ports in an own new “Address”AVP. Several Address AVPs may be included in Session Component Description AVP.

· Before 200 OK

· The P-CSCF needs to identify SIP forking by identifying SIP dialogues.

· The P-CSCF stores separate information about the SDP of each early dialogue

· If SDP for any early dialogue is received, P-CSCF derives max bandwidth required for given media component in any early dialogue and provides this bandwidth together with address information for the media component for all early dialogues

· The PDF derives gates for all address AVPs

· At 200 OK

· The P-CSCF provides session information derived from the SDP of the established dialogue only.
(only bandwidth and Address AVPs for this dialogue)

· The PDF removes gates for no longer required address AVPs and updates authorized QoS

Advantage: Pseudo-General Solution

Variant 2: SIP Dialogue handle in Session Component Desription AVP
· A  SIP Dialogue handle is added to the Session Component Information AVP

· Before 200 OK

· The P-CSCF needs to identify SIP forking by identifying SIP dialogues.

· The P-CSCF provides Session Component Information AVPs identifying the related SIP dialogue whenever SDP for any early dialogue is received.

· If SDP for any early dialogue is received, P-CSCF derives max bandwidth required for given media component in any early dialogue and provides this bandwidth together with address information for the media component for all early dialogues

· The PDF derives gates for each early dialogue and derives the maximum bandwidth required for the media component of any of the early dialogues.

· At 200 OK

· The P-CSCF provides SIP Dialogue handle of established dialogue.

· The PDF removes gates for remaining dialogues and updates authorized QoS

Advantage: More Functionality located in PDF. This can be reused for any SIP application

Conclusions
· The requirement that several filters are assigned to the same flow identifier is specific to SIP forking

· SIP Forking specific functionality will therefore be required at the PDF.
Suggestions

· consider the complexity of the functionality at the AF and PDF, and the complexity of the Gq encoding, when deciding about a function split of the forking support between AF and PDF

· Postpone the discussion on how to handle SIP forking until encoding of gate information and session information and the related basic function split between AF and PDF reach a certain level of maturity.

Annex: TS 29.207; Clause  5.2.2
Support for forking

The PDF shall be able to handle forking when SBLP is applied. Forking can occur as specified in 3GPP TS 23.228 [4].

The related UE procedures are described in 3GPP TS 24.229 [14].
5.2.2.1
Authorization of resources for forked responses

When a SIP session has been originated by a connected UE, the P-CSCF may receive multiple provisional responses due to forking before the first final answer is received. The PDF shall allocate the same authorization token to all the forked responses and the corresponding early dialogues.
The UE and the P-CSCF become aware of the forking only when the second provisional response arrives. For this, and any subsequent provisional response, the PDF shall identify the existing authorization information for that session. The PDF shall authorize any additional media components and any increased QoS requirements for the previously authorized media components, as requested by the forked response. Thus, the QoS authorized for a media component shall be equal to the highest QoS requested for that media component by any of the forked responses. Authorization is done by the procedures for authorization request in subclauses 5.1.1 and 5.1.2 and SBLP decisions in subclause 5.2.1.1.

Additional packet classifiers as required by the subsequent responses are sent to the GGSN by the session modification initiated decision specified in subclause 5.2.1.2.

5.2.2.2
Updating the authorization information at the final answer

The PDF shall keep the authorization information requested for each of the individual early dialogues till the first final answer is received. Then the related early dialogue is progressed to establish the final SIP session. All the other early dialogues are terminated. The authorization information for the SIP session is updated to match the requirements of the remaining early dialogue only. Several actions may be needed in the PDF:

· Only the packet classifiers and the QoS indicated by the first final answer shall remain authorized. This information shall be sent to the GGSN by the session modification initiated decision specified in subclause 5.2.1.2. This should be done without delay in order to reduce the risk for initial clipping of the media stream, and minimising possible misuse of resources.

· The authorization for PDP contexts that were used only for the terminated early dialogues, shall be revoked as specified in subclause 5.1.4.

· The PDF shall await new authorization requests for remaining PDP contexts with updated binding information to remove any media components that were authorized for the terminated early dialogues only. If necessary (i.e. after timeout), the authorization for these PDP contexts shall be revoked as specified in subclause 5.2.1.3.
EXAMPLE:
Assume that three forked responses for a certain media component indicate the bandwidths 10 kbps, 30 kbps and 20 kbps, respectively. This media component will first be authorized for 10 kbps and then upgraded to 30 kbps, which will be its final value for the early dialogue phase. If the first final answer corresponds to the third forked, provisional response, then QoS is finally downgraded to 20 kbps.
