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1. Introduction

This contribution provides the basis of discussion for concerns in using the Proxy and/or Relay features of Diameter for the Gq interface.


Complexity Concerns

When Diameter’s Relay or Proxy features are used, the node acting as the Relay or Proxy must perform Diameter message forwarding function.  This requires the setting up of:

Peer Table

The Peer Table need to be populated with message destination entries.  This needs to be done for both message forwarding directions.  As defined in the RFC 3588, this table brings the need for additional AVPs.

Realm Based Routing Table

The Real Based Routing Table needs to be populated, with corresponding entries in Peer Table populated, for realm routing. 

Multiple Hop Transport Connection State Maintenance

State machine need to be implemented for the forwarding and routing feature of Diameter.

Need to maintain corresponding request/answer forwarding/routing paths.

Additional Error Handling

Due to the additional state machine and forwarding and routing table handling, there must be additional error handling procedures and protocol implications.

Trust Relationship Set Up

The entries in the Peer Table and Realm Based Routing Table must reflect existing Trust Relationship between the nodes where the messages are being forwarded and routed.  This Trust Relationship may need to be setup on an application basis.  This is another degree of complexity needed.

2. Debate
All of the above introduce much more complexity in the Gq interface. This complexity can be considered at 3 levels:

- Standardization


It has to be studied the level of functionality needed for Gq, maybe not all of the complexity stated above is needed for Gq. In that case, CN3 must develop the specific needs for the Gq interface instead of simply adopting the whole lot. 

- Implementation


The implementation effort for R6 will be big, as all the complexity for Agents need to be incorporated. It is important to think about the possibility of having a direct connection between the AF and the PDF, and balance the benefits against the drawbacks. 
- Operation


Since Diameter is not a routing protocol, the routing/realm tables at each node are not populated by Diameter.  This task will need to be performed by some network management/maintenance/operation function in a static (routing) fashion.  This adds complexity and overhead in operation of the network.  

It should also be noted that problems have been identified with the negotiation of common applications between endpoints where proxies are included in the network, since the Diameter Base Protocol defined commands, 'Capability Exchange Request/Answer', do not pass transparently through Diameter Proxies (see RFC 3588).  CN4 has looked at this problem for some time and is yet to find a workable solution that will allow application and version identification between devices with Proxies in the network.  However, if proxies are not included in the network, this problem does not exist.
3. Proposal

It is proposed to take into consideration the complexity indicated above, the version control problem, and maybe other issues that could have been overlooked.

Nortel is in favor of introducing agents, but it’s aware of the tight schedule for R6, and propose to study the possibility of leaving this enhancement for R7.

Gq interface can perfectly work with a direct connection between PDF and AF at this stage, and it seems to be little arguments today to introduce the use of proxies given the extra complexity and the tight schedule.

