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Introduction

Forking may happen either due to interworking with external networks or more important, within IMS as CSCF may fork requests in Rel 6. Forking can be used when a SIP user has registered from different terminals, i.e. the user has several contact addresses. Usually these terminals have different capabilities and the user may set preferences at registration time.

Multiple requests reaching the MGCF within IMS

The proxy (S-CSCF in IMS) that makes the forking considers user preferences and network configuration and makes the forking accordingly. As it handles all forked requests, no multiple requests can be targeted to the same SIP UA at this time. 3GPP TS 24.229 [5.4.3.3.] describes the handling of the terminating request in determined steps. These steps don’t make it possible for the S-CSCF to generate multiple INVITEs with the same Request-URI targeted to the MGCF due to that no request-URI change happens after the forking. Naturally, multiple parallel INVITEs with different request-URI (containing different E.164) can be generated (if multiple E.164 numbers were registered by the SIP UE) but in this case the MGCF is supposed to interwork these request as different calls on CS side and no merging of the request described in RFC 3261 can be done.

Forking inside the IMS, as described in the current 3GPP specifications, cannot obviously lead to multiple INVITEs bound for the same E.164 number to be sent to the MGCF.  

Multiple requests reaching the MGCF from outside IMS
If forking occurs outside the IMS, the external forking proxy can obviously send INVITEs through various paths to the same E.164 number. Supposing that the external forking proxy has several IMS contact addresses to the called IMS subscriber, the proxy may send several INVITEs to the IMS. Depending on the non-standardized redirection logic, one or more INVITEs may obviously go through the IMS to the MGCF(s). 

Actions to prevent multiple setups

In IMS the multiple INVITEs can be prevented by a redirection logic or the extra INVITEs stopped by the relevant MGCF. The redirection logic can prevent all redundant INVITEs, whereas the MGCF can stop only the extra INVITEs to the same E.164 number it receives itself, not the INVITEs received by other MGCFs. Consequently, possible measures inside IMS to prevent forked INVITEs from causing several setups to the same E.164 number should be performed by the redirection logic rather than by the MGCF. 

Conclusion

Redundant setups from inside the IMS can be prevented with proper measures at the place of origin of the multiplication. 

Consequently, it is proposed that prevention of multiple INVITEs to the same E.164 number possibly caused by forking is left to the IMS service logic rather than to the MGCF. 

An excerpt from 24.229:

5.4.3.3
Requests terminated at the served user

When the S-CSCF receives, destined for a registered served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

1)
determine whether the request contains a barred public user identity in the Request-URI of the request or not. In case the Request URI contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, continue with the rest of the steps;

2)
remove its own URI from the topmost Route header;

3)
check if an original dialog identifier that the S-CSCF previously placed in a Route header is present in the topmost Route header of the incoming request.

-
If present, it indicates an association with an existing dialog, the request has been sent from an AS in response to a previously sent request.

-
If not present, it indicates that the request is visiting the S-CSCF for the first time, and in this case the S-CSCF shall save the Request-URI from the request;

4)
check whether the initial request matches the next unexecuted initial filter criteria in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4;

NOTE 1:
Depending on the result of the previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI.

5)
insert a P-Charging-Function-Addresses header field, if not present, populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

6)
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header;

7)
store the value of the orig-ioi parameter received in the P-Charging-Vector header, if present. The orig-ioi parameter identifies the sending network of the request message. The orig-ioi parameter shall only be retained in the P-Charging-Vector header if the next hop is to an AS;

8)
check whether the Request-URI equals to the saved value of the Request-URI. If there is no match, then:

a)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed; and

b)
forward the request based on the Request-URI and skip the following steps;

If there is a match, then continue with the further steps;

9)
in case there are no Route headers in the request, then determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in subclause 5.4.1.2. Furthermore, the S-CSCF shall:

a)
build the Route header field with the values determined in the previous step;

b)
determine, from the destination public user identity, the saved Contact URI where the user is reachable saved at registration or reregistration, as described in subclause 5.4.1.2. If there is more than one contact address saved for the destination public user identity, the S-CSCF shall either fork the request or perform sequential search based on the relative preference indicated by the q value, as described in RFC3261 [26]. In case no q parameter was provided, the S-CSCF shall look into the user profile of the user to find the indication about the default handling of the request;

c)
build a Request-URI with the contents of the saved Contact URI determined in the previous step; and

d)
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE;

10)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed;

11)
optionally, apply any privacy required by RFC 3323 [33] to the P-Asserted-Identity header; and

NOTE 2:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3323 [33].

12)
forward the request based on the topmost Route header.
