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Next amended section
4.3.1.5
Binding mechanism handling

The GGSN may receive one of more Media authorization token and flow identifier(s) during an activation or modification of a PDP context (see 3GPP TS 24.008 [12]).  The authorisation token is one type of  Media Authorization Token. The authorisation token and associated flow identifiers are known as binding information.

The binding information is used by the GGSN to identify the correct PCF and subsequently request service-based local policy information from the PCF. The binding information associates a PDP context with one or more media components of an IMS session. The GGSN may receive one or more sets of the binding information during an activation or modification of a PDP context. Each binding information consists of an authorisation token and the flow identifier(s) related to the IP flows of the actual media component. If there is more than one media component to be transported within the PDP context the binding information includes the flow identifier(s) for the IP flows of each of the media components.

The GGSN shall store the binding information and apply it to correlate events and actions between the PDP context and the service-based local policy.
The GGSN shall determine the IP address of the PCF from the PCF identifier received as part of the Authorization Token. This identifier shall be in the format of a fully qualified domain name.

The GGSN shall forward the binding information and, if any, other Media Authorization Tokens received from the UE to the PCF. If multiple binding information are received by the GGSN, it shall forward them to the PCF. If none of the tokens included in the binding information are of type AUTH_SESSION, or they do not contain an AUTH_ENT_ID attribute to resolve the PCF address, then the GGSN shall reject the PDP context activation request. The reason for the rejection is indicated to the UE with the error code value "Invalid binding information". The error code is transferred to the UE in the Protocol Configuration Options information element as defined in 3GPP TS 24.008 [12].
When the GGSN receives a PDP context activation/modification to an APN for which binding information is required, the GGSN shall reject the PDP context activation/modification request if binding information is not received. The reason for the rejection is indicated to the UE with the error code value "Missing binding information". The error code is transferred to the UE in the Protocol Configuration Options information element as defined in 3GPP TS 24.008 [12]. 

When binding information is received, the GGSN shall ignore any UE supplied TFT, and filters in that TFT shall not be installed in the packet processing table.
Next amended section
4.3.2.3
Binding mechanism handling

The binding information is used by the GGSN to identify the correct PCF and subsequently request service-based local policy information from the PCF. Each set of binding information consists of an authorisation token and one or more flow identifier(s).

During the session set-up the PCF generates an authorisation token for the IMS session. The PCF shall  include its PCF identifier as part of the authorization token. This identifier shall be in the format of a fully qualified domain name.  The Authorisation Token generated by the PCF shall be sent to the P-CSCF where is included in the P-Media-Authorization Header as a Media Authorization Token as described in RFC 3313 [xx].  The P-CSCF forwards the P-Media-Authorization Header to the UE in the SIP signalling (see 3GPP TS 24.229 [14]). The P-Media Authorization Header can contains several Media Authorization Tokens as described in [xx].
The PCF receives the binding information and a Client Handle as part of a REQ from the GGSN. The PCF shall store the Client Handle for each media component identified by the binding information for subsequent message exchanges.

The authorisation token is applied by the PCF to identify the IMS session. If no IMS session can be found for an authorisation token, or if the PCF is otherwise unable to authorise the binding information, the PCF shall send a COPS decision message carrying both an INSTALL and REMOVE decision. The INSTALL decision shall identify an authorisation failure to the GGSN, and may include further details identifying the cause. The REMOVE decision shall subsequently remove this state from the GGSN. For an initial authorisation, the PCF shall then initiate a remove for the authorisation request.

For a valid authorisation token the flow identifier(s) is used to select the available information on the media component(s) of this IMS session. The PCF sends the available authorisation information on the media component(s) back to the GGSN.

If the binding information consists of more than one flow identifier, the PCF shall also verify that the media components identified by the flow identifiers are allowed to be transferred in the same PDP context. If any of these media components was mandated to be carried in a separate PDP Context, the PCF shall send a COPS decision message carrying both an INSTALL and REMOVE decision. The INSTALL decision shall identify an authorisation failure to the GGSN, and may include further details identifying the cause. The REMOVE decision shall subsequently remove this state from the GGSN. For an initial authorisation, the PCF shall then initiate a remove for the authorisation request.

For a valid binding information consisting of more than one flow identifier, the information sent back to the GGSN shall include the aggregated QoS for all the flows and a packet filter for each flow. The flow identifiers within the binding information can span one or more media components.
Next amended section
5
Policy control procedures

5.1
GGSN

5.1.1
Initial authorization at PDP context activation
The GGSN receives binding information during the activation of a PDP context by the UE. To perform initial authorization at the PDP context activation the GGSN shall send an authorisation request to the PCF including the binding information received from the UE. Any other Media Authorization Tokens  received by the GGSN are also forwarded to the PCF.
The GGSN identifies the required PCF from the binding information. The binding information is formatted according to the structure of the policy element defined in [11] and shall include the AUTH_ENT_ID and the SESSION_ID attributes. The GGSN checks for a Policy Element of type AUTH_SESSION ([11]) and retrieves the AUTH_ENT_ID attribute from this. If this is in the form of a Fully Qualified Domain Name, then this is used to identify the correct PCF.
The GGSN authorisation request message to the PCF shall allow the GGSN to request policy information for authorisation of the media components carried by a PDP context identified by binding information.

When the GGSN receives the PCF decision regarding authorisation of the media components, the GGSN shall enforce the policy decision. To enforce the policy decision, the GGSN shall install the packet filters received from the PCF, and ignore the UE supplied TFT.
If the PCF decision information indicates that the binding information provided by the GGSN is authorised, the GGSN shall proceed with activation of the PDP context. The GGSN shall map the authorized QoS resources into authorized resources for the bearer admission control.

To ensure charging correlation, the GGSN shall send the GCID and GGSN address information to the PCF after the successful establishment of the PDP context, i.e. with the report following the initial authorization decision.
When the PCF detects that the binding information provided by the GGSN is not associated with an ongoing SIP session at application layer, or is otherwise unable to authorise the binding information, the GGSN will receive a COPS decision message from the PCF carrying both an INSTALL and REMOVE decision. The GGSN shall reject the PDP context activation with the error code value 'Authorization failure of the request'. The error code is transferred to the UE in the Protocol Configuration Options information element as defined in 3GPP TS 24.008 [12]. The GGSN shall subsequently remove this state according to the REMOVE decision. For an initial authorisation request, the GGSN shall then send a COPS Delete Request State (DRQ) message to the PCF to remove the state in the GGSN and the PCF.
When the GGSN sends an authorization request to the PCF but the PCF does not respond with the decision message, the GGSN's action is according to the local policy in the GGSN. The local policy may be configured by the operator.

If the GGSN supports a local policy decision point (LPDP) configuration it may make local policy decisions in the absence of the PCF. The local policy decisions may be used to accept new PDP context activations while the connection to the PCF is lost. The synchronization behaviour between the GGSN and the PCF is based on the local policy configured by operators.

5.1.2
Modification of previously authorized PDP context
The GGSN is responsible for notifying the PCF when a procedure of PDP context modification of a previously authorized PDP context is performed. To authorise the PDP context modification the GGSN shall send an authorisation request to the PCF including the binding information received from the UE in the following cases:
-
Requested QoS exceeds "Authorised QoS";
-
New binding information is received.
The GGSN shall also pass any other Media Authization Tokens received to the PCF.

The GGSN on receiving the PDP context modification request from the UE will verify the authorisation. If the GGSN does not have sufficient information to authorize the PDP context modification request then the GGSN shall interrogate the PCF for modification request authorisation.

If the requested QoS is within the already "Authorized QoS" and the binding information is not changed, the GGSN need not send an authorization request to the PCF.

The GGSN is responsible for notifying to the PCF when the procedure of the PDP context modification is performed in the following cases:
-
Requested QoS maximum bit rate is 0 kbit/s;
-
Requested QoS maximum bit rate changes from 0 kbit/s.
5.1.3
Session modification initiated decision
A session modification may occur that modifies the media components without adding or removing media lines, for example, a change in the bandwidth for the media line, or a change to the port number. The GGSN will receive unsolicited authorisation decision from the PCF due to such modifications.

When the GGSN receives an unsolicited authorisation decision from the PCF with updated QoS information, the GGSN shall update the stored authorised QoS. If the existing QoS of the PDP context exceeds the updated authorised QoS, the GGSN shall initiate a timer for the UE to modify the PDP context to decrease the QoS to within the authorised limit. At expiry of the timer, if the PDP context still exceeds the authorised QoS, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorised level.

When the GGSN receives an unsolicited authorisation decision from the PCF, the GGSN shall also install the new set of packet classifiers, removing any existing packet classifiers that are not included in the new set.

5.1.4
PDP context deactivation
The GGSN is responsible for notifying the PCF when a procedure of a PDP context deactivation is performed. In case of a PDP context deactivation, the GGSN shall inform the PCF of the bearer release related to the SIP session.

When a revoke authorisation for the set of media components on that PDP context is performed, the GGSN receives a decision message from the PCF for disabling the use of the "Authorised QoS" resources and deactivation of the PDP context associated with the binding information. The GGSN shall disable the use of the "Authorized QoS" resources. The GGSN shall initiate deactivation of the PDP context used for carrying these media components, in case that the UE has not performed it yet. 

5.1.5
Gate control operation 

Upon receiving a gate decision from the PCF, the GGSN shall enforce this decision on the user plane. For each gate contained in the gate decision the GGSN shall perform the specified command. In case of an “Approval of QoS Commit” command the GGSN shall open the corresponding gate. In case of a “Removal of QoS Commit” command the GGSN shall close the corresponding gate.
5.1.6
User plane operation
The GGSN shall enforce the configuration of the policy based "gating" functionality according to additional authorisation information received from the PCF.

The filter(s) and associated gate(s) are connected to the PDP contexts where SBLP applies. For each such PDP context, the information received in the TFT is ignored.  In the downlink direction, packets are processed against each filter in turn until a match is found. If a match is not found, packet processing shall then continue against filters installed from UE supplied TFTs for PDP contexts where SBLP is not applied. If a match is found against an SBLP supplied filter, the packet shall be processed according to the associated gate function. If the gate is open, the packet shall be passed to the UE on the associated PDP context. If the gate is closed, the packet shall be silently discarded.

In the uplink direction, packets received on a PDP context with SBLP supplied filters shall be matched against those filters. If a match is found, the packet shall be passed if the gate associated with that filter is open. If the gate is closed, or if the packet does not match any of the packet filters, the packet shall be silently discarded.
End of amended sections
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