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Introduction

This contribution examines the purpose of the Go interface, and considers other alternatives to the currently proposed information which would allow the Go purposes to be met while reducing the work involved in the Go interface, and more importantly, reducing the complexity and therefore system cost involved with these functions.

Discussion

As discussed in contribution N3-020028, the Go interface is specified for a specific purpose in 3GPP. While re-use of existing PIBs is a desirable goal, it is more important to ensure that the Go interface is designed to suit the needs of 3GPP, and does not introduce unnecessary complexity and potential inter-operability problems.

It is thus important to understand exactly what features are to be supported over the Go interface, in order to determine what is the required information to be transported over this interface.

Authorisation of Bearer Service Request

The UE sends/receives media stream details through the SDP information included in the SIP signalling. The UE uses this media stream information to identify the appropriate PDP context type and parameters.

If the UE wishes to have session related controls for this media stream, the UE initiates the PDP context to the GGSN (alternatively the UE may modify an existing PDP context) and includes binding information to correlate the PDP context to the media stream. The binding information is formulated at the UE, and the P-CSCF(PCF), and consists of the token from the P-CSCF(PCF), and a flow identifier.

The GGSN, on receiving the PDP context request, if it has no existing authorisation covering this, requests a QoS authorisation from the P-CSCF(PCF) for that token (media stream).

The GGSN must send the binding information for the PDP context to the P-CSCF(PCF). The binding information uniquely identifies the session/stream.

The P-CSCF(PCF) shall respond with either the QoS authorised for the stream, or an indication that the stream is not authorised. 

The media stream QoS is in reality controlled by the PDP context. That is, the PDP context identifies a traffic profile that shall be enforced over the radio access for both the uplink and downlink directions. Of course, the traffic profile may at times be reduced from the PDP context profile dependent on changes in available radio resources and conditions.

Although the decision here shall determine whether the PDP context is permitted or not, the granularity of the decision is much coarser than an authorisation decision on the specific PDP context. That is, the requirement is to authorise a general indication of the QoS specification, rather than the very specific and exact parameters of the PDP context. 

It is proposed that a token bucket traffic profile which identifies a maximum and average rate and a token bucket size is sufficient. It is relatively straightforward to map the PDP context parameters to token bucket parameters that can then be used in a decision on the PDP context QoS. 

Thus, in order to authorise the PDP context, the following data must be carried:

GGSN to P-CSCF(PCF)

· Handle
– unique identifier for the instance. Thereafter will be used for events associated with this specific combination of UE, PDP context, and binding information.

· Binding Information
– Uniquely identifies the session and media stream

P-CSCF(PCF) to GGSN

· Handle
– as above

· Average rate
– Identifies the average data rate permitted over the PDP context

· Maximum rate
– Identifies the maximum data rate permitted over the PDP context

· Token bucket depth
– Identifies the amount of data that may be transmitted at the maximum data rate over the PDP context before the data rate becomes limited to the average rate

There is no existing PIB that carries just the above set of information. Also, it is not identified that the purpose of any existing PIB or PIB under development is a close match for the function and detailed use of this 3GPP authorisation. Therefore it is proposed that no external PIB is inherently suitable for direct import into 3GPP for this specific purpose. 

However, much of the information above is proposed in elements in PIBs that exist or are under development. It is proposed that elements which closely match the above can be identified in other PIBs, and that these specific elements may be considered for inclusion into a 3GPP specific PIB. Where no specific element is deemed reasonable, CN3 shall generate its own element for the above data.

Modification of Bearer Service Request

When the UE modifies a PDP context, the authorisation status of the PDP context may be affected. The following cases may have occur:

1. The modified PDP context has lesser QoS requirements than the original, and both included the same binding information.

2. The modified PDP context has greater QoS requirements than the original, and both included the same binding information.

3. The modified PDP context includes a different binding information to the original, and possibly different QoS parameters.

4. The modified PDP context includes binding information where the original PDP context didn’t.

5. The modified PDP context does not include binding information where the original PDP context did.

In case 1, the GGSN already has the authorisation information relevant for the binding information, and it knows that the PDP context is authorised. Therefore the GGSN can authorise the modified PDP context.

In case 2, the GGSN already has the authorisation information relevant for the binding information, and it can make a determination for the new PDP context request based on its existing information.

In case 3 and 4, the GGSN has received a request to use the existing PDP context for possibly a new purpose. If the GGSN does not currently have information regarding the authorisation for this binding information, it must fetch the data from the P-CSCF(PCF) as per the authorisation.

In case 5, the GGSN has received a request to use the existing PDP context for possibly a new purpose, where the new purpose does not require session based authorisation. If the PDP usage passes other admission control checks, the GGSN shall apply configuration for the PDP context as appropriate for a GPRS bearer without session based local policy controls.

Therefore, only cases 3 and 4 require a request for authorisation information to be signalled over the Go interface. The information flow required between the GGSN and the P-CSCF(PCF) is the same as for an initial authorisation.

Charging Correlation

For an IMS session, charging records could be generated from a number of different nodes (eg. SGSN, GGSN, P-CSCF). In cases where there is binding between the session and bearer level, the individual charging records from these separate nodes must be able to be correlated. together to the one session for customer billing. The binding information used to bind the session to the media stream cannot be used as the common charging correlation identifier because it is it not known by all equipment (specifically it is passed transparently through the SGSN). 

Instead, a separate correlation identified must be used which is recognised by the SGSN, which can tie together the PDP context records from the SGSN and GGSN, as well as the P-CSCF(PCF). 

This charging identifier  shall thus be passed over the Go interface.

· Charging identifier
– Identifies the charging indicator that will be used in SGSN and GGSN charging records

Differentiated Services
Specification TS 23.207 indicates that DiffServ interworking can be controlled via the Go interface. However, it is not clear why such a control is necessary in the release 5 timeframe. 

The GGSN has the capability to set the DSCP for traffic on every PDP context. This capability is controlled by configuration set in the GGSN through the management system. The DSCP setting is dependent on the APN that the UE is connected to, and the parameters of the PDP context (eg traffic class, bit rate). Thus, the DSCP can be set in the GGSN without requiring any control from the Go interface. This mechanism must be used in cases where the UE does not bind a media stream to the PDP context.

Even where the UE includes binding information to bind a stream to the PDP context, the above mechanism can still be used. There is no situation or need identified for release 5 where the DSCP setting cannot be determined from the IP service request (ie is further dependent on additional session based information). Having DSCP control in both the P-CSCF(PCF) and the GGSN introduces unnecessary complexity, and potential control conflict.

Besides the DSCP, there are also traffic conditioning aspects to DiffServ handling in an edge node. In the case of GPRS, it is clear that there is already a traffic conditioning that is applied by the PDP context itself. The PDP context controls the traffic profile in both the uplink and downlink direction. The PDP context parameters determine the traffic profile that is requested for authorisation, and this must be consistent with the UE expectation for a service. Again, there is no function specified for release 5 where further traffic conditioning is required to be controlled by the session.

Therefore, it is proposed that the DSCP is not required to be set from the Go interface in release 5. In a similar manner, there is no requirement to control other DiffServ settings from the Go interface, as they can all be controlled in the GGSN based on the PDP context parameters. This will simplify the work to standardise Release 5, as well as speed up the development for Release 5 nodes. 

Proposed Information Elements

Relevant PIBs are considered to determine if there is an equivalent information element described.

Handle

The handle is to identify the unique request state, and is defined as part of the basic COPS protocol. This element shall be used as defined in RFC 2748.

Binding information

The draft draft-ietf-rap-rsvp-authsession-01.txt (work in progress) identifies data for generic session authorisation. The session identifier element from that draft appears close to what is required for 3GPP for the Go interface. The following changes to the session identifier elements of the PIB are proposed.

· Only a single Sub-type shall be defined. 

· The length of the octet string for 3GPP must be identified.

Charging identifier

The specific details of the charging identifier are to be defined. Further information on the charging identifier is required from S2.

Average rate

The draft for the diffserv PIB (draft-ietf-diffserv-pib-05.txt, work in progress) describes a meter. However, it uses a very generic description since it aims to be able to model a wide variety of different types and styles of meters. For 3GPP, only a simple model is required for authorisation, which the GGSN then maps into a local configuration. Hence, the full token bucket specification is not used. However, the average rate can be based on the element qosTBParamRate. The size and format of the element though must be considered to ensure it is not unreasonable for use in 3GPP.

Maximum rate

Similarly to the Average rate, the maximum rate can likewise be based on the same element qosTBParamRate.

Token bucket depth

The token bucket depth can be based on the element qosTBParamBurstSize also from the proposed DiffServ PIB.

Proposal

Based on the contribution above, the a summary of the changes proposed to specification TS 29.207 are presented below:

· The above text on the function for authorisation shall be included into chapter 4.3.1.1

· A new chapter 4.3.1.x for the charging correlation shall be introduced

· Chapter 4.3.1.3 DiffServ edge function shall be removed, and a liaison statement to this effect sent to S2 for comment.

· The details of the proposed information elements shall be included in chapter 5.2.3

