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1 Introduction

This paper provides considerations on the transport plane interworking topic, which need to be addressed in release 5, due to the introduction of the IPv6-only IP Multimedia Subsystem. This paper topic is targeted to the section 9 of 3G TS 29.162. Even though not the author’s opinion, the discussion should address a possible impact on 3G TS 29.061, as well.

2 Transport Plane Interworking

2.1 Overview

The IP Multimedia Subsystem – Release 5 is based on IPv6 and will be deployed in an dominantly  IPv4 environment. The coexistence of the IPv4 and IPv6 versions is likely to last over several years. 

New introduced network nodes belonging to the IMS subsystem will need to implement at least IPv6. In order to efficiently support already existing applications new devices will likely need to continue support of IPv4. Interoperability  scenarios between IPv6 and IPv4 networks identified in 3G TS 23.221 [1} are used as a base for the interworking issues addressed in this section.

2.2 Ipv4/IPv6 Addressing and Routing

The introduction of IPv6 solves the problem of the address scarcity in the IPv4 domain, improves end-to-end security and QoS management and lowers the overall network management effort by introducing serverless address autoconfiguration [2]. This section is referring only to the addressing and routing related improvements introduced by IPv6 and used in relation with the IMS subsystem. It provides at the same time a reference to the appropriate IETF RFC.

The IPv6 header allows for 128 address bits (32 in IPv4), moves out of the base header the fragmentation field, the IP options, the header checksum and the header length [3]. Besides the base header IPv6 allows for extensions headers, which are specified in the next header field. The length field excludes the header length. The hop limit field replaces the time to life. Traffic class replaces precedence and TOS. Alignment changed from 32 to 64 bits. All these changes need to be considered at the points of interworking when a NAT-PT function is used. 

IPv6 supports a series of address types: unicast (one-to-one aggregatable and compatible), multicast (one-to-many), anycast (one-to-nearest) and reserved. The interworking of IPv6 based IMS will have to handle only unicast addresses. Using the IPv6 aggregatable global unicast addresses [4] allows more flexibility in the number of addresses assigned at each of the three levels of hierarchy defining the public topology, the site topology and the interface identifiers and facilitates a scalable Internet routing. The global unicast address use has an impact on the choice of the mechanisms for interworking with the IPv4 based legacy networks.
2.3 IPv4/IPv6 Interworking Mechanisms 

A wide range of techniques has been identified and implemented to allow for the co-existence of IPv4 and IPv6 networks and facilitate the transition to an IPv6 based Internet [5]. These can be grouped in 3 categories

1. dual-stack techniques, to allow IPv4 and IPv6 to co-exist in the same devices and networks

2. tunnelling techniques, to avoid order dependencies when upgrading hosts, routers, or regions and

3. translation techniques, to allow IPv6-only devices to communicate with IPv4 only devices

and can be expected to be all used, alone or in combination [6].

2.3.1 Dual-Stack Approach

In this approach an IPv6 stack is added to hosts and routers supporting already IPv4. Applications can then choose which IP version to choose. This approach allows indefinite co-existence of IPv4 and IPv6, and gradual, application by application transition to IPv6.

2.3.2 Tunnels

Basically this approach uses an encapsulation of the IPv6 packets inside IPv4 packets [7]. There are multiple ways for establishing tunnels:

· manual tunnel configuration

· usage of web-based “tunnel brokers” services

· “6-over-4” intra-domain, using IPv4 multicast as virtual LAN

· “6-to-4” inter-domain, using IPv4 address as IPv6 site prefix

These techniques can be viewed as IPv6 using IPv4 as a virtual link-layer or as an IPv6 VPN, over the IPv4 Internet.

2.3.3 Translation

This is an extension of the NAT techniques, to translate header format as well as addresses. IPv6 nodes behind a translator get full IPv6 functionality when talking to other IPv6 located anywhere. They get the normal (e.g. degraded) NAT functionality when talking to IPv4 devices. Methods used to improve NAT functionality (e.g. ALGs) can be used equally to improve IPv6-IPv4 translation results.

These 3 categories appropriately address the 3 interoperability scenarios in 3G TS 23.221, used as a base for this analysis.
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4 Recommendation

This paper should be reviewed within the CN3 WG. The proper level of detail provided in the 3GPP specifications should be discussed. The agreed upon paper and the discussion results should constitute the base for an update of 3G TS 29.162, mainly the section 9. Motorola is willing to provide the needed CRs.
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