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5.1.3.1.2.1 
Preconditions required by originating UE

Upon generating an initial INVITE request using preconditions, the UE shall:

-
indicate the support for reliable provisional responses and specify it using the Supported header mechanism;

-
indicate the requirement of precondition and specify it using the Require header mechanism.
The UE may also indicate that the proxies should not fork the INVITE request by including a "no-fork" directive within the Request-Disposition header in the initial INVITE request as described in RFC 3841 [56B].
NOTE 1:
Table A.4 specifies that UE support of forking is required in accordance with RFC 3261 [26]. The UE may accept or reject any of the forked responses, for example, if the UE is capable of supporting a limited number of simultaneous transactions or early dialogs.

When a final answer is received for one of the early dialogues, the UE proceeds to set up the SIP session. The UE shall not progress any remaining early dialogues to established dialogs. Therefore, upon the reception of a subsequent final 200 (OK) response for an INVITE request (e.g., due to forking), the UE shall:

1)
acknowledge the response with an ACK request; and

2)
send a BYE request to this dialog in order to terminate it.

If the UA receives a 503 (Service Unavailable) response to an initial INVITE request containing a Retry-After header, then the UE shall not automatically reattempt the request until after the period indicated by the Retry-After header contents.

If the UE receives a 488 (Not Acceptable Here) response to an initial INVITE request, the UE should send a new INVITE request containing SDP according to the procedures defined in subclause 6.1.

NOTE 2:
An example of where a new request would not be sent is where knowledge exists within the UE, or interaction occurs with the user, such that it is known that the resulting SDP would describe a session that did not meet the user requirements.

If the UE receives a 420 (Bad Extension) response to an initial INVITE request with "precondition" option-tag in the Unsupported header field, the UE shall either:

a)
abort the session attempt and shall not resend this INVITE request without "precondition" option-tag in the Require header, or

b)
try to complete the session by relaxing the requirement on the usage of the "integration of resource management in SIP" extension as described in RFC 3312 [30] and proceed with the procedures described in subclause 5.1.3.2 and subclause 6.1.

PROPOSED CHANGE

5.2.7.3
Mobile-terminating case

When the P-CSCF receives an INVITE request destined for the UE the P-CSCF may require the periodic refreshment of the session to avoid hung states in the P-CSCF. If the P-CSCF requires the session to be refreshed, it shall apply the procedures described in draft-ietf-sip-session-timer [58] clause 8. 

NOTE 1:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it in order to make it work. 

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the URI of the UE in the Request-URI, and a single preloaded Route header. The received initial INVITE request will also have a list of Record-Route headers. Prior to forwarding the initial INVITE to the URI found in the Request-URI, the P-CSCF shall:

-
if a media authorization token is generated by the PDF as specified in RFC 3313 [31] (i.e. when service-based local policy control is applied), insert the P-Media-Authorization header containing that media authorization token.

NOTE 2:
Typically, the initial INVITE request contains an SDP offer including one or more "m=" media descriptions, but it is also possible that the INVITE request does not contain an SDP offer or the SDP does not include at least an "m= media description. However, the media authorization token is generated independently of the presence or absence of "m=" media descriptions and sent to the UE in the P-Media-Authorization header value. The same media authorization token is used until the session is terminated. For further details see 3GPP TS 29.207 [12].
In addition, the P-CSCF shall respond to all INVITE requests with a 100 (Trying) provisional response.

The P-CSCF shall also include the access-network-charging-info parameter in the P-Charging-Vector header in the first request or response originated by the UE that traverses the P-CSCF, as soon as the charging information is available in the P-CSCF e.g., after the local resource reservation is complete. Typically, this first response is a 180 (Ringing) or 200 (OK) response if the remote UA supports the "integration of resource management in SIP" extension, or a re-INVITE request if the remote UA does not support the "integration of resource management in SIP" extension. See subclause 5.2.7.4 for further information on the access network charging information.
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5.3.2.1
Normal procedures

The I-CSCF may behave as a stateful proxy for initial requests.

The I-CSCF shall verify for all requests whether they arrived from a trusted domain or not. If the request arrived from a non trusted domain, then the I-CSCF shall:

1)
respond with 403 (Forbidden) response if the request is a REGISTER request;

2)
remove all P-Asserted-Identity headers, all P-Access-Network-ID headers, all P-Charging-Vector headers and all P-Charging-Function-Addresses headers the request may contain, if the request is other than REGISTER request; and

3)
continue with the procedures below.

If the request arrived from a trusted domain, the I-CSCF shall perform the procedures below.

NOTE 1:
The I-CSCF may find out whether the request arrived from a trusted domain or not, from the procedures described in 3GPP TS 33.210 [19A].

When the I-CSCF receives an initial request for a dialog or standalone transaction, that does not contain a Route header, the I-CSCF shall start the user location query procedure to the HSS as specified in 3GPP TS 29.228 [14] for the called user, indicated in the Request-URI. Prior to performing the user location query procedure to the HSS, the I-CSCF decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 3GPP TS 29.228 [14].

When the I-CSCF receives an INVITE request, the I-CSCF may require the periodic refreshment of the session to avoid hung states in the I-CSCF. If the I-CSCF requires the session to be refreshed, it shall apply the procedures described in draft-ietf-sip-session-timer [58] clause 8. 

NOTE 2:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

Upon successful user location query, when the response contains the URI of the assigned S-CSCF, the I-CSCF shall:

1)
insert the URI received from the HSS as the topmost Route header;

2)
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header. If no icid parameter was found, then create a new, globally unique value for the icid parameter and insert it into the P-Charging-Vector header;

3)
apply the procedures as described in subclause 5.3.3 if topology hiding is required; and

4)
forward the request based on the topmost Route header.

Upon successful user location query, when the response contains information about the required S-CSCF capabilities, the I-CSCF shall:

1)
select a S-CSCF according to the method described in 3GPP TS 29.228 [14];

2)
insert the URI of the selected S-CSCF as the topmost Route header field value;

3)
execute the procedure described in step 2 and 3 in the above paragraph (upon successful user location query, when the response contains the URI of the assigned S-CSCF); and

4)
forward the request to the selected S-CSCF.

Upon an unsuccessful user location query when the response from the HSS indicates that the user does not exist, the I-CSCF shall return an appropriate unsuccessful SIP response. This response may be a 404 (Not found) or 604 (Does not exist anywhere) in the case the user is not a user of the home network. 

Upon an unsuccessful user location query when the response from the HSS indicates that the user is not registered and no services are provided for such a user, the I-CSCF shall return an appropriate unsuccessful SIP response. This response may be a 480 (Temporarily unavailable) if the user is recognized as a valid user, but is not registered at the moment and it does not have services for unregistered users.
When the I-CSCF receives an initial request for a dialog or standalone transaction, that contains a single Route header pointing to itself, the I-CSCF shall determine from the entry in the Route header whether it needs to do HSS query or hiding. In case HSS query is needed, then the I-CSCF shall perform the procedures described for the case when there is no Route header present. If the I-CSCF determines that hiding must be performed, then the THIG functionality in I-CSCF received an outgoing initial request for which topology hiding has to be applied, and the I-CSCF shall:

1)
remove its own SIP URI from the topmost Route header;

2)
perform the procedures described in subclause 5.3.3; and

3)
route the request based on the Request-URI header field.

When the I-CSCF receives an initial request for a dialog or standalone transaction containing more than one Route header, the I-CSCF shall:

1)
remove its own SIP URI from the topmost Route header;

2)
apply the procedures as described in subclause 5.3.3; and

3)
forward the request based on the topmost Route header.

NOTE 3:
In accordance with SIP the I-CSCF can add its own routeable SIP URI to the top of the Record-Route header to any request, independently of whether it is an initial request, or whether topology hiding is performed. The P-CSCF will ignore any Record-Route header that is not in the initial request of a dialog.

When the I-CSCF receives a response to an initial request (e.g. 183 or 2xx), the I-CSCF shall store the values from the P-Charging-Function-Addresses header, if present. If the next hop is outside of the current network, then the I-CSCF shall remove the P-Charging-Function-Addresses header prior to forwarding the message.
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5.4.3.3
Requests terminated at the served user

When the S-CSCF receives, destined for a statically pre-configured PSI or a registered served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

1)
determine whether the request contains a barred public user identity in the Request-URI of the request or not. In case the Request URI contains a barred public user identity for the user, then the S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, continue with the rest of the steps;

2)
remove its own URI from the topmost Route header;

3)
check if an original dialog identifier that the S-CSCF previously placed in a Route header is present in the topmost Route header of the incoming request.

-
If present, it indicates an association with an existing dialog, the request has been sent from an AS in response to a previously sent request.

-
If not present, it indicates that the request is visiting the S-CSCF for the first time, and in this case the S-CSCF shall save the Request-URI from the request;

4)
check whether the initial request matches the next unexecuted initial filter criteria in the priority order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] subclause 6.5. If there is a match, then insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4;

NOTE 1:
Depending on the result of the previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI.

5)
insert a P-Charging-Function-Addresses header field, if not present, populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

6)
store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header;

7)
store the value of the orig-ioi parameter received in the P-Charging-Vector header, if present. The orig-ioi parameter identifies the sending network of the request message. The orig-ioi parameter shall only be retained in the P-Charging-Vector header if the next hop is to an AS;

8)
if necessary perform the caller preferences to callee capabilities matching according to RFC 3841 [56B];

9)
check whether the Request-URI equals to the saved value of the Request-URI. If there is no match, then:

a)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed; and

b)
forward the request based on the Request-URI and skip the following steps;

If there is a match, then continue with the further steps;

10)
in case there are no Route headers in the request, then determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in subclause 5.4.1.2. Furthermore, the S-CSCF shall:

a)
build the Route header field with the values determined in the previous step;

b)
determine, from the destination public user identity, the saved Contact URI where the user is reachable saved at registration or reregistration, as described in subclause 5.4.1.2. If there is more than one contact address saved for the destination public user identity, the S-CSCF shall:

-
if the fork directive in the Request Disposition header was set to "no-fork", forward the request to the contact with the highest qvalue parameter. In case no qvalue parameters were provided, the S-CSCF shall decide locally how to forward the request; otherwise

-
fork the request or perform sequential search based on the relative preference indicated by the qvalue parameter of the Contact header in the original REGISTER request, as described in RFC3261 [26]. In case no qvalue parameters were provided, then the S-CSCF shall forward the request as directed by the Request Disposition header as described in RFC 3841 [56B]. If the Request-Disposition header is not present, the S-CSCF shall decide locally whether to fork or perform sequential search among the contact addresses;

c)
build a Request-URI with the contents of the saved Contact URI determined in the previous step; and

d)
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE;

11)
if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed;

12)
optionally, apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header and apply the same privacy mechanism to the P-Access-Network-Info header;

NOTE 2:
The optional procedure above is in addition to any procedure for the application of privacy at the edge of the trust domain specified by RFC 3323 [33].

13)
in case of an initial request for a dialog, either:

-
if the request is routed to an AS which is part of the trust domain, the S-CSCF can decide whether to record-route or not. The decision is configured in the S-CSCF using any information in the received request that may otherwise be used for the initial filter criteria. If the request is record-routed the S-CSCF shall create a Record-Route header containing its own SIP URI; or

-
if the request is routed elsewhere, create a Record-Route header containing its own SIP URI; and

14)
forward the request based on the topmost Route header.

When the S-CSCF receives, destined for an unregistered user, an initial request for a dialog or a request for a standalone transaction, the S-CSCF shall:

1)
execute the procedures described in the steps 1, 2 and 3 in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction);

2)
if the S-CSCF does not have the user profile, then initiate the S-CSCF Registration/deregistration notification with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informing the HSS that the user is unregistered, but this S-CSCF will assess triggering of services for the unregistered user, as described in 3GPP TS 29.228 [14]; and

3)
execute the procedure described in step 4, 5, 6, 7, 8, 9, 10, 12 and 13 in the above paragraph (when the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a request for a standalone transaction).


In case that no AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP response. This response may be a 480 (Temporarily unavailable) and terminate these procedures.

When the S-CSCF receives a 1xx or 2xx response to the initial request for a dialog (whether the user is registered or not), it shall:

1)
if the response corresponds to an INVITE request, save the Contact and Record-Route header field values in the response such that the S-CSCF is able to release the session if needed;

2)
in the case where the S-CSCF has knowledge of an associated tel-URL for a SIP URI contained in the received P-Asserted-Identity header, the S-CSCF shall add a second P-Asserted-Identity header containing this tel-URL; 

3)
in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header; and

4)
in case the response is sent towards the terminating user, the S-CSCF may remove the P-Access-Network-Info header based on local policy rules and the destination user (Request-URI).

When the S-CSCF receives a response to a request for a standalone transaction (whether the user is registered or not), in the case where the S-CSCF has knowledge of an associated tel-URL for a SIP URI contained in the received P-Asserted-Identity header, the S-CSCF shall add a second P-Asserted-Identity header containing this tel-URL. In case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header. In case the response is sent towards the terminating user, the S-CSCF may remove the header based on local policy rules and the destination user (Request-URI).

When the S-CSCF receives the 200 (OK) response for a standalone transaction request, the S-CSCF shall insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards an AS.

When the S-CSCF receives, destined for a served user, a target refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

1)
remove its own URI from the topmost Route header;

2)
if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the request such that the S-CSCF is able to release the session if needed;

3)
create a Record-Route header containing its own SIP URI; and

4)
forward the request based on the topmost Route header.

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for a dialog (whether the user is registered or not), the S-CSCF shall:

1)
if the response corresponds to an INVITE request, save the Record-Route and Contact header field values in the response such that the S-CSCF is able to release the session if needed; and

2)
in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header. In case the response is sent towards the terminating user, the S-CSCF may remove the header based on local policy rules and the destination user (Request-URI).

When the S-CSCF receives, destined for the served user, a subsequent request other than target refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

1)
remove its own URI from the topmost Route header; and

2)
forward the request based on the topmost Route header.

When the S-CSCF receives a response to a a subsequent request other than target refresh request for a dialog, in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header. In case the response is sent towards the terminating user, the S-CSCF may remove the header based on local policy rules and the destination user (Request-URI).

PROPOSED CHANGE

5.4.4.1
Initial INVITE

When the S-CSCF receives an INVITE request, either from the served user or destined to the served user, the S-CSCF may require the periodic refreshment of the session to avoid hung states in the S-CSCF. If the S-CSCF requires the session to be refreshed, it shall apply the procedures described in draft-ietf-sip-session-timer [58] clause 8. 

NOTE:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

PROPOSED CHANGE

5.6.2
Session initiation transaction

When the BGCF receives an INVITE request, the BGCF shall forward the request either to an MGCF within its own network, or to another network containing an MGCF. The BGCF need not Record-Route the INVITE request. While the next entity may be a MGCF acting as a UA, the BGCF shall not apply the procedures of RFC 3323 [33] relating to privacy. The BGCF shall store the values received in the P-Charging-Function-Addresses header. The BGCF shall store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in the P-Charging-Vector header.

NOTE 1:
The means by which the decision is made to forward to an MGCF or to another network is outside the scope of the present document, but may be by means of a lookup to an external database, or may be by data held internally to the BGCF.

When the BGCF receives an INVITE request, if the BGCF inserts its own Record-Route header, the BGCF may require the periodic refreshment of the session to avoid hung states in the BGCF. If the BGCF requires the session to be refreshed, it shall apply the procedures described in draft-ietf-sip-session-timer [58] clause 8. 

NOTE 2:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

PROPOSED CHANGE

5.7.3
Application Server (AS) acting as originating UA

When acting as an originating UA the AS shall behave as defined for a UE in subclause 5.1.3, with the exceptions identified in this subclause.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.

When an AS acting as an originating UA generates an initial request for a dialog or a request for a standalone transaction, the AS shall insert a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.260 [17]. The AS may retrieve CCF and/or ECF addresses from HSS on Sh interface.
When an AS acting as an originating UA generates a subsequent request that does not relate to an INVITE dialog, the AS shall insert a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.260 [17]. 
The AS shall extract charging function addresses from any P-Charging-Function-Addresses header that is received in any 1xx or 2xx responses to the requests.

The AS may also indicate that the proxies should not fork the INVITE request by including a "no-fork" directive within the Request-Disposition header in the initial INVITE request as described in RFC 3841 [56B].
When sending an initial request on behalf of a PSI that is hosted by the AS, the AS shall insert a Route header pointing to an S-CSCF of the home network of the PSI, if:

-
the AS is not able to resolve the next hop address by itself; or

-
the operator policy requires it.

NOTE 1:
The address of the S-CSCF may be obtained by querying the HSS on the Sh interface or from static configuration.

When sending an initial request on behalf of a public user identity, the AS shall insert a Route header pointing to the S-CSCF where the public user identity on whose behalf the request is generated is registered or hosted (unregistered case).

NOTE 2:
The address of the S-CSCF may be obtained either from a previous request terminated by the AS, by querying the HSS on the Sh interface or from static configuration.

For the use of the P-Asserted-Identity by the AS, at least two cases exist:

a)
any initial request for a dialog or request for a standalone transaction is generated as if it was originated by the UE on whose behalf the request is generated. In this case the AS shall insert a P-Asserted-Identity representing a public user identity of that UE. The AS shall append the "orig" parameter to the URI of the S-CSCF; and

b)
any initial request for a dialog or request for a standalone transaction is generated by an AS supporting a service identified by a PSI. In this case the AS shall insert a P-Asserted-Identity containing the PSI of the AS.

Editor's Note:
It needs to be specified that the AS can only add the P-Asserted-Identity when the AS is within the trust domain.

The AS can indicate privacy of the P-Asserted-Identity in accordance with RFC 3323 [33], and the additional requirements contained within RFC 3325 [34].

Where privacy is required, in any initial request for a dialog or request for a standalone transaction, the AS shall set the From header to "Anonymous".

NOTE 3:

The contents of the From header should not be relied upon to be modified by the network based on any privacy specified by the user either within the AS indication of privacy or by network subscription or network policy. Therefore the AS should include the value "Anonymous" whenever privacy is explicitly required. 

Editor's note: Is there a need to specify any conditions for the AS choosing to indicate privacy that are generic to all originating AS, or all conditions service specific, and therefore out of the scope of 24.229.

PROPOSED CHANGE

5.7.4
Application Server (AS) acting as a SIP proxy

When the AS acting as a SIP proxy receives a request from the S-CSCF, prior to forwarding the request it shall:

-
remove its own URI from the topmost Route header; and

-
after executing the required services, route the request based on the topmost Route header.

The AS may modify the SIP requests based on service logic, prior to forwarding the request back to the S-CSCF.

The AS shall not fork the request if the fork-directive in the Request-Disposition header is set to "no-fork" as described in RFC 3841 [56B].

An AS acting as a SIP proxy shall propagate any received IM CN subsystem XML message body in the forwarded message.

PROPOSED CHANGE

A.2.1.4.1
Status-codes

Table A.6: Supported status-codes 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	100 (Trying)
	[26] 21.1.1
	n/a
	n/a
	[26] 21.1.1
	m
	m

	2
	180 (Ringing)
	[26] 21.1.2
	c2
	c2
	[26] 21.1.2
	c1
	c1

	3
	181 (Call Is Being Forwarded)
	[26] 21.1.3
	c2
	c2
	[26] 21.1.3
	c1
	c1

	4
	182 (Queued)
	[26] 21.1.4
	c2
	c2
	[26] 21.1.4
	c1
	c1

	5
	183 (Session Progress)
	[26] 21.1.5
	c1
	c1
	[26] 21.1.5
	c1
	c1

	6
	200 (OK)
	[26] 21.2.1
	
	
	[26] 21.2.1
	
	

	7
	202 (Accepted)
	[28] 8.3.1
	c3
	c3
	[28] 8.3.1
	c3
	c3

	8
	300 (Multiple Choices)
	[26] 21.3.1
	
	
	[26] 21.3.1
	
	

	9
	301 (Moved Permanently)
	[26] 21.3.2
	
	
	[26] 21.3.2
	
	

	10
	302 (Moved Temporarily)
	[26] 21.3.3
	
	
	[26] 21.3.3
	
	

	11
	305 (Use Proxy)
	[26] 21.3.4
	
	
	[26] 21.3.4
	
	

	12
	380 (Alternative Service)
	[26] 21.3.5
	
	
	[26] 21.3.5
	
	

	13
	400 (Bad Request)
	[26] 21.4.1
	m
	m
	[26] 21.4.1
	m
	m

	14
	401 (Unauthorized)
	[26] 21.4.2
	
	
	[26] 21.4.2
	
	

	15
	402 (Payment Required)
	[26] 21.4.3
	
	
	[26] 21.4.3
	
	

	16
	403 (Forbidden)
	[26] 21.4.4
	
	
	[26] 21.4.4
	
	

	17
	404 (Not Found)
	[26] 21.4.5
	
	
	[26] 21.4.5
	
	

	18
	405 (Method Not Allowed)
	[26] 21.4.6
	
	
	[26] 21.4.6
	
	

	19
	406 (Not Acceptable)
	[26] 21.4.7
	
	
	[26] 21.4.7
	
	

	20
	407 (Proxy Authentication Required)
	[26] 21.4.8
	
	
	[26] 21.4.8
	
	

	21
	408 (Request Timeout)
	[26] 21.4.9
	
	
	[26] 21.4.9
	
	

	22
	410 (Gone)
	[26] 21.4.10
	
	
	[26] 21.4.10
	
	

	22A
	412 (Precondition Failed)
	[70] 11.2.1
	c20
	c20
	[70] 11.2.1
	c20
	c20

	23
	413 (Request Entity Too Large)
	[26] 21.4.11
	
	
	[26] 21.4.11
	
	

	24
	414 (Request-URI Too Large)
	[26] 21.4.12
	
	
	[26] 21.4.12
	
	

	25
	415 (Unsupported Media Type)
	[26] 21.4.13
	
	
	[26] 21.4.13
	
	

	26
	416 (Unsupported URI Scheme)
	[26] 21.4.14
	
	
	[26] 21.4.14
	
	

	27
	420 (Bad Extension)
	[26] 21.4.15
	
	
	[26] 21.4.15
	
	

	28
	421 (Extension Required)
	[26] 21.4.16
	
	
	[26] 21.4.16
	
	

	28A
	422 (Session Interval Too Small)
	[58] 6
	c7
	c7
	[58] 6
	c7
	c7

	29
	423 (Interval Too Brief)
	[26] 21.4.17
	c4
	c4
	[26] 21.4.17
	m
	m

	29A
	429 (Provide Referrer Identity)
	[59] 5
	c8
	c8
	[59] 5
	c9
	c9

	30
	480 (Temporarily Unavailable)
	[26] 21.4.18
	
	
	[26] 21.4.18
	
	

	31
	481 (Call/Transaction Does Not Exist)
	[26] 21.4.19
	m
	m
	[26] 21.4.19
	m
	m

	32
	482 (Loop Detected)
	[26] 21.4.20
	
	
	[26] 21.4.20
	
	

	33
	483 (Too Many Hops)
	[26] 21.4.21
	
	
	[26] 21.4.21
	
	

	34
	484 (Address Incomplete)
	[26] 21.4.22
	
	
	[26] 21.4.22
	
	

	35
	485 (Ambiguous)
	[26] 21.4.23
	
	
	[26] 21.4.23
	
	

	36
	486 (Busy Here)
	[26] 21.4.24
	
	
	[26] 21.4.24
	
	

	37
	487 (Request Terminated)
	[26] 21.4.25
	
	
	[26] 21.4.25
	
	

	38
	488 (Not Acceptable Here)
	[26] 21.4.26
	m
	m
	[26] 21.4.26
	m
	m

	39
	489 (Bad Event)
	[28] 7.3.2
	c3
	c3
	[28] 7.3.2
	c3
	c3

	40
	491 (Request Pending)
	[26] 21.4.27
	
	
	[26] 21.4.27
	
	

	41
	493 (Undecipherable)
	[26] 21.4.28
	
	
	[26] 21.4.28
	
	

	41A
	494 (Security Agreement Required)
	[48] 2
	c5
	c5
	[48] 2
	c6
	c6

	42
	500 (Internal Server Error)
	[26] 21.5.1
	
	
	[26] 21.5.1
	
	

	43
	501 (Not Implemented)
	[26] 21.5.2
	
	
	[26] 21.5.2
	
	

	44
	502 (Bad Gateway)
	[26] 21.5.3
	
	
	[26] 21.5.3
	
	

	45
	503 (Service Unavailable)
	[26] 21.5.4
	
	
	[26] 21.5.4
	
	

	46
	504 (Server Time-out)
	[26] 21.5.5
	
	
	[26] 21.5.5
	
	

	47
	505 (Version not supported)
	[26] 21.5.6
	
	
	[26] 21.5.6
	
	

	48
	513 (Message Too Large)
	[26] 21.5.7
	
	
	[26] 21.5.7
	
	

	49
	580 (Precondition Failure)
	[30] 8
	
	
	[30] 8
	
	

	50
	600 (Busy Everywhere)
	[26] 21.6.1
	
	
	[26] 21.6.1
	
	

	51
	603 (Decline)
	[26] 21.6.2
	c10
	c10
	[26] 21.6.2
	m
	m

	52
	604 (Does Not Exist Anywhere)
	[26] 21.6.3
	
	
	[26] 21.6.3
	
	

	53
	606 (Not Acceptable)
	[26] 21.6.4
	
	
	[26] 21.6.4
	
	

	c1:
IF A.5/9 THEN m ELSE n/a - - INVITE response.

c2:
IF A.5/9 THEN o ELSE n/a - - INVITE response.

c3:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c4:
IF A.5/19 OR A.5/21 THEN m ELSE n/a - - REGISTER response or SUBSCRIBE response.

c5:
IF A.4/37 AND A.4/2 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol and registrar.

c6:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c7:
IF A.4/42 AND (A.5/9 OR A.5/23) THEN m ELSE n/a - - the SIP session timer AND (INVITE response OR UPDATE response).

c8:
IF A.4/43 AND A.5/17 THEN o ELSE n/a - - the SIP Referred-By mechanism and REFER response.

c9:
IF A.4/43 AND A.5/17 THEN m ELSE n/a - - the SIP Referred-By mechanism and REFER response.

c10:
IF A.4/44 THEN m ELSE o - - the Session Inititation Protocol (SIP) "Replaces" header.

c20:
IF A.4/41 THEN m ELSE n/a


PROPOSED CHANGE

A.2.1.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c24
	c24
	[56B] 9.2
	n/a
	n/a

	2
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	3
	Allow-Events
	[26] 7.2.2
	c1
	c1
	[26] 7.2.2
	c2
	c2

	4
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	7
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	8
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	9
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	14
	Event
	[28] 8.2.1
	m
	m
	[28] 8.2.1
	m
	m

	15
	Expires
	[26] 20.19, [70] 11.1.1
	o (note 1)
	o (note 1)
	[26] 20.19, [70] 11.1.1
	m
	m

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17
	In-Reply-To
	[26] 20.21
	o
	o
	[26] 20.21
	o
	o

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	21
	P-Access-Network-Info
	[52] 4.4
	c15
	c16
	[52] 4.4
	c15
	c17

	22
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c11
	c11

	23
	P-Called-Party-ID
	[52] 4.2
	x
	x
	[52] 4.2
	c13
	c13

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c21
	[52] 4.5
	c20
	c21

	25
	P-Charging-Vector
	[52] 4.6
	c18
	c19
	[52] 4.6
	c18
	c19

	26
	P-Preferred-Identity
	[34] 9.2
	c11
	c7
	[34] 9.2
	n/a
	n/a

	27
	P-Visited-Network-ID
	[52] 4.3
	x (note 3)
	x
	[52] 4.3
	c14
	n/a

	28
	Priorità
	[26] 20.26
	o
	o
	[26] 20.26
	o
	o

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c12
	c12

	30
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	31
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	33
	Reject-Contact
	[56B] 9.2
	c22
	c22
	[56B] 9.2
	n/a
	n/a

	33A
	Referred-By
	[59] 3
	c25
	c25
	[59] 3
	c26
	c26

	34
	Request-Disposition
	[56B] 9.1
	c22
	c22
	[56B] 9.1
	n/a
	n/a

	35
	Reply-To
	[26] 20.31
	o
	o
	[26] 20.31
	o
	o

	36
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	38
	Security-Client
	[48] 2.3.1
	c9
	c9
	[48] 2.3.1
	n/a
	n/a

	39
	Security-Verify
	[48] 2.3.1
	c10
	c10
	[48] 2.3.1
	n/a
	n/a

	40
	SIP-If-Match
	[70] 11.3.2
	o
	o
	[70] 11.3.2
	m
	m

	41
	Subject
	[26] 20.36
	o
	o
	[26] 20.36
	o
	o

	42
	Supported
	[26] 20.37, [26] 7.1
	o
	o
	[26] 20.37, [26] 7.1
	m
	m

	43
	Timestamp
	[26] 20.38
	c6
	c6
	[26] 20.38
	m
	m

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c10:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c24:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c26:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.

NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	o
	o
	[26] 24.9
	m
	m

	3
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	4
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	5
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	12
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	13
	P-Access-Network-Info
	[52] 4.4
	c5
	c6
	[52] 4.4
	c5
	c7

	14
	P-Asserted-Identity
	[34] 9.1
	n/a
	n/a
	[34] 9.1
	c3
	c3

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c10
	c11
	[52] 4.5
	c10
	c11

	16
	P-Charging-Vector
	[52] 4.6
	c8
	c9
	[52] 4.6
	c8
	c9

	17
	P-Preferred-Identity
	[34] 9.2
	c3
	x
	[34] 9.2
	n/a
	n/a

	18
	Privacy
	[33] 4.2
	c4
	c4
	[33] 4.2
	c4
	c4

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	m
	m

	20
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	o
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c5:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c6:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c7:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c8:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c11:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - 200 (OK)

Table A.104D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Expires
	[26] 20.19, [70] 11.1.1
	m
	m
	[26] 20.19, [70] 11.1.1
	m
	m

	4
	SIP-Etag
	[70] 11.3.1
	m
	m
	[70] 11.3.1
	m
	m

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11 OR A.6/12 OR A.6/35 - - 3xx or 485 (Ambiguous)

Table A.104E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	3
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – 401 (Unauthorized)

Table A.104F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.104G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/18 - - 405 (Method Not Allowed)

Table A.104H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - 407 (Proxy Authentication Required)

Table A.104I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	5
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - 415 (Unsupported Media Type)

Table A.104J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	4
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	5
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - 420 (Bad Extension)

Table A.104K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	4
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/28 OR A.6/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.104L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/29 - - 423 (Interval Too Brief)

Table A.104M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Min-Expires
	[26] 20.23, [70] 11.1.1
	m
	m
	[26] 20.23, [70] 11.1.1
	m
	m

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/34 - - 484 (Address Incomplete)

Table A.104N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - 489 (Bad Event)

Table A.104O: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	m
	m

	3
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Prerequisite A.5/15B - - PUBLISH response

Table A.104P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


PROPOSED CHANGE

A.2.1.4.14
UPDATE method

Prerequisite A.5/22 - - UPDATE request

Table A.150: Supported headers within the UPDATE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	1A
	Accept-Contact
	[56B] 9.2
	c20
	c20
	[56B] 9.2
	n/a
	n/a

	2
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	4
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	5
	Allow-Events
	[28] 7.2.2
	c2
	c2
	[28] 7.2.2
	c3
	c3

	6
	Authorization
	[26] 20.7
	c4
	c4
	[26] 20.7
	c4
	c4

	7
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	9
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	10
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	11
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	12
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	13
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	14
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	15
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	16
	Date
	[26] 20.17
	c5
	c5
	[26] 20.17
	m
	m

	17
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	n/a

	19
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	19A
	Min-SE
	[58] 5
	c21
	c21
	[58] 5
	c21
	c21

	20
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	20A
	P-Access-Network-Info
	[52] 4.4
	c11
	c12
	[52] 4.4
	c11
	c13

	20B
	P-Charging-Function-Addresses
	[52] 4.5
	c16
	c17
	[52] 4.5
	c16
	c17

	20C
	P-Charging-Vector
	[52] 4.6
	c14
	c15
	[52] 4.6
	c14
	c15

	20D
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	21
	Proxy-Authorization
	[26] 20.28
	c10
	c10
	[26] 20.28
	n/a
	n/a

	22
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	22A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	23
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	23A
	Referred-By
	[59] 3
	c22
	c22
	[59] 3
	c23
	c23

	23B
	Reject-Contact
	[56B] 9.2
	c20
	c20
	[56B] 9.2
	n/a
	n/a

	23C
	Request-Disposition
	[56B] 9.1
	c20
	c20
	[56B] 9.1
	n/a
	n/a

	24
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	25A
	Security-Client
	[48] 2.3.1
	c18
	c18
	[48] 2.3.1
	n/a
	n/a

	25B
	Security-Verify
	[48] 2.3.1
	c19
	c19
	[48] 2.3.1
	n/a
	n/a

	25C
	Session-Expires
	[58] 4
	c21
	c21
	[58] 4
	c21
	c21

	26
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	27
	Timestamp
	[26] 20.38
	c9
	c9
	[26] 20.38
	m
	m

	28
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	29
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	30
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c2:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c4:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c5:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c10:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c11:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c12:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c13:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c14:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c15:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c16:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c17:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c18:
IF A.4/37 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c19:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c20:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c21: 

IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c22:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c23:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].


Prerequisite A.5/22 - - UPDATE request

Table A.151: Supported message bodies within the UPDATE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/23 - - UPDATE response

Table A.152: Supported headers within the UPDATE response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	o
	o
	[26] 20.9
	o
	o

	2
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	3
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	4
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	10
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	10A
	Organization
	[26] 20.25
	o
	o
	[26] 20.25
	o
	o

	10B
	P-Access-Network-Info
	[52] 4.4
	c4
	c5
	[52] 4.4
	c4
	c6

	10C
	P-Charging-Function-Addresses
	[52] 4.5
	c9
	c10
	[52] 4.5
	c9
	c10

	10D
	P-Charging-Vector
	[52] 4.6
	c7
	c8
	[52] 4.6
	c7
	c8

	10E
	Privacy
	[33] 4.2
	c3
	n/a
	[33] 4.2
	c3
	n/a

	10F
	Require
	[26] 20.31
	m
	m
	[26] 20.31
	m
	m

	10G
	Server
	[26] 20.35
	o
	o
	[26] 20.35
	o
	o

	11
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	12
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	12A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	13
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	14
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c5:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c6:
IF A.4/34 AND (A.3/7A OR A.3/7D) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA or AS acting as third-party call controller.

c7:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c8:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c9:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c10:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/6 - - 2xx

Table A.153: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	o
	o
	[26] 20.1
	m
	m

	0B
	Accept-Encoding
	[26] 20.2
	o
	o
	[26] 20.2
	m
	m

	0C
	Accept-Language
	[26] 20.3
	o
	o
	[26] 20.3
	m
	m

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Authentication-Info
	[26] 20.6
	c1
	c1
	[26] 20.6
	c2
	c2

	3
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	m
	m

	4
	Session-Expires
	[58] 4
	c3
	c3
	[58] 4
	c3
	c3

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c3: 

IF A.4/42 THEN m ELSE n/a - - the SIP session timer


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11 OR A.6/12 - - 3xx

Table A.154: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Contact
	[26] 20.10
	o
	o
	[26] 20.10
	o
	o

	3
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	7
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/14 - - 401 (Unauthorized)

Table A.154A: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Proxy-Authenticate
	[26] 20.27
	o
	
	[26] 20.27
	o
	

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	6
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	m
	m

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.155: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	5
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o

	7
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/18 - - 405 (Method Not Allowed)

Table A.156: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	m
	m

	3
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	7
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/20 - - 407 (Proxy Authentication Required)

Table A.157: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[26] 20.27
	c1
	c1
	[26] 20.27
	c1
	c1

	7
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	8
	WWW-Authenticate
	[26] 20.44
	o
	o
	[26] 20.44
	o
	o

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/25 - - 415 (Unsupported Media Type)

Table A.158: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	o.1
	o.1
	[26] 20.1
	m
	m

	2
	Accept-Encoding
	[26] 20.2
	o.1
	o.1
	[26] 20.2
	m
	m

	3
	Accept-Language
	[26] 20.3
	o.1
	o.1
	[26] 20.3
	m
	m

	4
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	6
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	10
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/27 - - 420 (Bad Extension)

Table A.159: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	7
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	m
	m


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/28 OR A.6/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.159A: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Security-Server
	[48] 2
	x
	x
	[48] 2
	c1
	c1

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/35 - - 485 (Ambiguous)

Prerequisite A.5/23 - - UPDATE response

Prerequisite: A.6/28A - - 422 (Session Interval Too Small)

Table A.159B: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Min-SE
	[58] 5
	c1
	c1
	[58] 5
	c1
	c1

	c1: 
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.


Table A.160: Supported headers within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Contact
	[26] 20.10
	o (note)
	o
	[26] 20.10
	m
	m

	3
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	7
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/23 - - UPDATE response

Table A.161: Supported message bodies within the UPDATE response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


PROPOSED CHANGE

A.2.2.4.1
Status-codes

Table A.164: Supported-status codes 

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	100 (Trying)
	[26] 21.1.1
	c1
	c1
	[26] 21.1.1
	c2
	c2

	2
	180 (Ringing)
	[26] 21.1.2
	c3
	c3
	[26] 21.1.2
	c3
	c3

	3
	181 (Call Is Being Forwarded)
	[26] 21.1.3
	c3
	c3
	[26] 21.1.3
	c3
	c3

	4
	182 (Queued)
	[26] 21.1.4
	c3
	c3
	[26] 21.1.4
	c3
	c3

	5
	183 (Session Progress)
	[26] 21.1.5
	c3
	c3
	[26] 21.1.5
	c3
	c3

	6
	200 (OK)
	[26] 21.2.1
	
	
	[26] 21.2.1
	
	

	7
	202 (Accepted)
	[28] 8.3.1
	c4
	c4
	[28] 8.3.1
	c4
	c4

	8
	300 (Multiple Choices)
	[26] 21.3.1
	
	
	[26] 21.3.1
	
	

	9
	301 (Moved Permanently)
	[26] 21.3.2
	
	
	[26] 21.3.2
	
	

	10
	302 (Moved Temporarily)
	[26] 21.3.3
	
	
	[26] 21.3.3
	
	

	11
	305 (Use Proxy)
	[26] 21.3.4
	
	
	[26] 21.3.4
	
	

	12
	380 (Alternative Service)
	[26] 21.3.5
	
	
	[26] 21.3.5
	
	

	13
	400 (Bad Request)
	[26] 21.4.1
	m
	m
	[26] 21.4.1
	i
	i

	14
	401 (Unauthorized)
	[26] 21.4.2
	
	
	[26] 21.4.2
	
	

	15
	402 (Payment Required)
	[26] 21.4.3
	
	
	[26] 21.4.3
	
	

	16
	403 (Forbidden)
	[26] 21.4.4
	
	
	[26] 21.4.4
	
	

	17
	404 (Not Found)
	[26] 21.4.5
	
	
	[26] 21.4.5
	
	

	18
	405 (Method Not Allowed)
	[26] 21.4.6
	
	
	[26] 21.4.6
	
	

	19
	406 (Not Acceptable)
	[26] 21.4.7
	
	
	[26] 21.4.7
	
	

	20
	407 (Proxy Authentication Required)
	[26] 21.4.8
	
	
	[26] 21.4.8
	
	

	21
	408 (Request Timeout)
	[26] 21.4.9
	
	
	[26] 21.4.9
	
	

	22
	410 (Gone)
	[26] 21.4.10
	
	
	[26] 21.4.10
	
	

	22A
	412 (Precondition Failed)
	[70] 11.2.1
	c20
	c20
	[70] 11.2.1
	c20
	c20

	23
	413 (Request Entity Too Large)
	[26] 21.4.11
	
	
	[26] 21.4.11
	
	

	24
	414 (Request-URI Too Large)
	[26] 21.4.12
	
	
	[26] 21.4.12
	
	

	25
	415 (Unsupported Media Type)
	[26] 21.4.13
	
	
	[26] 21.4.13
	
	

	26
	416 (Unsupported URI Scheme)
	[26] 21.4.14
	
	
	[26] 21.4.14
	
	

	27
	420 (Bad Extension)
	[26] 21.4.15
	
	
	[26] 21.4.15
	
	

	28
	421 (Extension Required)
	[26] 21.4.16
	
	
	[26] 21.4.16
	
	

	28A
	422 (Session Interval Too Small)
	[58] 6
	c8
	c8
	[58] 6
	c8
	c8

	29
	423 (Interval Too Brief)
	[26] 21.4.17
	c5
	c5
	[26] 21.4.17
	c6
	c6

	29A
	429 (Provide Referrer Identity)
	[59] 5
	c9
	c9
	[59] 5
	c9
	c9

	30
	480 (Temporarily not available)
	[26] 21.4.18
	
	
	[26] 21.4.18
	
	

	31
	481 (Call /Transaction Does Not Exist)
	[26] 21.4.19
	m
	m
	[26] 21.4.19
	i
	i

	32
	482 (Loop Detected)
	[26] 21.4.20
	
	
	[26] 21.4.20
	
	

	33
	483 (Too Many Hops)
	[26] 21.4.21
	
	
	[26] 21.4.21
	
	

	34
	484 (Address Incomplete)
	[26] 21.4.22
	
	
	[26] 21.4.22
	
	

	35
	485 (Ambiguous)
	[26] 21.4.23
	
	
	[26] 21.4.23
	
	

	36
	486 (Busy Here)
	[26] 21.4.24
	
	
	[26] 21.4.24
	
	

	37
	487 (Request Terminated)
	[26] 21.4.25
	
	
	[26] 21.4.25
	
	

	38
	488 (Not Acceptable Here)
	[26] 21.4.26
	m
	m
	[26] 21.4.26
	i
	i

	39
	489 (Bad Event)
	[28] 7.3.2
	c4
	c4
	[28] 7.3.2
	c4
	c4

	40
	491 (Request Pending)
	[26] 21.4.27
	
	
	[26] 21.4.27
	
	

	41
	493 (Undecipherable)
	[26] 21.4.28
	
	
	[26] 21.4.28
	
	

	41A
	494 (Security Agreement Required)
	[48] 2
	c7
	c7
	[48] 2
	n/a
	n/a

	42
	500 (Internal Server Error)
	[26] 21.5.1
	
	
	[26] 21.5.1
	
	

	43
	501 (Not Implemented)
	[26] 21.5.2
	
	
	[26] 21.5.2
	
	

	44
	502 (Bad Gateway)
	[26] 21.5.3
	
	
	[26] 21.5.3
	
	

	45
	503 (Service Unavailable)
	[26] 21.5.4
	
	
	[26] 21.5.4
	
	

	46
	504 (Server Time-out)
	[26] 21.5.5
	
	
	[26] 21.5.5
	
	

	47
	505 (Version not supported)
	[26] 21.5.6
	
	
	[26] 21.5.6
	
	

	48
	513 (Message Too Large)
	[26] 21.5.7
	
	
	[26] 21.5.7
	
	

	49
	580 (Precondition Failure)
	[30] 8
	
	
	[30] 8
	
	

	50
	600 (Busy Everywhere)
	[26] 21.6.1
	
	
	[26] 21.6.1
	
	

	51
	603 (Decline)
	[26] 21.6.2
	m
	m
	[26] 21.6.2
	i
	i

	52
	604 (Does Not Exist Anywhere)
	[26] 21.6.3
	
	
	[26] 21.6.3
	
	

	53
	606 (Not Acceptable)
	[26] 21.6.4
	
	
	[26] 21.6.4
	
	

	c1:
IF A.162/15 THEN m ELSE n/a - - stateful proxy.

c2:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.

c3:
IF A.163/9 THEN m ELSE n/a - - INVITE response.

c4:
IF A.162/27 THEN m ELSE n/a - - SIP specific event notification.

c5:
IF A.163/19 OR A.163/21 THEN m ELSE n/a - - REGISTER response or SUBSCRIBE response.

c6:
IF A.163/19 OR A.163/21 THEN i ELSE n/a - - REGISTER response or SUBSCRIBE response.

c7:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c8: 

IF A.162/52 THEN m ELSE n/a - - the SIP session timer.

c9:
IF A.162/53 AND A.163/17 THEN m ELSE n/a - - the SIP Referred-By mechanism and REFER response.

c20:
IF A.4/51 THEN m ELSE n/a


PROPOSED CHANGE

A.2.2.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	2
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	3
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c29
	c29

	4
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 24.9
	m
	m
	[26] 24.9
	c4
	c4

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[70] 11.1.1
	m
	m
	[70] 11.1.1
	m
	m

	15
	Expires
	[26] 20.19, [70] 11.1.1
	m
	m
	[26] 20.19, [70] 11.1.1
	i
	i

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17
	In-Reply-To
	[26] 20.21
	m
	m
	[26] 20.21
	i
	i

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	19
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	20
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	21
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	22
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	23
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	25
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	26
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c9
	c9

	27
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	28
	Priorità
	[26] 20.26
	m
	m
	[26] 20.26
	i
	i

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	30
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c7
	c7

	31
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c1
	c1

	33
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	34
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	34A
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	35
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	36
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	38
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	39
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c26
	c26

	40
	SIP-If-Match
	[70] 11.3.2
	m
	m
	[70] 11.3.2
	i
	i

	41
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	42
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	43
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND A.3/3 THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF.

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.162/47 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 1).

c26:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension (note 2).

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

	NOTE 1:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.

NOTE 2:
c29 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/15A - - PUBLISH request

Table A.260B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/15B - - PUBLISH response

Table A.260C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Call-Info
	[26] 24.9
	m
	m
	[26] 24.9
	c3
	c3

	3
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	4
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	5
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	10
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	12
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c2
	c2

	13
	P-Access-Network-Info
	[52] 4.4
	c13
	c13
	[52] 4.4
	c14
	c14

	14
	P-Asserted-Identity
	[34] 9.1
	c5
	c5
	[34] 9.1
	c6
	c6

	15
	P-Charging-Function-Addresses
	[52] 4.5
	c11
	c11
	[52] 4.5
	c12
	c12

	16
	P-Charging-Vector
	[52] 4.6
	c9
	n/a
	[52] 4.6
	c10
	n/a

	17
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c4
	n/a

	18
	Privacy
	[33] 4.2
	c7
	c7
	[33] 4.2
	c8
	c8

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c15
	c15

	20
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	21
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	22
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	23
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	24
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	25
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c9:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c10:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c11:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c12:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c13:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c14:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c15:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/7 - - 200 (OK)

Table A.260D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	3
	Expires
	[26] 20.19, [70] 11.1.1
	m
	m
	[26] 20.19, [70] 11.1.1
	i
	i

	4
	SIP-Etag
	[70] 11.3.1
	m
	m
	[70] 11.3.1
	i
	i

	5
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 OR A.164/35 - - 3xx or 485 (Ambiguous)

Table A.260E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	c1
	c1

	3
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - 401 (Unauthorized)

Table A.260F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.260G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/18 -- 405 (Method Not Allowed)

Table A.260H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/20 - - 407 (Proxy Authentication Required)

Table A.260I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Proxy-Authenticate
	[26] 20.27
	m
	m
	[26] 20.27
	m
	m

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	5
	WWW-Authenticate
	[26] 20.44
	m
	m
	[26] 20.44
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/25 -- 415 (Unsupported Media Type)

Table A.260J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	4
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	5
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	6
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/27 - - 420 (Bad Extension)

Table A.260K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	4
	Unsupported
	[26] 20.40
	m
	m
	[26] 20.40
	c3
	c3

	c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/28 OR A.164/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.260L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	o
	o
	[26] 20.5
	m
	m

	2
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o

	3
	Security-Server
	[48] 2
	c1
	c1
	[48] 2
	n/a
	n/a

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	m
	m

	c1:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/29 - - 423 (Interval Too Brief)

Table A.260M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	o
	
	[26] 20.18
	o
	

	3
	Min-Expires
	[26] 20.23, [70] 11.1.1
	m
	m
	[26] 20.23, [70] 11.1.1
	i
	i

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/34 - - 484 (Address Incomplete)

Table A.260N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i

	3
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/39 - - 489

Table A.260O: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Allow-Events
	[28] 8.2.2
	m
	m
	[28] 8.2.2
	i
	i

	3
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Prerequisite A.163/17 - - PUBLISH response

Table A.260P: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
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