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Introduction

The key to interpret the TLS based signaling flows is added.

===== BEGIN CHANGE =====

F.2.2
Key required to interpret signalling flows


The following key (rules) have been applied to TLS handshake signalling flows to improve readability, reduce errors and increase maintainability:

a)
The description of TLS messages and their fields are identified by three fields: “TLS.MESSAGE.FIELD”:
-
“TLS” identifies that the message is a TLS message;
-
“MESSAGE” identifies the name of the TLS message (e.g., ClientHello);
-
“FIELD” identifies the name of the TLS message field (e.g., client_version).
An example being “TLS.ClientHello.client_version”, which identifies TLS message “ClientHello” and its data field “client_version”. The possible TLS message and TLS message field names as well as their encoding to the TLS protocol are specified in IETF TLS related specifications such as IETF RFC 2246 [10] and IETF RFC 3546 [17].
b)
If multiple TLS messages are sent in sequence from one entity to another this described as one step.
-
the figures describe the sending of multiple TLS messages in one step by listing the TLS message names in separate lines;

-
the description of the step contains the explanation of the messages and their parameters as described in bullet a).
c)
In order to differentiate between TLS messages and other protocol messages, the TLS messages are marked with simple arrow line, and all non-TLS messages with block arrows.

d)
The flows show the signalling exchanges between the following functional entities:

-
User Equipment (UE);

-
Bootstrapping Server Function (BSF);

-
Network Application Function (NAF).
===== END CHANGE =====




