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1. Overview

SA3 received a Liaison Statement from Wi-Fi Alliance, via 3GPP SA2 WG, including a Request for Comment on the Marketing Requirement Document Draft Version 1.0.

SA3 has requested comments to all members and the only one given is the following:

In 4.1.2 "User experience", the MRD seems to give recommendations rather than mandatory requirements. It should be stated that the most secure mechanism must prevail, instead of giving always the choice to the user which has no idea about security mechanisms. In the case “authentication directly with hotspot”, the user should be forced to authenticate with the most secure method (if available): for example, if the user has a (U)SIM, it should use an authentication method associated to it, instead of authenticate with user/password.

2. Action

SA3 kindly asks Wi-Fi Alliance to consider the comment expressed above.
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