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Introduction

At the last meeting of CN1, a document was discussed with regard to the support of the Pi reference point. As a result, a liaison statement was sent to SA2 (N1-040734) and a reply to that liaison statement has been received.

The proposal in this contribution for procedures for the Pi reference point is in alignment with the liaison response from SA2.

Proposal

The following changes are proposed to clause 5 of 24.841.

5
SIP related procedures

5.1
Introduction

5.2
Functional entities

5.2.1
User Equipment (UE)

A UE shall implement the role of a PUA (see subclause 5.3.1), a watcher (see subclause 5.3.2) or both.

5.2.2
Application Server (AS)

An application server may implement either of the roles of a PUA (see subclause 5.3.1), Watcher (see subclause 5.3.2), PS (see subclause 5.3.3), RLS (see subclause 5.3.4), or PNA.

For this version of the document, the interface between the PNA and the PS is not defined.
5.3
Roles

5.3.1
Presence User Agent (PUA)

5.3.1.1
General

A PUA is an entity that provides presence information to a PS.

In addition to the procedures specified in subclause 5.3.1, the PUA shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the PUA is implemented.

Editor's Note: There is a need for a mechanism to let the IMS network and/or PS control the rate at which PUAs generate PUBLISH requests. Unless referenced IETF specifications provide support for implementation of this kind of control, such a mechanism or guidance on max rates must be identified and described here.

5.3.1.2
Publication of presence information

When the PUA intends to publish its own view of the presentity’s presence information it shall generate a PUBLISH request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-03 [17].

The PUA shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [15] together with the Presence Information Data Format (PIDF) extensions defined in draft-ietf-simple-rpid-03 [20].

The PUA may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [26].

The PUA may implement location information according to the format defined in draft-ietf-geopriv-pidf-lo-01 [31].

NOTE 1
The categorisation of presence attributes to generic information attributes and communication address specific attributes is done using the <contacttype> element. The value of the <contacttype> element categorises the content of the tuple in such a way that the value "presentity" denotes general information about the presentity and the value "service" denotes the communication mean specific information. The presence document consists of one or more tuples describing the presentity related information and one or more tuples describing information about different communication means.

The eXtensible Markup Language (XML) Schema Definition of the "application/pidf+xml" format or the "application/pidf-partial+xml" format cover the definition of the 3GPP subscriber's presence attributes and the PUA shall perform the following mapping:

-
the communication address (containing communication means, status and contact address) attribute and the priority attribute are represented by a <tuple> element including a basic <status> element and one or more <contact> elements containing a priority attribute as defined in draft-ietf-impp-cpim-pidf-08 [15]. 

The PUA represents the subscriber's status by including a <contact-type> element defined in draft-ietf-simple-rpid-03 [20] with the value "presentity" and a basic <status> element defined in draft-ietf-impp-cpim-pidf-08 [15]. In order to express more granularity in values, <activity> and <privacy> elements both defined in draft-ietf-simple-rpid-03 [20] can be used inside the <status> elements. Further PIDF extensions as defined in draft-ietf-simple-cipid-01 [26] can also be used.

In case of including multiple presentity related tuples in the presence document, all the presentity related tuples except one contains information about an alternate contact related to the presentity; the type of the alternate contact shall be indicated using the <relationship> element defined in draft-ietf-simple-rpid-03 [20];

NOTE 2:
draft-ietf-simple-rpid-03 [20] defines also other values of the <contact-type> element. Those values can be used to create additional categories.
-
the text attribute is represented by the <note> element as defined in draft-ietf-impp-cpim-pidf-08 [11]; and

-
the location attribute is represented by the elements defined in draft-ietf-geopriv-pidf-lo-01 [31] and the <placetype> element defined in draft-ietf-simple-rpid-03 [20].

NOTE 3:
Only information elements relevant for the application is included in the PUBLISH request. Attributes not relevant or available (e.g. the text attribute or the location attribute) are omitted.

The PUA shall implement draft-ietf-simple-prescaps-ext-00 [19] if it wants to make use of SIP user agent in the presence document. The extension may be used for describing the type of the service described by the presence tuple.

The PUA shall implement the "multipart/related" content type as described in RFC 2387 [9] if it wants to aggregate other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type. 

When a presence attribute has a value of a MIME object, the PUA shall either:

a)
publish the presence document utilising the "multipart/related" content-type in the PUBLISH request; or

b)
make use of content indirection.

Editor’s Note: Description  of content indirection is FFS. The procedure below covers partially the procedure, but further refinement is needed:
Store the MIME object behind an HTTP URI on the PS and include the HTTP URI as a value of the corresponding XML element in the published "application/pidf+xml" presence document referencing the stored object. When storing a MIME object on the PS, the PUA shall:
 -  construct as many HTTP URIs as many objects to be stored;
 -  formulate every HTTP URI according to a predefined directory structure; and
 -  store the objects on the PS behind the HTTP URI(s) created in the previous step using standard HTTP procedures as defined in RFC 2616 [10].

The PUA may indicate its support for partial publishing by including the "application/pidf-partial+xml" content type as described in draft-ietf-simple-partial-pidf-format-00 [32]. The initial PUBLISH request shall contain the full publication, where the state attribute is set to value "full".

On successful response from the PS, the PUA in subsequent PUBLISH requests shall generate partial publications, where the state attribute is set to value “partial”.

If the PUA receives a 415 (Unsupported Media Type) response to the PUBLISH request with "application/pidf+xml" in the Accept header field, the PUA shall send a PUBLISH request including the "application/pidf+xml".content type.

Editor’s Note: The above procedures on partial publishing will be replaced by references to the IETF draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.

The PUA shall update the presence information, either 600 seconds before the publication expiration time if the publication period indicated from the PS in the response to the PUBLISH request was for greater than 1200 seconds, or when half of the time has expired if the publication period was for 1200 seconds or less, unless the UE has determined that an update to the presence information is not required.

When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall publish a tuple for every value it intends to show, all including a different value of the same presence attribute. The PUA shall label different information with different value of the <class> element in every published tuple as defined in draft-ietf-simple-rpid-03 [20]. The PUA shall also authorize different tuples to different watchers or watcher groups by manipulating the subscription authorisation policy as defined in subclause 6.3.1.2. 

5.3.1.3
Subscription for the watcher information event template package

Upon activation of the presence service, the PUA application shall subscribe for the watcher information state changes in accordance with draft-ietf-simple-winfo-package-05 [22] and draft-ietf-simple-winfo-format-04 [23].
The PUA application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-filter-funct-00 [25].

5.3.2
Watcher

5.3.2.1
General

A watcher is an entity that is subscribed or requests presence information about a presentity from the PS.

In addition to the procedures specified in subclause 5.3.2, the watcher shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the watcher is implemented.

5.3.2.2
Subscription for presence information state changes and notification acceptance

When the watcher application intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [14] and draft-ietf-simple-presence-10 [21].
The watcher application shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [15] together with the PIDF extensions defined in draft-ietf-simpl-rpid-03 [20] and draft-ietf-simple-cipid-01 [26].
The watcher application shall implement draft-ietf-simple- prescaps-ext-00 [19] in order to be able to understand SIP user agent capabilities extensions included in the presence document. The extension may be used by the watcher application for interpreting the type of the service described by the presence tuple.

The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

The watcher application may indicate its support for partial notification using the Accept header field in accordance with draft-ietf-simple-partial-notify-01 [18].

The watcher application shall interpret the received presence information according to the following:

a)
a tuple including a <contact-type> element as defined in draft-ietf-simple-rpid-03 [20] with the value "presentity" means general information about the presentity;

b)
a tuple including a <relationship> element and <contact-type> element with the value "presentity" as defined in draft-ietf-simple-rpid-03 [20] means information about an alternate contact to the presentity;
c)
a tuple including a <contact-type> element as defined in draft-ietf-simple-rpid-03 [20] with the value "service" means communication mean specific information. The communication mean described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in draft-ietf-impp-cpim-pidf-08 [15]. If the URI scheme of the contact address information does  provide ambiguous information about the communication means, the watcher application shall further examine other elements of the tuple to decide the communication mean, e.g., the <methods> and different media type specific elements as defined in draft-ietf-simple-prescaps-ext-00 [19], the <relationship> element as defined in draft-ietf-simple-rpid-03 [20] or other possible application specific extensions.

5.3.2.3
Subscription for presence information state changes of presentity collections

When the watcher application intends to subscribe for presence information state changes of a presentity collection, it shall generate a SUBSCRIBE request in accordance with draft-ietf-simple-event-list-04 [16], additionally to the procedures described in subclause 5.3.2.2.

5.3.2.4
Subscription for the watcher information event template package

Upon activation of the presence service, the watcher application may subscribe recursively for the watcher information state changes in accordance with draft-ietf-simple-winfo-package-05 [22] and draft-ietf-simple-winfo-format-04 [23].
The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

5.3.3
Presence Server (PS)

5.3.3.1
General

A PS is an entity that accepts, stores, and distributes presence information.

In addition to the procedures specified in subclause 5.3.3, the PS shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the PS is implemented.

5.3.3.2
Subscription acceptance to presence information and notification of state changes

When the PS receives a SUBSCRIBE request for the presence information event package, the PS shall first attempt to verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [14] and draft-ietf-simple-presence-10 [21].

Additionally, in the special case of a watcher subscription, if according to the subscription authorization policy the watcher is not in the list of authorized watchers and the PUA has a valid watcher information subscription, see draft-ietf-simple-winfo-package-05 [22], then, the PS shall inform the PUA about the watcher subscription attempt.

If the watcher application has indicated the need for partial notification using the Accept header field, then the PS shall generate partial notifications in accordance with draft-ietf-simple-partial-notify-01 [18] and draft-ietf-simple-partial-pidf-format-00 [32].
If the body of the SUBSCRIBE request from the watcher contains filters, the PS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

If the watcher application has indicated support for the "multipart/related" content type using the Accept header field, then the PS may generate notifications including "application/pidf+xml" content type aggregated with other objects in accordance with RFC 2387 [9]. In this case, the PS shall modify the value of the presence attribute in the PIDF document to refer to the object included in the multipart.
5.3.3.3
Publication acceptance of presence information

The PS shall act as an Event State Compositor (ESC).

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful authentication and authorization, the PS shall process the PUBLISH request in accordance with draft-ietf-sip-publish-03 [17].

If the PUBLISH request indicated support for partial publishing using the "application/pidf-partial+xml" content-type described in draft-ietf-simple-partial-pidf-format-00 [32] and if the PS supports partial publishing, the PS shall process the PUBLISH request in accordance with draft-ietf-sip-publish-03 [17]. If the PS does not support partial publishing, then the PS shall send a 415 (Unsupported Media Type) response with "application/pidf+xml" in the Accept header field.

Editor’s Note: The above procedures on partial publishing will be replaced by references to the IETF draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.

5.3.3.4
Subscription acceptance to watcher information and notification of state changes

When the PS receives a SUBCRIBE request for the watcher information event template package, the PS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the PS shall generate a response to the SUBSCRIBE request and notifications in accordance with RFC 3265 [14], draft-ietf-simple-winfo-package-05 [22] and draft-ietf-simple-winfo-format-04 [23].

If the body of the SUBSCRIBE request from the PUA contains filters, the PS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

5.3.4
Resource List Server (RLS)

5.3.4.1
General

The Resource List Server (RLS) is an implementation of the presence list server. TheRLS is an entity that accepts subscriptions to resource lists and sends notifications to update subscribers of the state of the resources in a resource list.

In addition to the procedures specified in subclause 5.3.4, the RLS shall support the procedures specified in 3GPP TS 24.229 [5] appropriate for an AS in which the RLS is implemented.

5.3.4.2
Subscription acceptance to resource lists and notification of state changes

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection, the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in subclause 8.1, then perform authorization according to subclause 8.2. In case of successful subscription, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simple-event-list-04 [16] by adding a Require header field with value 'eventlist' to the request.
If the body of the SUBSCRIBE request from the watcher contains filters, the RLS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [24] and draft-ietf-simple-event-filter-funct-00 [25].

5.3.4.3
Subscription to presence information 

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection and installs the corresponding subscription, the RLS shall resolve the list URI to individual URIs and generate SUBSCRIBE requests for each of the individual URIs as per the procedures in RFC 3265 [14], draft-ietf-simple-presence-10 [21] and draft-ietf-simple-event-list-04 [16] if the state information for the resource represented by the individual URI is otherwise not available.

Editor's note: There is a need for a mechanism that can protect an IMS network from list loops potentially caused by lists of lists. Unless referenced IETF specifications provide support for implementation of this kind of protection, a mechanism or restrictions on the usage of list of lists must be identified and described here.

5.4
Presence Network Agent (PNA)
5.4.1
General

For this version of the document, the interface between the PNA and the PS is not defined.


In addition to the procedures specified in subclause 5.3.3, the PS shall support the procedures specified in 3GPP TS 24.229 [5] appropriate to the functional entity in which the PS is implemented.

The PNA can collect presence information about the presentity from a number of core network entities. The PNA can combine information from various core network entities to form more complete presence information.
Among these core network entities, the S-CSCF uses SIP to deliver presence information to the PNA over the Pi reference point as follows.
1)
;

NOTE:
As part of the configuration of AS to provide a presence system, appropriate settings are downloaded to the initial filter criteria in the S-CSCF to ensure this occurs. The PNA will receive third-party REGISTER requests as specified in 3GPP TS 24.229 [5] subclause 5.4.1.7 and subclause 5.7.1.1.
5.4.2
Subscription to reg event package
On receiving a third-party REGISTER request which contains an Expires header with a non-zero value, the PNA shall, if no subscription already exists, subscribe to the reg event package for a particular user at the S-CSCF, as described in 3GPP TS 24.229 [5] subclause 5.7.1.1. As a result, the S-CSCF will then provide the presence-related information as reg event packages in NOTIFY requests to the PNA.

On receiving a third-party REGISTER request, the PNA may, if a subscription already exists, resubscribe to the reg event package for a particular user at the S-CSCF, as described in 3GPP TS 24.229 [5] subclause 5.7.1.1. As a result, the S-CSCF will then provide the presence-related information as reg event packages in NOTIFY requests to the PNA.
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