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This proposal introduces changes to the scope because of the introduction of the Wu reference point.

1
Scope

The present document specifies the I-WLAN selection, WLAN PLMN selection, WLAN Authentication and WLAN Access Authorization procedures used for the interworking of the 3GPP System and WLANs. In addition to these, this document also specifies the Tunnel management procedures used for establishing an end-to-end tunnel from the WLAN UE to the 3GPP network via the Wu reference point.
The present document is applicable to the WLAN User Equipment (UE) and the network. In this technical specification the network includes the WLAN and 3GPP network.  

I-WLAN selection and WLAN PLMN selection are performed between the WLAN UE and the WLAN. 

Authentication signalling is transported through 3GPP AAA proxies in roaming situations. This document does not specify additional functionality for 3GPP-AAA proxies.

WLAN authentication and authorization signalling is carried between WLAN-UE and WLAN by WLAN Access Technology specific protocols. The transport of WLAN authentication signalling in the PLMN networks is done over Wa/Wd reference point as defined in 3GPP TS 29.234 [3].

These procedures are defined in terms of EAP messages, which are encapsulated in RADIUS, and/or Diameter frames in the Wa/Wd reference point. Details of the security framework for the end-to-end WLAN authentication are covered in 3GPP TS 33.234 [5].  The transport of the end-to-end WLAN authentication signalling between WLAN and 3GPP network are covered in 3GPP TS 29.234 [3].
Tunnel management signalling is carried between WLAN-UE and WLAN by WLAN Access Technology specific protocols, however this signalling is transparent to the WLAN. 

Details of the security framework for the end-to-end tunnel establishment are covered in 3GPP TS 33.234 [5]. The transport of the Tunnel management signalling between WLAN and 3GPP network; and within the 3GPP network (i.e. PDG, 3GPP AAA server and WAG) are covered in 3GPP TS 29.234 [3].
Editor's note: For tunnel management the work division in 3GPP groups is as follows. SA3 takes care of security considerations related to the tunnel establishment. CN1 takes care of tunnel management issues related. CN4 takes care of internal signalling (e.g. for re-direction, 3GPP AAA Server – PDG functionality).
********************************** NEXT CHANGE *******************************************

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Wa
Reference point between a WLAN and a 3GPP AAA Server/Proxy (control signalling)

Wd 
Reference point between a 3GPP AAA Server and 3GPP AAA Proxy (control signalling)

Wu
Reference point between a WLAN UE and a Packet Data Gateway
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