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This document updates the re-authentication clause and introduces the concepts of full and fast re-authentication. This is done in order to be in line with SA3 TS 33.234 which was updated recently to follow this notation. 

6.1.1.1.5 
Re-authentication

EAP re-authentication can be full or fast. Full re-authentication means that a new full authentication procedure shall take place as the initial authentication procedure where new keys are generated in the WLAN UE and in the 3GPP AAA server. A fast re-authentication implies the so-called 're-authentication' procedure as specified in EAP SIM and EAP AKA.
In both EAP AKA and EAP SIM based authentication, the support of EAP re-authentication (both full and fast) is mandatory for the WLAN UE. 

By default, fast re-authentication should be enabled. If fast re-authentication is enabled and if the WLAN UE receives a re-authentication identity from the 3GPP AAA server (as specified in draft-arkko-pppext-eap-aka [9] and draft-haverinen-pppext-eap-sim [10]), then the UE shall temporarily store the information required for re-authentication and use the re-authentication identifier in the next EAP authentication. The information that the WLAN UE needs to store in order to use re-authentication are specified in EAP SIM and EAP AKA.
6.1.1.2. 
Re-authentication

EAP re-authentication can be full or fast. Full re-authentication means that a new full authentication procedure shall take place as the initial authentication procedure where new keys are generated in the WLAN UE and in the 3GPP AAA server. A fast re-authentication implies the so-called 're-authentication' procedure as specified in EAP SIM and EAP AKA.
The 3GPP AAA server shall support EAP re-authentication (both full and fast)  as specified in the draft-arkko-pppext-eap-aka [9] and draft-haverinen-pppext-eap-sim [10]. The usage of fast re-authentication is optional for the 3GPP AAA Server and defined by the home operator. 
The trigger for starting the EAP re-authentication procedure is left to operator policy. Operator's policies regarding EAP re-authentication may contain: a timer to control start of EAP re-authentication, a counter to control the maximum number of allowed fast re-authentications allowed before a full authentication shall be initiated towards the WLAN UE or a restriction on whether fast re-authentication is allowed to visiting subscribers.
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