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Introduction

During this meeting, the profiles for 24.229 are proposed to be updated to include the headers defined specifically for 3GPP, i.e.:

· Security-Client (for summary of usage see N1-030364)

· Security-Server (for summary of usage see N1-030365)

· Security-Verify (for summary of usage see N1-030366)

This contribution proposes equivalent documentation for the PUBLISH method, currently contained within 24.841.

In addition, similar changes are proposed related to these headers, which equate to the changes proposed in N1-030367

A separate contribution resolves the conflict between reference numbers already in 24.229 and those to be added to 24.229. This has been caused by the addition of new references to the base 24.229 specification.

Proposal

FIRST PROPOSED CHANGE
2
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SECOND PROPOSED CHANGE
7.5
Profiles of IETF RFCs for 3GPP usage

Editor's note: It is intended that material from this clause will be added to Annex A of TS 24.229. 

Editor's Note: this clause describes the PUBLISH method. 

Table A.4 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	SIMPLE Presence Publication Mechanism?
	[7.70]
	o
	c20

	
	
	
	
	

	c20:
IF (<AS> AND <presence server>) OR (<user equipment> AND <presence user agent>) THEN m ELSE IF <user equipment> AND NOT <presence user agent> THEN o ELSE n/a


Editor's note: The above items in <> require completion when the appropriate extensions are added to the roles table to support presence.

Table A.5 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	15B
	PUBLISH response
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.1.4.10A is added.

A.2.1.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.5/15A – PUBLISH request

Table A.104A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Allow-Events
	[7.28] 8.2.2
	c1
	c1
	[7.28] 8.2.2
	c2
	c2

	3
	Authorization
	[7.26] 20.7
	c3
	c3
	[7.26] 20.7
	c3
	c3

	4
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	4A
	Call-Info
	[7.26] 24.9
	o
	o
	[26] 24.9
	o
	o

	4C
	Content-Disposition
	[7.26] 20.11
	o
	o
	[7.26] 20.11
	m
	m

	4D
	Content-Encoding
	[7.26] 20.12
	o
	o
	[7.26] 20.12
	m
	m

	4E
	Content-Language
	[7.26] 20.13
	o
	o
	[7.26] 20.13
	m
	m

	6
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	7
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	m
	m

	8
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	9
	Date
	[7.26] 20.17
	c4
	c4
	[7.26] 20.17
	m
	m

	10
	Event
	[7.28] 8.2.1
	m
	m
	[7.28] 8.2.1
	m
	m

	11
	Expires
	[7.70] 3.6
	o (note 1)
	o (note 1)
	[7.70] 3.6
	m
	m

	12
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	12A
	In-Reply-To
	[7.26] 20.21
	o
	o
	[7.26] 20.21
	o
	o

	13
	Max-Forwards
	[7.26] 20.22
	o
	o
	[7.26] 20.22
	n/a
	n/a

	14
	MIME-Version
	[7.26] 20.24
	o
	o
	[7.26] 20.24
	m
	m

	15
	Organization
	[7.26] 20.25
	o
	o
	[7.26] 20.25
	o
	o

	15A
	P-Asserted-Identity
	[7.34] 9.1
	n/a
	n/a
	[7.34] 9.1
	c11
	c11

	15B
	P-Preferred-Identity
	[7.34] 9.2
	c11
	c7
	[7.34] 9.2
	n/a
	n/a

	15C
	Priority
	[7.26] 20.26
	o
	o
	[7.26] 20.26
	o
	o

	15D
	Privacy
	[7.33] 4.2
	c12
	c12
	[7.33] 4.2
	c12
	c12

	16
	Proxy-Authorization
	[7.26] 20.28
	c5
	c5
	[7.26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[7.26] 20.29
	o
	n/a
	[7.26] 20.29
	n/a
	n/a

	19A
	Reply-To
	[7.26] 20.31
	o
	o
	[7.26] 20.31
	o
	o

	20
	Require
	[7.26] 20.32
	o
	o
	[7.26] 20.32
	m
	m

	21
	Route
	[7.26] 20.34
	m
	m
	[7.26] 20.34
	n/a
	n/a

	21A
	Security-Client
	[7.48] 2.3.1
	c9
	c9
	[7.48] 2.3.1
	n/a
	n/a

	21B
	Security-Verify
	[7.48] 2.3.1
	c10
	c10
	[7.48] 2.3.1
	n/a
	n/a

	21C
	Subject
	[7.26] 20.36
	o
	o
	[7.26] 20.36
	o
	o

	22
	Supported
	[7.26] 20.37, [7.26] 7.1
	o
	o
	[7.26] 20.37, [7.26] 7.1
	m
	m

	23
	Timestamp
	[7.26] 20.38
	c6
	c6
	[7.26] 20.38
	m
	m

	24
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	25
	User-Agent
	[7.26] 20.41
	o
	o
	[7.26] 20.41
	o
	o

	26
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c7:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.4/30 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 2).

c10:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c11:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c12:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

	NOTE 1:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.
NOTE 2:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.


Prerequisite A.5/15A - - PUBLISH request

Table A.104B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	1A
	Call-Info
	[7.26] 24.9
	o
	o
	[7.26] 24.9
	m
	m

	1B
	Content-Disposition
	[7.26] 20.11
	o
	o
	[7.26] 20.11
	m
	m

	2
	Content-Encoding
	[7.26] 20.12
	o
	o
	[7.26] 20.12
	m
	m

	3
	Content-Language
	[7.26] 20.13
	o
	o
	[7.26] 20.13
	m
	m

	4
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	5
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	m
	m

	6
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	7
	Date
	[7.26] 20.17
	c1
	c1
	[7.26] 20.17
	m
	m

	8
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	9
	MIME-Version
	[7.26] 20.24
	o
	o
	[7.26] 20.24
	m
	m

	10
	Organization
	[7.26] 20.25
	o
	o
	[7.26] 20.25
	o
	o

	10A
	P-Asserted-Identity
	[7.34] 9.1
	n/a
	n/a
	[7.34] 9.1
	c3
	c3

	10B
	P-Preferred-Identity
	[7.34] 9.2
	c3
	x
	[7.34] 9.2
	n/a
	n/a

	10C
	Privacy
	[7.33] 4.2
	c4
	c4
	[7.33] 4.2
	c4
	c4

	10D
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	m
	m

	10E
	Server
	[7.26] 20.35
	o
	o
	[7.26] 20.35
	o
	o

	11
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	c2
	c2

	12
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	12A
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	13
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	14
	Warning
	[7.26] 20.43
	o
	o
	[7.26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c4:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

	NOTE:
For a 606 (Not Acceptable Here) response, this status is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/7 - - 200 (OK)

Table A.104D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Authentication-Info
	[7.26] 20.6
	c1
	c1
	[7.26] 20.6
	c2
	c2

	4
	Expires
	[7.70] 3.5
	m
	m
	[7.70] 3.5
	m
	m

	
	
	
	
	
	
	
	

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	c1:
IF A.4/7 THEN o ELSE n/a - - authentication between UA and UA.

c2:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11 OR A.6/12 OR A.6/35 - - 3xx or 485 (Ambiguous)

Table A.104E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Contact
	[7.26] 20.10
	o (note)
	o
	[7.26] 20.10
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	NOTE:
The strength of this requirement is RECOMMENDED rather than OPTIONAL.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/8 OR A.6/9 OR A.6/10 OR A.6/11OR A.6/12 – 401 (Unauthorized)

Table A.104F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[7.26] 20.27
	c1
	c1
	[7.26] 20.27
	c1
	c1

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	m
	m

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/36 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.104G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	6
	Retry-After
	[7.26] 20.33
	o
	o
	[7.26] 20.33
	o
	o

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/18 - - 405 (Method Not Allowed)

Table A.104H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	m
	m

	
	
	
	
	
	
	
	

	6
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/20 - - 407 (Proxy Authentication Required)

Table A.104I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	4
	Proxy-Authenticate
	[7.26] 20.27
	c1
	c1
	[7.26] 20.27
	c1
	c1

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	8
	WWW-Authenticate
	[7.26] 20.44
	o
	o
	[7.26] 20.44
	o
	o

	c1:
IF A.5/7 THEN m ELSE n/a - - support of authentication between UA and UA.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/25 - - 415 (Unsupported Media Type)

Table A.104J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[7.26] 20.1
	o.1
	o.1
	[7.26] 20.1
	m
	m

	2
	Accept-Encoding
	[7.26] 20.2
	o.1
	o.1
	[7.26] 20.2
	m
	m

	3
	Accept-Language
	[7.26] 20.3
	o.1
	o.1
	[7.26] 20.3
	m
	m

	3A
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	4
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	o.1
At least one of these capabilities is supported.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/27 - - 420 (Bad Extension)

Table A.104K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	8
	Unsupported
	[7.26] 20.40
	m
	m
	[7.26] 20.40
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/28 OR A.6/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.104L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	3
	Security-Server
	[7.48] 2
	x
	x
	[7.48] 2
	c1
	c1

	3
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	c1:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/34 - - 484 (Address Incomplete)

Table A.104M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m


Prerequisite A.5/15B - - PUBLISH response

Prerequisite: A.6/39 - - 489 (Bad Event)

Table A.104N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	1
	Allow-Events
	[7.28] 8.2.2
	m
	m
	[7.28] 8.2.2
	m
	m

	3
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	
	
	
	
	
	
	
	


Prerequisite A.5/15B - - PUBLISH response

Table A.104O: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.162 of 3GPP TS 24.229 is modified with the following additional row:

	
	Extensions
	
	
	

	
	
	
	
	

	xx
	SIMPLE Presence Publication Mechanism?
	[7.70]
	o
	m

	
	
	
	
	

	


Table A.163 of 3GPP TS 24.229 is modified with the following additional rows:

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	15A
	PUBLISH request
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	15B
	PUBLISH response
	[7.70] 3
	c20
	c20
	[7.70] 3
	c20
	c20

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	c20:
IF A.4/xx THEN m ELSE n/a


A new subclause A.2.2.4.10A is added.

A.2.2.4.10A
PUBLISH method

Editor's note: The base draft does not yet contain an analysis of header usage within this method, and therefore this clause will have to be reviewed and completed when such an analysis is available.

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	4
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	4A
	Call-Info
	[7.26] 24.9
	m
	m
	[7.26] 24.9
	c4
	c4

	5
	Content-Disposition
	[7.26] 20.11
	m
	m
	[7.26] 20.11
	i
	i

	5A
	Content-Encoding
	[7.26] 20.12
	m
	m
	[7.26] 20.12
	i
	i

	5B
	Content-Language
	[7.26] 20.13
	m
	m
	[7.26] 20.13
	i
	i

	6
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	7
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	i
	i

	8
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	9
	Date
	[7.26] 20.17
	m
	m
	[7.26] 20.17
	c2
	c2

	10
	Event
	[7.70] 3.6
	m
	m
	[7.70] 3.6
	m
	m

	11
	Expires
	[7.26] 20.19
	m
	m
	[7.26] 20.19
	i
	i

	12
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	12A
	In-Reply-To
	[7.26] 20.21
	m
	m
	[7.26] 20.21
	i
	i

	13
	Max-Forwards
	[7.26] 20.22
	m
	m
	[7.26] 20.22
	m
	m

	14
	MIME-Version
	[7.26] 20.24
	m
	m
	[7.26] 20.24
	i
	i

	15
	Organization
	[7.26] 20.25
	m
	m
	[7.26] 20.25
	c3
	c3

	15A
	P-Asserted-Identity
	[7.34] 9.1
	c10
	c10
	[7.34] 9.1
	c11
	c11

	15B
	P-Preferred-Identity
	[7.34] 9.2
	x
	x
	[7.34] 9.2
	c9
	c9

	15C
	Priority
	[7.26] 20.26
	m
	m
	[7.26] 20.26
	i
	i

	15D
	Privacy
	[7.33] 4.2
	c12
	c12
	[7.33] 4.2
	c13
	c13

	16
	Proxy-Authorization
	[7.26] 20.28
	m
	m
	[7.26] 20.28
	c7
	c7

	17
	Proxy-Require
	[7.26] 20.29
	m
	m
	[7.26] 20.29
	m
	m

	19A
	Reply-To
	[7.26] 20.31
	m
	m
	[7.26] 20.31
	i
	i

	20
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c5
	c5

	21
	Route
	[7.26] 20.34
	m
	m
	[7.26] 20.34
	m
	m

	21A
	Security-Client
	[7.48] 2.3.1
	x
	x
	[7.48] 2.3.1
	c14
	c14

	21B
	Security-Verify
	[7.48] 2.3.1
	x
	x
	[7.48] 2.3.1
	c15
	c15

	21C
	Subject
	[7.26] 20.36
	m
	m
	[7.26] 20.36
	i
	i

	22
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	c6
	c6

	23
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	i
	i

	24
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	25
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	26
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.
c14:
IF A.4/30 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note).

c15:
IF A.4/30 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

	NOTE:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.


Prerequisite A.163/15A - - PUBLISH request

Table A.260B: Supported message bodies within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Prerequisite A.163/15B - - PUBLISH response

Table A.260C: Supported headers within the PUBLISH response - all remaining status-codes

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[7.26] 20.8
	m
	m
	[7.26] 20.8
	m
	m

	1A
	Call-Info
	[7.26] 24.9
	m
	m
	[7.26] 24.9
	c3
	c3

	1B
	Content-Disposition
	[7.26] 20.11
	m
	m
	[7.26] 20.11
	i
	i

	2
	Content-Encoding
	[7.26] 20.12
	m
	m
	[7.26] 20.12
	i
	i

	3
	Content-Language
	[7.26] 20.13
	m
	m
	[7.26] 20.13
	i
	i

	4
	Content-Length
	[7.26] 20.14
	m
	m
	[7.26] 20.14
	m
	m

	5
	Content-Type
	[7.26] 20.15
	m
	m
	[7.26] 20.15
	i
	i

	6
	Cseq
	[7.26] 20.16
	m
	m
	[7.26] 20.16
	m
	m

	7
	Date
	[7.26] 20.17
	m
	m
	[7.26] 20.17
	c1
	c1

	8
	From
	[7.26] 20.20
	m
	m
	[7.26] 20.20
	m
	m

	9
	MIME-Version
	[7.26] 20.24
	m
	m
	[7.26] 20.24
	i
	i

	10
	Organization
	[7.26] 20.25
	m
	m
	[7.26] 20.25
	c2
	c2

	10A
	P-Asserted-Identity
	[7.34] 9.1
	c5
	c5
	[7.34] 9.1
	c6
	c6

	10B
	P-Preferred-Identity
	[7.34] 9.2
	x
	x
	[7.34] 9.2
	c4
	n/a

	10C
	Privacy
	[7.33] 4.2
	c7
	c7
	[7.33] 4.2
	c8
	c8

	10D
	Require
	[7.26] 20.32
	m
	m
	[7.26] 20.32
	c9
	c9

	10E
	Server
	[7.26] 20.35
	m
	m
	[7.26] 20.35
	i
	i

	11
	Timestamp
	[7.26] 20.38
	m
	m
	[7.26] 20.38
	i
	i

	12
	To
	[7.26] 20.39
	m
	m
	[7.26] 20.39
	m
	m

	12A
	User-Agent
	[7.26] 20.41
	m
	m
	[7.26] 20.41
	i
	i

	13
	Via
	[7.26] 20.42
	m
	m
	[7.26] 20.42
	m
	m

	14
	Warning
	[7.26] 20.43
	m
	m
	[7.26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c3:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c4:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c5:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c7:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c8:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.
c9:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/7 - - 200 (OK)

Table A.260D: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Authentication-Info
	[7.26] 20.6
	m
	m
	[7.26] 20.6
	i
	i

	4
	Expires
	[7.70] 3.5
	m
	m
	[7.70] 3.5
	i
	i

	
	
	
	
	
	
	
	

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	
c3:
IF A.162/15 THEN m ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 OR A.164/35 - - 3xx or 485 (Ambiguous)

Table A.260E: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Contact
	[7.26] 20.10
	m
	m
	[7.26] 20.10
	c1
	c1

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	c1:
IF A.162/19E THEN m ELSE i - - deleting Contact headers.



Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/8 OR A.164/9 OR A.164/10 OR A.164/11 OR A.164/12 - - 401 (Unauthorized)

Table A.260F: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[7.26] 20.27
	m
	m
	[7.26] 20.27
	m
	m

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/36 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - 404, 413, 480, 486, 500, 503, 600, 603

Table A.260G: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	6
	Retry-After
	[7.26] 20.33
	m
	m
	[7.26] 20.33
	i
	i

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/18 -- 405 (Method Not Allowed)

Table A.260H: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	2
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/20 - - 407 (Proxy Authentication Required)

Table A.260I: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	2
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	4
	Proxy-Authenticate
	[7.26] 20.27
	m
	m
	[7.26] 20.27
	m
	m

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	10
	WWW-Authenticate
	[7.26] 20.44
	m
	m
	[7.26] 20.44
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/25 -- 415 (Unsupported Media Type)

Table A.260J: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[7.26] 20.1
	m
	m
	[7.26] 20.1
	i
	i

	2
	Accept-Encoding
	[7.26] 20.2
	m
	m
	[7.26] 20.2
	i
	i

	3
	Accept-Language
	[7.26] 20.3
	m
	m
	[7.26] 20.3
	i
	i

	3A
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	4
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	8
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/27 - - 420 (Bad Extension)

Table A.260K: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	8
	Unsupported
	[7.26] 20.40
	m
	m
	[7.26] 20.40
	c3
	c3

	
c3:
IF A.162/18 THEN m ELSE i - - reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/28 OR A.164/41A - - 421 (Extension Required), 494 (Security Agreement Required)

Table A.260L: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	o
	o
	[7.26] 20.5
	m
	m

	2
	Error-Info
	[7.26] 20.18
	o
	o
	[7.26] 20.18
	o
	o

	3
	Security-Server
	[7.48] 2
	c1
	c1
	[7.48] 2
	n/a
	n/a

	3
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	m
	m

	c1:
IF A.162/35 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/34 - - 484 (Address Incomplete)

Table A.260M: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	7
	Supported
	[7.26] 20.37
	m
	m
	[7.26] 20.37
	i
	i

	


Prerequisite A.163/15B - - PUBLISH response

Prerequisite: A.164/39 - - 489

Table A.260N: Supported headers within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[7.26] 20.5
	m
	m
	[7.26] 20.5
	i
	i

	1
	Allow-Events
	[7.28] 8.2.2
	m
	m
	[7.28] 8.2.2
	i
	i

	3
	Error-Info
	[7.26] 20.18
	m
	m
	[7.26] 20.18
	i
	i

	
	
	
	
	
	
	
	

	


Prerequisite A.163/17 - - PUBLISH response

Table A.260O: Supported message bodies within the PUBLISH response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	





3GPP


