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Introduction

This discussion paper shows why data manipulation for IMS Presence and Conferencing services shall be based on the functional protocols that are currently specified in IETF.

Discussion

Mt Interface

The Mt interface is introduced with Rel-6 in order to allow the user direct access to an Application Server (AS) to manipulate service related data. As data manipulation is not within the scope of the IETF SIP protocol, this has to be fulfilled by other means than SIP. 
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Figure 1: Mt Interface

During the last CN plenary the task to decide which protocols should be used over the Mt interface was given to CN1. SA1 and SA2 did not make any decision on the nature of Mt-Signalling, i.e. if it is functional or web-access only.

Data Manipulation for Presence and Conferencing

About one year ago CN1 postponed work on Presence and Conferencing in order to base these services “completely on IETF work”. IETF currently works on specific data manipulation solutions for different protocols, i.e:

· Conference Policiy Control Protocol (CPCP)

· Presence Data Manipulation (maybe SEACAP)

The IETF specified requirements for Presence Data Manipulation are reflected in draft-ietf-simple-data-req-01.txt.
 In addition to that the 3GPP Requirements on Presence Data Manipulation are include in the requirements draft for Presence draft-kiss-simple-presence-wireless-reqs-02. 

Tasks for Presence Data Manipulation (e.g.):

· Create and manage 

· Presentity List (and attach URL to it)

· List of blocked and allowed Watchers (Acceptance Policy)

· User is able to specify

· upon which event notifications should be sent out

· information that individual Watcher gets upon specific events

· User can set Filters for its presence information that is sent to Watchers

For Conference related Data Manipulation, the IETF currently works on the Conference Policy Control Protocol. CPCP is part of the IETF Conferencing Framework, as described in draft-rosenberg-sipping-conferencing-framework-01.txt
, which is the base for IMS Conferencing
. Requirements for CPCP are described in draft-koskelainen-sipping-conf-policy-req-00.txt.

Tasks for Conference Policy Control Protcol (e.g.):

· Create / Assign / Manipulate 

· Conference-URI at the Focus (e.g. reserve a conference call)

· Conference Parameters (Media, Duration, Number of Participants)

· Access Control Lists (ACL)

· Specific Authentication Mechanisms

· Assign / withdraw permission to users for

· Media modification

· Invitation of other users

· Subscription to Conference Events
Why Functional Protocols over Mt?

1. Compliance with IETF

As shown above data manipulation is integral part of Conferencing and Presence in IETF. As the related 3GPP services will be completely based on the IETF specifications. Due to that it is necessary to apply also the IETF data manipulation solutions for these services, in order to gain compliance with and all benefits of the new services.

2. Homogenous Services 

Please be aware that for data manipulation is not generating "just another protocol" but these solutions are worked on in the working groups that in parallel design the related services (i.e. SIPPING and SIMPLE WG). Due to that the IETF data manipulation solutions will be designed in a way that they perfectly fit into the SIP based Presence and Conference services.
3. Application Integration

The introduction of the service specific data manipulation solutions would also allow a much better integration of services into the UE, i.e. all aspects from invoking the service up till setting up user lists and giving access rights can be handled within a single application.

4. Automatic Data Manipulation
Furthermore the service related data could be accessed directly by the application and not manually over a web-interface. This allows that applications can request, process and change this data automatically in the background, without involvement of the user.

5. Avoid doubling the work
It would be counteractive to specify 3GPP specific or proprietary solutions. This would in the end mean that the work is done twice – once in IETF and once in 3GPP. This approach would unnecessarily bind the resources of CN1 delegates. In the end this would require a interworking function between the 3GPP and the IETF solution.

Proposal

Nokia proposes that CN1 gives a clear statement that for Presence and Conferencing data manipulation procedures the solutions currently worked out in IETF will be adopted. 

This decision will allow the companies in 3GPP to actively influence the specification of these protocols within IETF, in order to make them not only fit perfectly to the related services but also for the wireless environment.

The proposed changes are reflected in N1-030610 and N1-030611, which are revised work item sheets for Presence and IMS Enhancements.

This proposal does not influence in any way the decision to adopt HTTP as the protocol for access to other AS's. This access will not be functional but web based.

