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First proposed change
5.2.7
Initial INVITE

5.2.7.1
Introduction

In addition to following the procedures for initial requests defined in subclause 5.2.6, initial INVITE requests also follow the procedures of this subclause.

5.2.7.2
Mobile-originating case

The P-CSCF shall respond to all INVITE requests with a 100 (Trying) provisional response. 



If a media authorization token is generated by the PCF as specified in RFC 3313 [31] (i.e., when service-based local policy control is applied), the P-CSCF shall insert a P-Media-Authorization header containing that media authorization token in the first SIP request or response sent to the UE that contains an SDP including one or more m (media) lines. 
NOTE:
Typically, the first 183 (Session Progress) response contains an SDP answer including one or more m (media) lines, but it is also possible that the response does not contain SDP or the SDP does not include at least an m line.
When the P-CSCF sends the UPDATE request towards the S-CSCF, the P-CSCF shall also include the gprs-charging-info parameter in the P-Charging-Vector header. See subclause 5.2.7.4 for further information on the GPRS charging information.

5.2.7.3
Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the URL of the UE in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers.

If a media authorization token is generated by the PCF as specified in RFC 3313 [31] (i.e., when service-based local policy control is applied), the P-CSCF shall insert a P-Media-Authorization header containing that media authorization token in the first SIP request or response sent to the UE that contains an SDP including one or more m (media) lines. 
NOTE:
Typically, the initial INVITE contains an SDP offer including one or more m (media) lines, but it is also possible that the INVITE does not contain SDP or the SDP does not include at least an m line.
In a ddition, the P-CSCF shall respond to all INVITE requests with a 100 (Trying) provisional response.

When the P-CSCF sends 180 (Ringing) or 200 (OK) (to INVITE) towards the S-CSCF, the P-CSCF shall also include the gprs-charging-info parameter in the P-Charging-Vector header. See subclause 5.2.7.4 for further information on the GPRS charging information.

5.2.7.4
GPRS charging identifier

The GPRS charging information shall be coded as the gprs-charging-info parameter within the P-Charging-Vector header as described in subclause 7.2.6.

The gprs-charging-info parameter shall contain one ggsn child parameter and one or more child gcid parameters. Each gcid child parameter within gprs-charging- info corresponds to a PDP context that was established at the GGSN for a UE. Each gcid parameter contains pdp-id, flow-index and auth-token child parameters. The pdp-id parameter shall be populated with the PDP context identifier that the P-CSCF obtained from the GGSN. The flow-index parameter shall be populated with the relative index to the media stream in the SDP for the PDP context. The auth-token parameter shall be populated with the authorization token that is associated with this PDP context for a media stream. For more information about the PDP contexts for media, see subclause 9.2.5. For the case of a PDP context that is used for signalling, the flow-index and auth-token parameters shall be set to 0.

Next proposed change
6
Application usage of SDP

6.1
Procedures at the UE

Usage of SDP by the UE:

1.
In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect and possibly modify the SDP payloads. Hence, the UE shall not encrypt the SDP payloads.

2.
An INVITE request generated by a UE shall contain SDP payload. The SDP payload shall reflect the calling user's terminal capabilities and user preferences for the session. In addition, the calling user shall indicate the desired QoS for the session, using the segmented status type. In an initial INVITE the UE shall indicate that it mandates local QoS and that this precondition is not yet satisfied, i.e. the UE shall include the following preconditions:


a=des: qos mandatory local sendrecv


a=curr: qos local none

3.
Providing that the INVITE received by the UE contained SDP, the first 183 (Session Progress) provisional response sent out shall contain the answer for the SDP received in the INVITE. The SDP payload should reflect the called user's terminal capabilities and user preferences (the exception is the answer for an INVITE whose SDP didn't contain any m (media) lines in the offer).

4.
When UE sends out an 183 (Session Progress) response with SDP payload including one or more m (media) lines, it shall request confirmation for the result of the resource reservation at the originating end point.

5.
During session establishment procedure, SIP messages shall only contain SDP payload if that is intended to modify the session description.
6.
For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor in the SDP. For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [13].

7.
The UE shall include the DTMF media format at the end of the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [23].
6.2
Procedures at the P-CSCF

When the P-CSCF receives any SIP request or response containing SDP, the P-CSCF shall examine the media parameters in the received SDP, and remove those which are not allowed on the network by local policy. The P-CSCF will also remove those codecs from the approved media streams which are not allowed by local policy. If the P-CSCF modifies the SDP, it shall also revise the SDP to reflect the modified bandwidth requirements. For the rejected media streams, the P-CSCF should ignore the b= lines.

6.3
Procedures at the S-CSCF

When the S-CSCF receives any SIP request or response containing SDP the S-CSCF shall examine the media parameters in the received SDP, and remove those media streams which are not allowed based on the subscription. The S-CSCF will also remove those codecs from the approved media streams which are not allowed by the subscription. If the S-CSCF modifies the SDP, it shall also revise the SDP to reflect the modified bandwidth requirements. For the rejected media streams, the S-CSCF should ignore the b= lines.

6.4
Procedures at the MGCF

The usage of SDP by the MGCF is the same as its usage by the UE, as defined in the subclause 6.1 and A.3.2. When sending an SDP, the MGCF shall not include the "i", "u", "e", "p", "r", and "z" descriptors in the SDP, and it shall ignore them when received in the SDP.

6.4.1
Calls originating from circuit-switched networks

When the MGCF generates and sends an INVITE request for a call originating in a circuit-switched network, the MGCF shall:

-
populate the SDP with the codecs supported by the associated MGW (see 3GPP TS 26.235 [10] for the supported codecs).

When the MGCF receives 183 (Session Progress) response to an INVITE request, the MGCF shall:

-
check that a supported codec has been indicated in the SDP.

6.4.2
Calls terminating in circuit-switched networks

When the MGCF receives an initial INVITE request, the MGCF shall:

-
check for a codec that matches the requested SDP, which may include DTMF support.

When the MGCF generates and sends a 183 (Session Progress) response to an initial INVITE request, the MGCF shall:

-
set SDP indicating the selected codec, which may include DTMF support.

6.5
Procedures at the MRFC

Void.

Next proposed change
9.2.5
PDP contexts for media

During establishment of a session, the UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional PDP context(s). Such additional PDP context(s) shall be established as secondary PDP contexts associated to the PDP context used for signalling.

The P-CSCF shall indicate to the UE in SIP/SDP if a separate PDP Context is required for a media component as per procedures defined in 3GPP TS 23.228 [7]. The UE shall establish an additional PDP context for a media component if so indicated by the P-CSCF.

The UE shall pass the authorisation token received in any SIP request or response from the P-CSCF  at originating setup or at terminating setup to the GGSN by inserting it within the Traffic Flow Template IE at PDP Context activation/modification.

In order to identify to the GGSN which flow(s) (identified by m-lines within the SDP) are to be transferred within a particular PDP context, the UE shall set the flow identifier(s) within the Traffic Flow Template IE at PDP Context activation modification. Detailed description of how the flow identifiers are constructed is provided in 3GPP TS 29.207 [12].

Detailed description of how the authorization token and flow identifiers are carried in the Traffic Flow Template IE is provided in 3GPP TS 24.008 [8].
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