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Liaison S2-022053 notes that fact that the present solution for communication of the IMS Application Signalling flag within the Secondary PDP Context Activation and PDP Context Modification procedures may not work. This is because the PCO IE, in which the flag is carried, is newly introduced into these procedures in Release 5, and so may be removed by a Release 4 or earlier SGSN.

The SA2 liaison suggests that some form of anknowledgement could be used to inform the UE of whether the Signalling Flag was successfully received.

Discussion

It is somewhat late to be considering functional changes to Release 5, and indeed solutions to this problem have been previously rejected solely on these grounds. However, this is a situation in which the existing procedure may fail, without the knowledge of the UE, and with negative implications as described in the SA2 liaison. This appears to still be of concern to SA2.

If it is proposed to make changes to Release 5 to address this problem, it may be more appropriate to specify a mechanism by which the flag is reliably communicated to the GGSN, rather than introduce a detection mechanism for the failure case.

Nortel have previously proposed a mechanism by which a Policy Element is used to indicate that the PDP Context is to be used for SIP signalling (N2-021212). We already have a mechanims for carrying a Policy Element within the Secondary PDP Context Activation and PDP Context modification procedures, since the Authorisarion Token for IMS media PDP Contexts is a form of Policy Element. It would be necessary to introduce a mechanism for carrying a Policy Element in the Primary PDP Context Activation Procedure, replacing the existing Application Signalling Flag in the PCO IE.

Our previous proposal defined a new type of Policy Element for this purpose (see N1-021212). An alternative would be to use the AUTH-DATA Policy Element type defined in RFC3182. This contains a POLICY-LOCATOR field which is intended to allow the sending user or application to identify itself (by means of an X.500 Distinguished Name), so that the recipient can apply appropriate policy – this is exactly what we are trying to achieve (sending IMS client identifying that the context will be used for IMS signalling, and the receiving GGSN applying appropriate policy).

The AUTH-DATA Policy Element has the advantage that no IANA registration is required. It is only required to identify an X.500 Distinguished Name (e.g. “cn=IMS, o=3GPP”) for IMS clients. It has the disadvantage that even a short DN looks rather long in this context. 

Proposals

It is proposed:

1) that instead of introducing a detection mechanism for a failure case, as suggested by SA2, we should specify a mechanism which works in the first place

2) to specify an X.500 Distinguished Name for IMS clients which can be used with the RFC3182 AUTH-DATA Policy Element to indicate that a PDP Context is to be used for IMS signalling

3) to replace the IMS Signalling Flag in the PCO IE with the ability to carry Policy Elements in the PCO, so that the above Policy Element can be carried in the Primary PDP Context activation procedure

4) to generalise the Authorisation Token field of the TFT to carry a Policy Element (this is also the subject of a separate proposal for another reason – see N1-021721) so that the above Policy Element can be carried in the Secondary PDP Context activation and PDP Context modification procedures

Note that proposal (1) stands alone, whereas (2), (3) and (4) would need to be agreed together.

CRs for the above proposals are presented in N1-021725 (24.229), N1-021726 (24.008)

