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1 Introduction

3GPP IMS requires support of SIP/SIPS URIs defined as public user identities to uniquely identify and address users, additionally provides support to use existing telephone numbers (E.164) within IMS for that same purpose.

The requirement is currently stated in 3GPP TS 23.228 subclause 4.3.3.2:

       "The public user identity/identities shall take the form of SIP URL (as defined in RFC 3261 [12] and RFC2396 [13]) or E.164 numbers."

3GPP TS 23.228 already clarifies in section 4.3.3.3 that only SIP URIs are used for routing:

"Routing of SIP signalling within the IMS shall use SIP URLs. E.164 [2] format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URL format for internal IMS usage."

2 Discussion

Based on above requirements, stage 2 has not clearly identified where (which entities) shall be responsible for converting an E.164 number into a Tel URL when a session arrives in IMS using the E.164 number as the user identity and addressing to the user can not be done using anything else.

2.1 Analysis of the problem

An E.164 number has two different, but equivalent, representations into a URL: a TEL URL (RFC 2806) or a SIP URI with the parameter "user=phone" (RFC 3261). Therefore, the following URLs are different representations of the same E.164 number:

sip:+358405140002@my-home-domain.com;user=phone

tel:+358405140002

TEL URLs can be used in several header values in SIP. However, there are some restrictions in some messages. For instance, the To: value in the REGISTER message MUST be a SIP or SIPS URI. That is, it cannot be a TEL URL or any other URL. This is specified in section 10.2 in RFC 3261:

   "The following header fields, except Contact, MUST be included in a

   REGISTER request:

    ...

        To: The To header field contains the address of record whose

             registration is to be created, queried, or modified. The To

             header field and the Request-URI field typically differ, as

             the former contains a user name.  This address-of-record

             MUST be a SIP URI or SIPS URI."

So RFC 3261 mandates that the public user ID under registration is a SIP or SIPS URI. Therefore, it is assumed that a user that wants to register his E.164 number will use the SIP URI representation of his E.164 in the IMS REGISTER message. This registration will bind at the S-CSCF, the SIP URI containing the E.164 number and the Contact address. The HSS will bind the SIP URI and the address of the S-CSCF serving the user.

When an INVITE generated either in an MGCF or in the public Internet, it may contain a TEL URL as the destination number (Request-URI field). The INVITE is received at the I-CSCF. The I-CSCF does the Cx-Location-query and sends the Request-URI (TEL URL in this case). The HSS does not know anything about the TEL URL, so it will probably answer with a "User unknown". 
This is not the expected behaviour, because tel URLs and SIP URIs containing E.164 number should be considered equivalent. However, this functionality requiring mapping a TEL URL to its corresponding SIP URI containing the E.164 number is not placed in any node in the network.

2.2 Possible solution

There can be different solutions to the problem, either distributed to various nodes or focused in one node that maintains the central information about the user.

Alternative 1:

In order to overcome the problem HSS will have the knowledge of the equivalence between the TEL URL and its corresponding SIP URI containing the E.164 number (received during SIP Registration in IMS).  Further more, the Cx-Location-query response contains an additional field so that the HSS includes the equivalent SIP URI with the E.164 number to a TEL URL. When the I-CSCF, after the reception of the Cx-Location-query response, forward the INVITE to the S-CSCF, it shall replace the Request-URI by the URI received from the HSS. By doing this, the S-CSCF will receive an INVITE that contains a SIP URI with the E.164 number of the registered user. 

In order to mitigate the problem, we also propose that the MFCF uses exclusively SIP URIs with the parameter user=phone in the Request-URI field.

Assuming the implementation of the proposed changes, analysis of the problem now reveals the following: A SIP entity in the Internet generates an INVITE whose destination is a TEL URL (present in the Request-URI). The I-CSCF sends the TEL URL, in the Cx-Location-query, to the HSS. The HSS is aware of the equivalence between TEL URL and SIP URI containing an E.164 number. The HSS searches for the SIP URI with E.164 number, and finds the user registered in a particular S-CSCF. The HSS sends, in the Cx-Location-query response, the address of the S-CSCF serving the user, together with equivalent SIP URI containing the E.164 number. The I-CSCF replaces the Request-URI, from TEL URL to the received SIP URI containing the E.164 number. The I-CSCF forwards the INVITE to the S-CSCF. From the S-CSCF's point of view, this is a regular INVITE destined for a registered user. Normal process occurs.

The solution outlined in this section is consistent with the latest SIP RFC 3261, section 16.5 describing Proxy behaviour in determining request targets and section 19.1.6 describes the converstion rules from TEL ULR to SIP/SIPS URI.

Alternative 2:

HSS will have the knowledge of the equivalence between the TEL URL and its corresponding SIP URI containing E.164 number (received during SIP Registration in IMS).  As part of the IMS registration process, S-CSCF also has all the public user identity(s) available.

HSS at Cx-Location query with a TEL URL from I-CSCF, determines that the TEL URL of E.164 is equivalent to SIP URI of E.164 and provides the associated S-CSCF information.
I-CSCF will then forward the SIP message to the indicated S-CSCF leaving Request URI parameter unchanged as compared to alternative 1. 

S-CSCF is then expected to also understand and interpret the E.164 number the same way as HSS has done.  S-CSCF shall then change the Request URI to the format of SIP URI as determined by the registered Id matching the E.164.

Comparison:

Alternative 1 requires changes in HSS & I-CSCF and the Cx interface, but the IMS network within 3GPP has the right information at the entry point of the network.  As such, no unexpected behavior or unwanted surprises (scenarios not yet encountered) are possible, as the Id has been established at the earliest point in the network.  This solution is also consistent with the current architecture principles within IMS, ie, no changes needed.  It is also inline with the SIP RFC 3261.

Alternative 2 requires multiple nodes (HSS, S-CSCF) to understand the concept that E.164 number (TEL URL) is the same as a SIP URI containing the same E.164 number.  This may lead to unexpected and possibly unwanted outcome from IMS.  Additional complexity and possible mishandling in the IMS handling of E.164.

3 Proposal

Ericsson proposes that the CN1 group endorses Alternative 1 as the proposed solution to this issue and send LS to CN4 WGs with the decision. The LS should request the addition of an optional "replacement URI" parameter in the Cx user location response, so that the "replacement URI" contains the equivalent SIP URI for a given TEL URL.

Document N1-021667 contains a companion CR to 24.229.

