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Introduction

This contribution contains a proposed flow for the CN1 presence TR which expands the flows given in clause A.1.2.1 of TS 23.141.

Considerations and discussion points:

1. The Presence Server is an application server. For the purposes of these flows the application server acts as a standalone user agent. Therefore it does not place itself on any record-route lists. It does however act as a UA for the received record-route list in the SUBSCRIBE request, and return this information in the 2xx response.

2. draft-ietf-simple-presence-07 defines a presence URL, which is of the form pres:user@domain. Further it states: "It is RECOMMENDED that if the entity sending a SUBSCRIBE is capable of resolving the protocol independent form to the SIP form, this resolution is done before sending the request." Throughout this example flow, SIP URLs have been used. Are there valid examples where presence URLs would more generally be used?

3. The Presence Server can indicate its availability to the S-CSCF using the REGISTER method. This has not been shown in this flow - should it be?

4. Currently the P-headers have not been added. These have yet to be added to 24.228 itself, and it seemed better to agree them for that document first. Additionally, the S-CSCF to AS flow will also contain the correlation information previously performed by the P-Original-Dialog-ID. This has been provided for Proposal 2.

5. The example PIDF has be extracted unchanged from draft-ietf-impp-cpim-pidf-05.txt. Is this a valid example for 3GPP or do people have other ideas.

6. The IETF drafts currently used to generate this information are:

a. draft-ietf-simple-presence-07.txt (May 2002): "Session Initiation Protocol (SIP) Extensions for Presence".

b. draft-ietf-impp-cpim-pidf-05.txt (May 2002): "Common Presence and Instant Messaging (CPIM) Presence Information Data Format".

Proposal 1

It is proposed that the flow shown in the annex is included in the TR providing the holding document for the Release 6 presence work item.

Proposal 2

If proposals to change the P-Original-Dialog-ID are accepted at release 5, and to adopt the alternative proposal using the Route header, then the following modified flow 8 should be agreed to be adopted, instead of flow 8 shown in the annex.

8.
SUBSCRIBE request (S-CSCF to AS) – see example in table 5.3.1-8


The S-CSCF using any necessary filtering criteria forwards the SUBSCRIBE request to the appropriate Presence Server. The S-CSCF inserts into the 2nd Route header it’s own address with a unique identifier in the user part that it can use for a later association.  In this example, there are no other AS that will be given the SUBSCRIBE request and the SUBSCRIBE request is not returned from the AS.  As such, the information will not get used for this example.
Table 5.3.1-8: SUBSCRIBE request (S-CSCF to AS)

INVITE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 66
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

Route: sip:presence@home2.net;lr, sip:4394092823@scscf2.home2.net;lr
P-Asserted-Identity:

P-Asserted-Identity:
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Event:

Expires:

Accept:

Contact: 

Content-Length:


Annex

5
Example flows of presence operation

Editor's note: It is proposed that a new subclause is introduced into 3GPP TS 24.228 with the above title, and structured with the subclauses below. These subclauses contain material relating to the functionality of the presence server and the watcher application when provided by Application Servers attached to the ISC interface.

Editor's note: These flows will relate to the non-hiding operation only, as no new concepts are introduced by the hiding functionality provided by a THIG.

5.3
Watcher subscription to presence event notification

5.3.1
Successful subscription

Editor's note: This subclause will be a development of the flow within clause A.1.2.1 of TS 23.141.

Figure 5.3-1 shows an IM watcher subscribing to presence event notification about a presentity based in the IM CN subsystem. The presentity may either be in the same IM CN subsystem as the watcher or may be in a different IM CN subsystem. The flows for both these cases are the same.
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Figure 5.3.1-1: IM watcher registering for event notification

1.
SUBSCRIBE request (UE to P-CSCF) - see example in table 5.3.1-1

A watcher agent in a UE wishes to watch a presentity, or certain tuples of the presentity (pertaining to a certain communication means or communication address). To initiate a subscription, the UE sends a SUBSCRIBE request containing the presence related events that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last. The UE sends the SUBSCRIBE request to the proxy (subscriber identity, home networks domain name). 

Table 5.3.1-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 70

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>
Privacy: none
From: <sip:user1_public1@home1.net>;tag=31415

To: < sip:presence.home2.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 127 SUBSCRIBE

Event: presence

Expires: 7200

Accept: application/cpim-pidf+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

Content-Length: 0

Request-URI:
contains the keyed number from the user.

Via:
contains the IP address or FQDN of the originating UE.

Privacy:
the user does not require privacy, therefore the Privacy header is set to the value “none” as specified in draft-ietf-sip-asserted-identity [17] and draft-ietf-sip-privacy-general [13].

Editor's note: Reference numbers refer to references within 3GPP TS 24.228.

P-Asserted-Identity: the user provides a hint about the identity to be used for this session.

From:
the user does not require privacy, the From header contains the value requested by the user.

Cseq:
is a random starting number.

Contact:
is a SIP URL that contains the IP address or FQDN of the originating UE.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml' in keeping with the use of the 'presence' package.


Upon receiving the SUBSCRIBE request, the P-CSCF stores the following information about this session, for use in possible error recovery actions - see example in table 5.3.1-1b.

Table 5.3.1-1b: Storage of information at P-CSCF

Request-URI: sip:presence.home2.net SIP/2.0

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

Cseq(2dest): 127 SUBSCRIBE

Cseq(2orig): none

Contact(orig): sip:[5555::aaa:bbb:ccc:ddd]

2.
SUBSCRIBE request (P-CSCF to S-CSCF) - see example in table 5.3.1-2

The P-CSCF remembers (from the registration process) the next hop CSCF for this UE. This becomes a Route header in the request. In this case the SUBSCRIBE request is forwarded to the S-CSCF in the home network. In this case, the P-CSCF and the S-CSCF act as a Watcher Presence Proxy.


P-CSCF adds itself to the Record-Route header and Via header.

Table 5.3.1-2: SUBSCRIBE request (P-CSCF to S-CSCF) 

SUBSCRIBE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 69

Route: sip:scscf1.home1.net;lr
Record-Route: sip:pcscf1.home1.net;lr
P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>
Privacy:
From:

To:

Call-ID:

CSeq:

Event:

Expires:

Accept:

Contact:

Content-Length:

Route:
contains the elements from the Path header from registration.

P-Asserted-Identity: The P-CSCF inserts this header based on the user’s hint present in the incoming P-Asserted-Identity header.


Upon receiving the SUBSCRIBE request, the S-CSCF stores the following information about this session, for use in possible error recovery actions - see example in table 5.3.1-2b.

Table 5.3.1-2b: Storage of information at S-CSCF

Request-URI: sip:presence.home2.net

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

Cseq(2dest): 127 SUBSCRIBE

Cseq(2orig): none

Route(2orig): sip:pcscf1.home1.net

Contact(orig): sip:[5555::aaa:bbb:ccc:ddd]

3.
Evaluation of initial filter criteria

S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria.

4.
SUBSCRIBE request (S-CSCF to I-CSCF) - see example in table 5.3.1-4

The S-CSCF is unable to resolve the presence server address of the presentity that the UE is requesting to watch, and as a result forwards the SUBSCRIBE request to the an I-CSCF offering part of the Presentity Presence Proxy functionality. The S-CSCF examines the home domain of the presentity associated with the request and if the request is for a presentitiy outside the operator's domain, it determines the external I-CSCF. If the request is for a presentity in the same domain, the S-CSCF forwards the SUBSCRIBE request to the local I-CSCF. 

Table 5.3.1-4: SUBSCRIBE request (S-CSCF to I-CSCF)

SUBSCRIBE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 68

Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

P-Asserted-Identity:
P-Asserted-Identity: "John Doe" <tel:+1-212-555-1111>

Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Event:

Expires:

Accept:

Contact: 

Content-Length:

Request-URI:
In the case where the Request-URI of the incoming INVITE request to S-CSCF contains a TEL-URL [5], it has to be translated to a globally routable SIPURL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF shall use the services of an ENUM-DNS protocol according to RFC 2916 [6], or any other suitable translation database. Database aspects of ENUM are outside the scope of this specification.

Editor's note: Reference numbers refer to references within 3GPP TS 24.228.

P-Asserted-Identity:
S-CSCF inserts the TEL-URL of the user.

5.
Cx: User Location Query procedure

The I-CSCF examines the presentity identity and the home domain identity and employs the services of a name-address resolution mechanism to determine the HSS address to contact. The I-CSCF queries the HSS to obtain the address of the S-CSCF associated with the Presentity. 


For detailed message flows see 3GPP TS 29.228 [11].

Editor's note: Reference numbers refer to references within 3GPP TS 24.228.


Table 5.3.1-5a provides the parameters in the SIP SUBSCRIBE request (flow 4), which are sent to the HSS.

Table 5.3.1-5a Cx: User registration status query procedure (I-CSCF to HSS)
	Message source & destination
	Cx: Information element name
	Information source in SIP INVITE
	Description

	I-CSCF to HSS
	User Public Identity
	Request-URI:
	This information element indicates the public user identity



Table 5.3.1-5b provides the parameters sent from the HSS that need to be mapped to the SIP SUBSCRIBE request (flow 6) and sent to S-CSCF.

Table 5.3.1-5b Cx: User registration status query procedure (HSS to I-CSCF)
	Message source & destination
	Cx: Information element name
	Mapping to SIP header in SIP INVITE
	Description

	HSS to I-CSCF
	S-CSCF name
	Route header field
	This information indicates the serving CSCF's name of that user


6.
SUBSCRIBE request (I-CSCF to S-CSCF) – see example in table 5.3.1-6


The I-CSCF, using name of the Presence Server shall determine the address of the S-CSCF through a name-address resolution mechanism. The SUBSCRIBE request is forwarded to the S-CSCF.

Table 7.3.2.1-6: SUBSCRIBE request (I-CSCF to S-CSCF)

SUBSCRIBE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 67
Record-Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

Route: sip:scscf2.home2.net;lr

Remote-Party-ID:

P-Asserted-Identity:

P-Asserted-Identity:

Privacy:
From: 

To: 

Call-ID: 

Cseq: 

Event:

Expires:

Accept:

Contact: 

Content-Length:

NOTE:
The I-CSCF does not add itself to the Record-Route header, as it has no need to remain in the signalling path once the session is established.

7.
Evaluation of initial filter criteria

S-CSCF#2 validates the service profile of this subscriber and evaluates the initial filter criteria.

8.
SUBSCRIBE request (S-CSCF to AS) – see example in table 5.3.1-8


The S-CSCF using any necessary filtering criteria forwards the SUBSCRIBE request to the appropriate Presence Server.

Table 5.3.1-8: SUBSCRIBE request (S-CSCF to AS)

INVITE sip:presence.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7
Max-Forwards: 66
Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

Route: sip:presence@home2.net;lr

P-Asserted-Identity:

P-Asserted-Identity:
Privacy:

From: 

To: 

Call-ID: 

Cseq: 

Event:

Expires:

Accept:

Contact: 

Content-Length:

9.
Sh: … procedure 


At this stage the presence server performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. 

Editor's note: Need to show appropriate mapping tables for Sh interface assuming an Sh interface flow occurs at this point.

10.
202 (Accepted) response (AS to S-CSCF) – see example in table 5.3.1-10

Once all privacy conditions are met, the presence server issues a 202 (Accepted) reponse to the S-CSCF .

NOTE 1:
If the S-CSCF can process the SUBSCRIBE request and send the NOTIFY request immediately, it can send a 200 (OK) response instead of a 202 (Accepted) response.

Table 5.3.1-10: 202 (Accepted) response (AS to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

P-Asserted-Identity: "Presence server" <sip:presence.home2.net>

Privacy: none 

From: 

To: <sip:user1_public1@home1.net>;tag=151170
Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 

Expires:
The Presence server accepts the value of the expires header received in the SUBSCRIBE request.

11.
202 (Accepted) response (S-CSCF to I-CSCF) – see example in table 5.3.1-11


The S-CSCF forwards the 202 (Accepted) response to the I-CSCF.

Table 5.3.1-11: 202 (Accepted) response (S-CSCF to I-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

P-Asserted-Identity: 

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 

12.
202 (Accepted) response (I-CSCF to S-CSCF) – see example in table 5.3.1-12


The I-CSCF forwards the 202 (Accepted) response to the originating S-CSCF.

Table 5.3.1-12: 202 (Accepted) response (I-CSCF to S-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

P-Asserted-Identity: 

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 


Upon receiving the 202 (Accepted) response, the S-CSCF stores the following information about this session, for use in providing enhanced services or in possible error recovery actions – see example in table 5.3.1-12b.

Table 5.3.1-12b: Storage of information at S-CSCF

Request-URI: sip:presence.home2.net

From: sip:user1_public1@home1.net;tag=31415

To: <sip:user1_public@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222
CSeq(2dest): 127 SUBSCRIBE

CSeq(2orig): none

Route(2dest): sip:scscf2.home2.net

Route(2orig): sip:pcscf1.visited1.net

Contact(dest): sip:presence.home2.net

Contact(orig): sip:[5555::aaa:bbb:ccc:ddd]

13.
202 (Accepted) response (S-CSCF to P-CSCF) – see example in table 5.3.1-13


The S-CSCF forwards the 202 (Accepted) response to the P-CSCF.

Table 5.3.1-13: 202 (Accepted) response (S-CSCF to P-CSCF)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Record-Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr

P-Asserted-Identity: 

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 


Upon receiving the 202 (Accept) response, the P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the information for this session is - see example in table 5.3.1-13b.

Table 5.3.1-13b: Storage of information at P-CSCF

Request-URI: sip:presence.home2.net SIP/2.0
From: sip:user1_public1@home1.net; tag=31415

To: sip:presence.home2.net
Call-ID: b89rjhnedlrfjflslj40a222
Cseq(2dest): 127 SUBSCRIBE

CSeq(2orig): none

Route(2dest): sip:scscf1.home1.net, sip:scscf2.home2.net, pcscf2.visited2.net

Contact(dest): presence.home2.net

Contact(orig): sip:[5555::aaa:bbb:ccc:ddd]

14.
202 (Accepted) response (P-CSCF to UE) – see example in table 5.3.1-14


The P-CSCF forwards the 202 (Accepted) response to the watcher agent in the UE.

Table 5.3.1-14: 202 (Accepted) response (P-CSCF to UE)

SIP/2.0 202 Accepted

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

P-Asserted-Identity: 

Privacy:

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Length: 

15.
NOTIFY request (AS to S-CSCF) - see example in table 5.3.1-15

As soon as the Presence Server sends a 202 (Accepted) response to accept the subscription, it sends a NOTIFY request with the current state of the presentity's tuples that the watcher has subscribed and been authorised to. The NOTIFY response is sent to the S-CSCF. Further notification sent by the Presence server may either contain the complete set of presence information, or only those tuples that have changed since the last notification.

Table 5.3.1-15: NOTIFY request (AS to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP presence.home2.net;branch=z9hG4bK240f34.1

Max-Forwards: 70

Route: sip:scscf2.home2.net;lr, sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

CSeq: 

Subscription-State: active

Expires: 

Event: 

Content-Type:

Content-Length: (...)

   <?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:cpim-pidf"

        xmlns:im="urn:ietf:params:xml:ns:cpim-pidf:im"

        xmlns:myex="http://id.example.com/cpim-presence/"

        entity="pres:someone@example.com">

     <tuple id="mobile-im">

       <status>

         <basic>open</basic>

         <im:im>busy</im:im>

         <myex:location>home</myex:location>

       </status>

       <contact priority="0.8">im:someone@mobilecarrier.net</contact>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2001-10-27T16:49:29Z</timestamp>

     </tuple>

     <tuple id="email">

       <status>

         <basic>open</basic>

       </status>

       <contact priority="1.0">mailto:someone@example.com</contact>

     </tuple>

     <note>I'll be in Tokyo next week</note>

   </presence>

16.
NOTIFY request (S-CSCF to S-CSCF) - see example in table 5.3.1-16


The S-CSCF forwards the NOTIFY request to the S-CSCF, omitting the I-CSCF used in the dialog establishment.

Table 5.3.1-16: NOTIFY request (S-CSCF to S-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, presence.home2.net;branch=z9hG4bK240f34.1

Max-Forwards: 69

Route: sip:scscf1.home1.net;lr, sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Expires: 

Event: 

Content-Type:

Content-Length:

17.
NOTIFY request (S-CSCF to P-CSCF) - see example in table 5.3.1-17


The S-CSCF forwards the NOTIFY request to the P-CSCF.

Table 5.3.1-16: NOTIFY request (S-CSCF to P-CSCF)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, presence.home2.net;branch=z9hG4bK240f34.1

Max-Forwards: 68

Route: sip:pcscf1.home1.net;lr
From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Expires: 

Event: 

Content-Type:

Content-Length:

18.
NOTIFY request (P-CSCF to UE) - see example in table 5.3.1-18


The P-CSCF forwards the NOTIFY request to the watcher agent in the UE.

Table 5.3.1-18: NOTIFY request (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK361k21.1

Max-Forwards: 67

From: 

To: 

Call-ID: 

CSeq: 

Subscription-State:

Expires: 

Event: 

Content-Type:

Content-Length:

19.
200 (OK) response (UE to P-CSCF) - see example in table 5.3.1-19


The UE acknowledges the receipt of the NOTIFY request with a 200 (OK) response) sending this to the P-CSCF.

Table 5.3.1-19: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=z9hG4bK361k21.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

20.
200 (OK) response (P-CSCF to S-CSCF) - see example in table 5.3.1-20


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table 5.3.1-20: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, presence.home2.net;branch=z9hG4bK240f34.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

21.
200 (OK) response (S-CSCF to S-CSCF) - see example in table 5.3.1-21


The S-CSCF forwards the 200 (OK) response to the S-CSCF.

Table 5.3.1-21: 200 (OK) response (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, presence.home2.net;branch=z9hG4bK240f34.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:

22.
200 (OK) response (S-CSCF to AS) - see example in table 5.3.1-22


The S-SCSF forwards the 200 (OK) response to the Presence Server.

Table 5.3.1-22: 200 (OK) response (S-CSCF to AS)

SIP/2.0 200 OK

Via: presence.home2.net;branch=z9hG4bK240f34.1

From: 

To: 

Call-ID: 

CSeq: 

Content-Length:
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