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Introduction

This contribution changes the registration section for the S-CSCF in 24.229 in the following way:

· exceptional procedures added if no path header was included

· exceptional procedures added if authentication / registration fails

· description of authentication behaviour (401 response, HSS interactions)

· reflection of current working assumptions regarding multiple public user identities

· addition of MOC indicator to path entry

Many information in the S-CSCF Registration section was duplicated, e.g. 

· S-CSCF checks existence of path option tag AND path header – it is sufficient if the path header itself has been received

· The saving of the Path information for later route construction was mentioned twice

· The insertion of the S-CSCF entry to the Path header was mentioned twice

Proposal

5.4
Procedures at the S-CSCF

5.4.1
Registration and authentication

5.4.1.1
Introduction

The S-CSCF shall act as the SIP registrar for public user identites of the IM CN subsystem (see Table A.122/2 and other capabilities in Annex A dependent on that major capability).

The S-CSCF shall support the use of the Path header. The S-CSCF shall also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 2xx responses.

The network operator defines minimum and maximum times for each registration. These values are provided within the S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in clause 5.4.2.1.2
5.4.1.2
Initial registration and user-initiated reregistration

5.4.1.2.1 
Normal Procedures

When the S-CSCF receives a REGISTER request, the S-CSCF shall 





1)
construct a list of preloaded Route headers from the list of entries in the Path header - the order in the lists is preserved;

2)
save the list of preloaded Route headers for the entire duration of the registration for routing of mobile terminated requests; 

NOTE 1: 
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.
3)
get the private user identity from the Authorization header and the public user identity from the To header of the REGISTER request and perform the authentication procedure with the HSS based on this information.

Upon receipt of a successful response from the HSS for the authentication procedure the S-CSCF shall
1)
bind the contact information, indicated in the Contact header of the received REGISTER request, to the explicitly registered public user identity, which was indicated in the To header of  the received REGISTER request and to all those public user identities that were automatically / implicitly registered, as indicated by th HSS
NOTE 2:

There might be more then one contact information available for one public user identity. 

2)
bind to the received contact information the preloaded routes that were constructed from the Path headers which were received in the same REGISTER message as that contact information.
Afterwards the S-CSCF shall construct a 200 OK response for the received REGISTER request and shall include

-
an expiration time in the 200 OK response, using the values provided within the S-CSCF, according to the local policy of the network;

-
the list of received Path headers with an additional entry at the top of that list, indicatingan entry indicating 

o 
an identification of the S-CSCF in the host part of the SIP URL;

o 
a string in the user part of the SIP URL, that indicates that requests routed in this direction of the path (i.e. from the P-CSCF to the S-CSCF) shall be treated as for the mobile originating case.
-
check whether the message contains information indicating that it was received with a valid integrity check by the P-CSCF.

Editor’s Note: The method by which the P-CSCF indicates this is FFS.

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for initial registration. The information that a REGISTER has a valid integrity check may be used as part of the decision to authenticate the registration. The S-CSCF shall request authentication by responding to the REGISTER request with a 401 Unauthorized with:

-
the Authorization header containing the authentication challenge parameters (i.e. RAND and AUTN).

5.4.1.2.2 
Exceptional Procedures

Upon receipt of an REGISTER request that does not include the “path” option tag in the Proxy-Require header or does not include a Path header, the S-CSCF shall send back a 406 (Not Acceptable) response with the following text in the Reason-Phrase: “No Path header found”. 
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