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Discussion

It is possible that upon receiving a request, based on the filter criteria the S-CSCF might need to instantly access the HSS for user data. This contribution proposes to add some text on this behaviour.

Proposal

It is proposed that some text is added to 6.4 and 6.5 of 23.218.

6.4
Handling of Mobile Originated IP Multimedia Sessions

The S-CSCF only looks for initial filter criteria when receiving an initial request or refreshing request for a dialog. 

When such a session request comes in, the S-CSCF shall first check this is a originating request or a terminating request. This section describes the requirements for the S-CSCF when this request is an originating request. So, if this request is an originating request, the S-CSCF shall:

Check whether this message matches the initial filter criteria of the application servers assigned for that user by checking the service profile against the user public identity which is used to place this request. 

If this request doesn’t match the initial filter criteria of any application server, the S-CSCF shall forward this message downstream based on the route decision defined in 24.229.

If this request matches the initial filter criteria of only one application server and the S-CSCF has not interacted with that application server during this initial or refreshing transaction, the S-CSCF shall forward this request to that application server; if the S-CSCF has interacted with that application server in this transaction, the S-CSCF shall not forward this message to that application server but forward this request downstream based on the route decision defined in 24.229.

If this originating request matches the initial filter criteria of more than one application server, the S-CSCF shall forward this request to the one which has not been interacted with in this transaction and has the highest priority according the Priority List given by HSS among those matched application servers; if all of them have been interacted in this transaction, the S-CSCF shall forward this message downstream based on the route decision defined in 24.229; if the first attempt fails, the S-CSCF shall try others one by one according to their priories until there is a successful contact.

If the contact of the application server fails, the S-CSCF shall either terminate the call or let the call continue based on the information in the filter criteria; if the filter criteria doesn’t contain instruction to the S-CSCF regarding the failure of the contact to the application server, the S-CSCF shall let the call continue as the default behaviour.

Based on the filter criteria, the S-CSCF might decide to access the HSS for the originating user’s data.
6.5
Handling of Mobile Terminated IP Multimedia Sessions

The S-CSCF only looks for initial filter criteria when receiving an initial request or refreshing request for a dialog.

When such a request comes in, the S-CSCF shall first check this is a originating request or a terminating request. This section describes the requirements for the S-CSCF when this request is a terminating request. So, if this request is an terminating request, the S-CSCF shall:

Check whether this request matches the initial filter criteria of the application servers assigned for that user by checking the service profile against the user public identity, which this request is addressed to. 

The subsequent requirements for the S-CSCF are the same as those for handling originating sessions.

It is possible that originating UE and terminating UE shares the same S-CSCF and AS, therefore the shared application server is allowed to be interacted by the S-CSCF twice in one transaction but in originating and terminating procedures respectively.

Based on the filter criteria, the S-CSCF might decide to access the HSS for the terminating user’s data.
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