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Discussion

In our IMS architecture, the ingress I-CSCF (between two S-CSCFs) is a stateless proxy and it has basically 3 tasks in a SIP session:

· Forward SIP messages

· Cx-Query (session initiation)

· Configuration hiding (registration, session initiation and middle session)

This contribution is attempting to address some problems when the I-CSCF does these three tasks.

Problem 1: Stateless I-CSCF dealing with ACK for non-2xx response

Problem happens if a non-2xx response is sent back for the initial INVITE. In that case, once a stateful proxy gets that non-2xx response, it needs to respond immediately with an ACK which has the same request URI as the associated INVITE, but doesn’t allow to have a route header (Bis-05, line 2617). So, in other words, the upstream stateful proxy (either P-CSCF or S-CSCF) of a I-CSCF with hiding function active will put the I-CSCF name in the Request-URI and send it to the I-CSCF but without a route header. And because the I-CSCF is stateless, so it will not be able to forward this ACK further down. Consequently the downstream proxies will not be able to clear the state machine. 
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Obviously, if the I-CSCF is transaction stateful, and then we won’t have such problem. 

Problem 2: Stateless I-CSCF Dealing with Retransmission of the initial INVITE

If the I-CSCF is stateless, it will treat each retransmission of the INVITE as the initial INVITE and consequently does Cx query with HSS. It is extremely bad if the assigned S-CSCF is out of order or the mobile is out of radio coverage. In those cases, maximum 7 times retransmissions can be sent, which causes 7 times Cx queries to HSS. This is a great waste of our network resources. 
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Obviously, if the I-CSCF is transaction stateful, and then we won’t have such problem.

Conclusion:

By having ingress I-CSCF stateless, the network will not be able to handle error cases; therefore it proposed that the ingress I-CSCF (between two S-CSCFs) shall be call stateful. In the current 24.228, we already showed how the ingress I-CSCF acts like a transaction stateful proxy in a successful call initiation procedure in those S-S flows which can solve problem 1, but we don’t have flows to address the error handling by ingress I-CSCF when it is transaction stateful. Therefore, it is proposed to include a flow to address this. 

If agreed, a contribution is needed for 24.229 to state explicitly that the ingress I-CSCF shall behave as a call statful SIP proxy.

Proposal:
Add a flow to 7.3.5.2
Termination failure:

7.3.5.2
(S-S#2) Single network operator performing origination and termination, terminating UE is busy, and not able or not willing to answer the call (MO#2, MT#2 assumed)
Figure 7.3.5.2-1 shows the subscriber that originated a session with one of the MO procedures had the attempt fail due to an error detected in the termination procedure. In this flow, 486 error response is shown as the example
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Figure  7.3.5.2
(S-S#2) Single network operator performing origination and termination, terminating UE is busy, and not able or not willing to answer the call (MO#2, MT#2 assumed)

1-9. The same as described in flow 1-8 in 7.3.5

10.

486 Busy Here  (MT to S-CSCF) – see example in Table 7.3.5.2-10



The termination procedure detected some error situation, and returned a SIP 486 Busy Here response.

NOTE 1: The error response may be other error responses like “403 Service Denied”, “480 Temporarily Unavailable”, “580 Precondition Failure”, or others. For this example, “486 Busy” is shown.

Table 7.3.5.2-10: 486 Busy Here (MT to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf2.home1.net, SIP/2.0/UDP icscf1_s.home1.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Content-length:0

Retry-After:3600

11.
ACK (S-CSCF to MT) – see example in Table 7.3.5.2-11


Upon receive the 486 response from the MT procedure, S-CSCF sends ACK.

Table 7.3.5.2-11: ACK (S-CSCF to MT)

ACK sip:pcscf2.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-length:0

12.

Service Control


S-CSCF performs whatever service control is appropriate for this failed session attempt.

13.

486 Busy Here  (S-CSCF to I-CSCF) – see example in Table 7.3.5.2-13 


The S-CSCF returned a SIP error response to I-CSCF.

Table 7.3.5.2-13: 486 Busy Here (S-CSCF to I-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP icscf1_s.home1.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-length:0

Retry-After:3600

14.
ACK (I-CSCF to S-CSCF) – see example in Table 7.3.5.2-14


Upon receive the 486 response from the S-CSCF procedure, I-CSCF sends ACK.

Table 7.3.5.2-14: ACK (S-CSCF to P-CSCF)

ACK sip:scscf2.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-length:0

15.

486 Busy Here  (I-CSCF to S-CSCF) – see example in Table 7.3.5.2-15 (related to 7.3.5.2-42)


The I-CSCF returned a SIP error response to S-CSCF.

Table 7.3.5.2-15: 486 Busy Here (I-CSCF to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length:0

Retry-After:3600

16.
ACK (S-CSCF to I-CSCF) – see example in Table 7.3.5.2-16


Upon receive the 486 response from the S-CSCF procedure, I-CSCF sends ACK.

Table 7.3.5.2-16: ACK (S-CSCF to I-CSCF)

ACK sip:+1-212-555-2222@home1.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-length:0

17.

Service Control


S-CSCF performs whatever service control is appropriate for this failed session attempt.

18.
486 Busy Here  (S-CSCF to MO) – see example in Table 7.3.5.2-18


The S-CSCF returned a SIP error response to the appropriate MO procedure.

Table 7.3.5.2-18: 486 Busy Here (S-CSCF to MO)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

19.
ACK (MO to S-CSCF) – see example in Table 7.3.5.2-19


Upon receiving the 486 response from the S-CSCF, the MO procedure sends ACK.

Table 7.3.5.2-19: ACK (MO to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-length:0
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