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Summary
This contribution recommends that during registration transaction the "access" I-CSCF behaves as a transaction stateful SIP proxy. The contribution recommends that the provided text be incorporated into the Annex A Section 9.3.1 of the document TS 24.229.

Proposal

It is proposed that the following text be incorporated into the Section 9.3.1 of the Annex A of the document 3G TS 24.229:

9.3 Procedures at the I-CSCF

9.3.1 Registration procedure

During the registration procedure the I-CSCF shall behave as a stateful proxy. When the I-CSCF receives the REGISTER request - upon accessing the HSS and locating the S-CSCF - it forwards it to the network address of the S-CSCF. The I-CSCF shall send all subsequent re-transmissions of the respective REGISTER request to the same S-CSCF's IP address and port, using the same transport protocol. Upon receiving the final response, the I-CSCF shall forward it to the P-CSCF, and terminate the existing registration transaction. 

Editor’s Note: The cancellation of the REGISTER request by the CANCEL method - if allowed - is FFS. Either the CANCEL method for REGISTER request should not be allowed, or it may - since it is a new transaction - require access to the HSS to locate the assigned S-CSCF.

Editor’s Note: It is assumed that the I-CSCF will not redirect the REGISTER request upon receiving a 3xx response from the S-CSCF. The 3xx response is forwarded to the P-CSCF. 
The use of the Path header shall be supported by the I-CSCF. 

Editor’s Note: If the I-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the P-CSCF. The I-CSCF behavior for this scenario is FFS.

When I-CSCF receives a REGISTER request, it shall:

1.
use the result of the Cx-query in order to determine the S-CSCF to which the request is forwarded to; 

2.
determine whether hiding is required or not. 

If hiding is not required, then:

3.
forward the request to the S-CSCF determined in 1.

If hiding is required then:

3.
insert a resolveable identifier, (e.g. name) of the network as the topmost entry in the Path header;

4.
forward the request to the S-CSCF selected in 1;

5.
encrypt or tokenize the topmost entry in the Path header when 200 OK is received as a response to the REGISTER; and,

6.
forward the 200 OK to the P-CSCF from where the related REGISTER was received.

Editor's note: The nature of the resolvable identifier in step 3 should be clarified within clause 4.

