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Summary
This contribution recommends that the ingress I-CSCF that receives the initial INVITE request destined for the UE behaves as a transaction stateful SIP proxy during the handling of the respective transaction. The contribution recommends that the provided text be incorporated into the Annex A Section 9.3.3 of the document TS 24.229.

Proposal

It is proposed that the following text be incorporated into the Section 9.3.3 of the Annex A of the document 3G TS 24.229:
9.3
Procedures at the I-CSCF

9.3.1
Registration procedure

Editor's note: Some text for this clause is included in Annex A.

9.3.2
Transactions for sessions initiated by the UE

Editor's note: INVITE requires 3GPP specific handling (HSS query)

Editor's note: Responses follow standard SIP routing (Via) 

9.3.3
Inbound hiding

The initial INVITE request destined for the UE is received by the ingress I-CSCF in the subscriber's home network. The initial INVITE request will not have a pre-loaded Route header. The ingress I-CSCF shall behave as a stateful SIP proxy during the handling of the initial INVITE transaction. It shall maintain the transaction state and associated context during the duration of the initial INVITE transaction. When the ingress I-CSCF receives the initial INVITE request destined for the UE, it shall:

· access the HSS and locate the assigned S-CSCF, 

· forward the initial INVITE to the assigned  S-CSCF's IP address and port using the selected transport protocol.   

The same IP address, port and transport protocol shall be used for the initial INVITE request, any retransmission of this request, the ACK for non-2xx responses to the initial INVITE request, and the CANCEL for the initial INVITE request. If the I-CSCF receives a CANCEL request pertaining to the initial INVITE request, and the transaction state and associate context does not exist, the I-CSCF shall:

· access the HSS and locate the assigned S-CSCF, 

· forward the CANCEL request to the S-CSCF statelessly. 

Editor's note: Decryption of topmost Route header for inbound requests.

Editor's note: Decryption of topmost Via header for inbound responses.

Editor's note: Decryption of Record Route headers in inbound responses.

9.3.4
Outbound hiding
