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Introduction

This contribution contains a number of editorial and minor technical changes to TS 24.229. The technical changes are to introduce consistency either within the document or with other documents, and therefore should not be controversial.

Most of the changes do not directly relate to each other.

Point 1
Clause 2 - References

Update the references clause with new versions of specifications issued since the last revision.

Note that the update to the rfc2543bis-05 draft is covered in a separate contribution (this also affects the serverfeatures reference). We are still working on a contribution to incorporate the sip-events draft into the various parts of 24.229, and therefore this is not included at the moment.

[1]
draft-ietf-sip-rfc2543bis-04 (July 2001): “SIP: Session Initiation Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[2]
RFC 2976 (October 2000): “The SIP INFO method”.

[3]
draft-ietf-sip-100rel-04 (September 2001): “Reliability of provisional responses in SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[4]
draft-ietf-sip-callerprefs-04 (June 2001): “SIP caller preferences and callee capabilities”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[5]
draft-ietf-sip-refer-02 (October 2001): “The REFER method”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[6]
draft-ietf-sip-serverfeatures-05 (July 2001): “The SIP supported header”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[7]
draft-ietf-sip-session-timer-07 (October 2001): “The SIP session timer”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[8]
draft-sip-manyfolks- resource-02 (August 2001): “Integration of resource management and SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[9]
draft- sip-privacy-02 (May 2001): “SIP extensions for caller identity and privacy”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[10]
draft- sip-state-02 (August 2001): “SIP extensions for supporting distributed call state”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[11]
draft- sip-call-auth-02 (August 2001): “SIP extensions for media authorization”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[12]
draft-ietf-mmusic-sdp-new-03 (January 2002): “SDP: Session Description Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[13]
3GPP TS 23.218: "3rd Generation Partnership Project; Technical Specification Group Core Network; IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model (Release 5)".

[14]
3GPP TS 23.221: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Architectural requirements".

Point 2
Clause 3.1 - Definitions

Add the following additional definitions:

Private user identity: see 3GPP TS 23.228 [xx] clause 4.3.3.1.
Public user identity: see 3GPP TS 23.228 [xx] clause 4.3.3.2.
This will require the addition of a new reference in clause 2 as follows:

[xx]
3GPP TS 23.228: " Technical Specification Group Services and System Aspects; IP Multimedia Subsystem (IMS); Stage 2".

Point 3
Clause 5 - Title

Modify the title as follows:

Profile definition for the Session Initiation Protocol as used in this specification

Point 4
Clause 5.3 - Table 5.27 (Supported headers within the CANCEL response)

This table applies to a 100 Trying response to CANCEL. From the revised bis draft, it is clear that this response is not appropriate to CANCEL, and therefore this table, and the associated prerequisites, should be deleted.

Point 5
Clause 5.4 - Table 5.143 (Supported headers within the CANCEL response)

This table applies to a 100 Trying response to CANCEL. From the revised bis draft, it is clear that this response is not appropriate to CANCEL, and therefore this table, and the associated prerequisites, should be deleted.

Point 6
Clause 6.2.1.1 - Path header - Introduction

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Path header is a mechanism whereby a P-CSCF, I-CSCFs, and S-CSCF can request to be on a signalling path for the initial INVITE exchanged between the UE and the S-CSCF. The path-establishment procedure is originated by the P-CSCF during the registration process. The procedure is performed during the initial registration of each public user identity and all subsequent re-registrations. The list of Path headers obtained by a re-registration overwrites the existing list of Path headers at the S-CSCF. Each re-registration of the same public user identity may result in new list of Path headers. The P-CSCF uses the list of Path headers to construct a list of Route headers. When initiating a call pertaining to a given public user identity, the list of Route headers will be pre-loaded into the initial INVITE request.. If a CSCF wants to receive subsequent requests, it will insert its own name to the Record Route header of the initial INVITE request. Once on the route, a CSCF remains on the route for the duration of the call. The path learned while re-registering during an active call does not affect the existing call, since the routing path for the respective call has already been established. The list of Path headers is not forwarded to the UE. 

Point 7
Clause 9.2.1 - Procedures at the P-CSCF - Registration - 2nd paragraph

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall include in the REGISTER request:

-
The Path header containing the SIP URL identifying the name of the P-CSCF.

-
A Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path".

Point 8
Clause 9.2.1 - Procedures at the P-CSCF - Registration - 3rd paragraph

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

When the P-CSCF receives a 2xx response to a REGISTER request, it shall

1)
Remove its SIP URL from the list of Path headers, reverses the order of the list and saves the resulting list of Path headers.

2)
Associate the Path header information with the registered public user identity.

3)
Remove the list of Path headers and Path option tags from the 2xx response before forwarding the response to the UE. 

4)
Uses the URIs in the list of Path headers to construct a list of Route headers that will be pre-loaded into the initial INVITE request that originate at the UE. The order in the lists is preserved.

5)
Saves the list of Route headers for the entire duration of this registration.

Point 9
Clause 9.2.1 - Procedures at the P-CSCF - Registration - 4th paragraph and following note.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

The P-CSCF shall maintain a separate list of Route headers for each registered public user identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public user identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

Point 10
Clause 9.2.4.2 - Procedures at the P-CSCF - Initial INVITE - Mobile-originating case - 1st paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

The P-CSCF uses the public user identity of the caller and it: 

· selects the list of Route headers that was created during the registration of the respective public user identity utilizing the Path mechanism. 

· uses the URI in the Request-URI header (i.e., destination) in the initial INVITE request to construct a Route header, and appends it to the bottom of the list of Route headers from the previous step. The appended URI may be a SIP URL or a tel-URL. 

· pre-loads the list of Route headers from the previous steps to the initial INVITE request. 

· create a list of Record-Route header by putting its SIP URL as the first entry of the list, and forwards the INVITE request. 

Point 11
Clause 9.2.4.2 - Procedures at the P-CSCF - Initial INVITE - Mobile-originating case - 4th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

The S-CSCF maintains a separate list of Route headers for each registered public user identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.

Point 12
Clause 9.2.4.3 - Procedures at the P-CSCF - Initial INVITE - Mobile-terminating case - 1st paragraph.

The last sentence of the first item is outside of the scope of this paragraph, and should be deleted from here and added to the appropriate clauses which constitute such requests within a dialog. This text already exists within clause 9.2.6. A later point has added this to clause 9.2.5.2. It is too early to decide whether this text should also appear in clause 9.2.5.1.

Correct punctuation of list appropriately.

When the P-CSCF receive an initial INVITE request destined for the UE, it will contain the SIP URL of the P-CSCF in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE, the P-CSCF shall:

 
remove the list of Record-Route headers, and shall convert it into a list of Route headers. The Contact header received in the initial INVITE request shall be left intact and shall not be appended to the bottom of the list of Route headers; 
 
add its Record-Route header on the top of the removed list of Record-Route headers, and shall save the list. This list will be appended to the response to the initial INVITE request that is generated by the UE and returned via the P-CSCF; and
-
store the list of received Via headers. This list of Via headers shall be appended to all subsequent responses for this transaction that originate at the UE. The P-CSCF shall remove the list of Via headers from the received INVITE and shall place its own address in the Via header, before forwarding it to the UE.

Point 13
Clause 9.2.5.2 - Procedures at the P-CSCF - Call release initiated by any other entity - 1st paragraph.

Add text concerning the generation of the Route header, which has been modified from that in clause 9.2.6:

Whenever the P-CSCF receives BYE requests from the UE that pertains to an existing call, it:

-
selects the list of Route headers that was created during the exchange of the initial INVITE request and associated response for this call.

-
uses the URI in the Request-URI header in the request to construct a Route header, and appends it to the bottom of the list of Route headers, 

-
appends the list of Route headers to the BYE request, and forwards the BYE request utilizing the list of Route headers.

Point 14
Clause 9.2.5.2 - Procedures at the P-CSCF - Call release initiated by any other entity - 1st paragraph.

Add text concerning the generation of the Route header, which has been modified from that in clause 9.2.6:

Whenever the P-CSCF receives BYE requests from the UE that pertains to an existing call, it:

-
selects the list of Route headers that was created during the exchange of the initial INVITE request and associated response for this call.

-
uses the URI in the Request-URI header in the request to construct a Route header, and appends it to the bottom of the list of Route headers, 

-
appends the list of Route headers to the BYE request, and forwards the BYE request utilizing the list of Route headers.

Point 15
Clause 9.4.1.4 - Procedures at the S-CSCF - Network-initiated reauthentication - 1st paragraph.

We need to define what is meant by an authentication challenge at this point. As this is still awaiting the completion of work by SA3, it is proposed that an editor's note should be inserted here identifying work still needs to be done.

The S-CSCF may request a subscriber to reauthenticate at any time, based on a number of possible operator settable triggers, by sending an authentication challenge.

Editor's note: This paragraph requires expansion to specify an authentication challenge in terms of the SIP protocol. Subsequent paragraphs need to define the acceptable responses in SIP protocol terms to that challenge.
Point 16
Clause 9.4.1.4 - Procedures at the S-CSCF - Network-initiated reauthentication - 3rd paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

The text currently does not define what is meant by a (further) challenge. While this should be clarified in the first paragraph when the protocol is defined, the terminology in this paragraph should be aligned to become "authentication challenge".

In the case that the response from the UE is incorrect (e.g. the response to the challenge is not correct) the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

Point 17
Clause 9.4.1.4 - Procedures at the S-CSCF - Network-initiated reauthentication - 4th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

In the case that the response from the UE is incorrect three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

Point 18
Clause 9.4.1.4 - Procedures at the S-CSCF - Network-initiated reauthentication - 5th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

The text currently does not define what is meant by a (further) challenge. While this should be clarified in the first paragraph when the protocol is defined, the terminology in this paragraph should be aligned to become "authentication challenge".

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to loss of radio coverage), the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

Point 19
Clause 9.4.1.4 - Procedures at the S-CSCF - Network-initiated reauthentication - 6th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

Correct typo ("or" to "for").

In the case that there is no response from the UE for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

Point 20
Clause 9.4.2.1.1 - Procedures at the S-CSCF - Subscription to the event providing registration state.

Rewrite all text in the active.

When an incoming SUBSCRIBE request addressed to S-CSCF arrives containing the Event header with the event providing registration state, the S-CSCF shall:

Editor’s note: The possible values of the event header are: presence, registration-state, a new subpackage of presence.

Editor’s note: Authorization needs to be applied before subscribing for the event providing information about the registration state. This is FFS.

1)
either generate a 202 Accepted or a 200 OK response acknowledging the SUBSCRIBE request indicating that the subscription was successful, with an 
Expires header which either contains the same or a decreased value as the Expires in SUBSCRIBE request, 
and a Contact header which is an identifier generated within the S-CSCF that will help to correlate refreshes for the SUBSCRIBE; and
2)
generate a NOTIFY request to the subscriber(s) with a payload containing information about the unregistered status of the UE, with a 
Contact header equal to the headers in 202 Accepted/200 OK response sent for the SUBSCRIBE request.

Point 21
Clause 9.4.3.1.3 - Procedures at the S-CSCF - Mobile terminating case - 1st paragraph.

Replace "public identity" and "public identifier" with the term "public user identity" to achieve consistency with TS 23.228.

When the S-CSCF receive an initial INVITE request destined for the UA identified with its called public user identity it: 

Editor's Note: It has to be determined which entity (P-CSCF, S-CSCF) will construct the list of Route headers (from the Record-Route headers in the initial INVITE) that will be appended to subsequent requests that originate at the UE.

· selects the list of Route headers that was created during the registration of called public user identity, remove the top Route header from the list and insert it in the Request-URI, and pre-loads the remaining Route headers to the INVITE request. 

Editor's Note: It has to be determined if the list of Route headers (created during the registration) should contain the Contact header, or the received called public user identity is appended to the list of Route headers.

· adds its Record-Route header to the list of Record-Route headers.

Editor's Note: The handling of the list of Record-Route header in S-CSCF has to be determined.

