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1. Introduction

At CN1#18 at Dresden, CN1 received an LS N1-011011 [1] requesting CN 1, CN 4, T 2, RAN 2, GERAN 2, SA 1, SA 3 to investigate the use of CellID in SIP messaging. The purpose of this contribution is to outline a method by which the cellID can be transported in a SIP message.

2. Discussion

Numerous factors and prior efforts in this direction in both 3GPP and IETF dictate the structure of the CellID, its transport and description.  The structure chosen for transport in SIP messaging needs to have buy-in from the RAN and other 3GPP groups.  

2.1  Work in 3GPP

TS 23.032 v3.1.0 “Universal Geographical Area Description (GAD) [2] describes an approach to definition of location.  The structure of location described can occupy approximately 14-62 octets depending on the shape chosen to describe the geographical area.

The following is an extract from this TS:

“…The reference system chosen for the coding of locations is the World Geodetic System 1984, (WGS 84), which is also used by the Global Positioning System, (GPS). The origin of the WGS 84 co-ordinate system is the geometric centre of the WGS 84 ellipsoid. The ellipsoid is constructed by the rotation of an ellipse around the minor axis which is oriented in the North-South direction. The rotation axis is the polar axis of the ellipsoid, and the plane orthogonal to it and including the centre of symmetry is the equatorial plane.

….

Co-ordinates are then expressed in terms of longitude and latitude relevant to this ellipsoid. The range of longitude is -180° to +180°, and the range of latitude is -90° to +90°. 0° longitude corresponds to the Greenwich Meridian, and positive angles are to the East, while negative angles are to the West. 0° latitude corresponds to the equator, and positive angles are to the North, while negative angles are to the South. Altitudes are defined as the distance between the ellipsoid and the point, along a line orthogonal to the ellipsoid.

..”

2.2  Work in IETF

Internet-Draft “A Common Spatial Location Data Set” [3] proposes a common data set for specification of spatial location information within the internet. This I-D expands on the description in 23.032 and suggests an XML based structure for carrying the location information.  It identifies components of the location data set that are optional (e.g. ground-speed, direction) and components that are mandatory (e.g. latitude, longitude).

The following is a summary of the data set proposed in the I-D:

· Co-ordinates and Datum=WGS84 (mandatory) 

· Time (mandatory) 

· Location Accuracy (optional) 

· Speed (optional) 

· Direction (optional) 

· Course (optional)   (This is direction w.r.t. a defined destination)

· Orientation (optional) 

There is another Internet Draft, Emergency Call Services for SIP-based Internet Telephony [5], written by Henning Shulzrinne, and addressing the problem of locating a SIP client that establishes an emergency call. This Internet-Draft is a collection of requirements and alternatives to solve the problem. It analyzes several methods to supply the location information. It also suggests the use of new SIP header to supply the positioning information in case SIP is the call control protocol.

The IETF also has a "geopriv" working group aimed at defining security and privacy mechanisms for protecting geo-spatial location information sent in, for example, SIP messages. It is expected that they will refer to existing standards for representing location information. For example, the ITU, W3C, and ISO bodies all have formats for carrying location information.

3. Relevance to 3GPP

It will be in the best interest of 3GPP to align itself with a data set for location information that is consistent with that for other internet devices, while at the same time, keeping the interests of a 3G wireless environment in mind. 

An option is that we don't carry the cell-ID itself in the signaling message. Instead, a URL that pointed to a server that could resolve the information into different formats (Lat./Long, city block, GPS, etc.) might be more appropriate. 

The following are some discussion points and issues that need to be addressed:

1. It should be possible for the user to ‘turn-off’ location information, just as s/he would turn off caller id.

2. Routing of call based on present location (e.g. call nearest Pizza Hut) would require that location information is not buried too deep inside a SIP message

3. Have we considered security-related issues, as they would apply to transport of location information?

4. Who is the repository of this information?

Keeping the above discussion in mind, the following is a tentative proposal:

1. The location information is added as a part of the message body in the SIP message. This would be a multipart body [4] (see Table 1 below) to allow for the carrying of any other information like SDP.

2. A new option tag ‘location-present’ is added to the From: header to carry a binary indication of presence of location information.  Indication of location information will trigger parsing of the message body by the entity interested in the information.  This is to allow easy access to location information and avoid unnecessary parsing of the message body, 

3. A new option tag for ‘location-privacy’ in the From: header that specifies if the location information is private or not.  This would probably be used to prevent the receiver of the information from storing it and using it later, or distributing it to others.

The following is an example where both SDP and the location information are transported in the message body of the INVITE (extra CRLFs have been included for clarity):

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: multipart/Related; boundary = “multipartBoundary”

Content-length: (…)

---multipartBoundary

Content-Type: text/xml

Content-Length:

Content-Language:

Content-Encoding:

Content-Disposition:

<?xml version=”1.0”?>

(…Location ID goes here..)

---multipartBoundary

Content-Type: application/sdp 

Content-Length:

Content-Language:

Content-Encoding:

Content-Disposition:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Table 1.  SDP and Location ID carried in INVITE

4. Proposal

Based on the outcome of the above discussion, Ericsson volunteers to draft a detailed proposal for the transport of location information in SIP messages. 
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