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1 Abstract

This contribution shows how SIP messaging, using the end-to-end model as described in RFC 2543, can be used to provide a network initiated session set-up and modification.  

2 Introduction

The basic intent of a SIP network is as follows:

· The network offers a centralization of features and capabilities that a user wants to have regardless of the capabilities supported by each of their (possibly many) terminals.  A good example is a speed dial list.  Therefore, the network plays a very valuable role in providing users with an omnipresent feature set.

· By having a centralized location for delivering value-added functionality, operators can offer both simple and sophisticated packages of services, appealing to a range of customers, both technology savvy and otherwise. This enables the operator to tailor their own service offerings to match the needs of their customers.

· The network is intended to be omnipresent, meaning it is available when the terminal is not.  This means that, as far as possible, the IM system should be able to provide a programmatic means of executing the services and features that a user would expect to have on their terminal.  In this way, the IM system sometimes acts as a stand-in for the absent or unavailable user.

Most multimedia services will be controllable through the terminal (in the case of a SIP-capable terminal) and dependent on its capabilities.  However, for the very reasons outlined above, the network has an equally important role in provision of subscriber services.

Ericsson contribution, N1-011003 “Addressing B2BUA in a SIP network”, showed that end-to-end transparency is important for 3GPP to claim that it is RFC2543 (i.e. SIP messaging) compliant.  That contribution showed that the use of a B2BUA breaks the SIP model, and concluded that a mechanism needs to be determined by which network-control is provided without the use of a B2BUA

This contribution addresses network initiated session set-up and modification scenarios to prove that network controlled services can be provided in the end-to-end SIP model without the use of a B2BUA.  Other Ericsson contributions related to this are:

· N1-011003 “Addressing B2BUA in a SIP network”

· N1-011004 “network controlled session disconnection”

· N1-010006 “network controlled addition/removal of legs”

· N1-010937 “network controlled UE authentication without B2BUA”

3 Discussion

3.1 Network initiated Session set-up

The following example is that of an application initiated wake up call, previously specified by the subscriber at UE#1.  The AS assigns an MRF to play the ‘Good Morning’ announcement to the subscriber.
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Figure 1. Network initiated Session set-up

The steps are as follows in Figure 1:

1. The AS determines that a wake-up call needs to be initiated towards UE#1.

2. The AS requests the MRF to initiate a session and provides the UE#1 identity.

3. The MRF, acting as a UA, initiates an originating session towards UE#1.  This will include determining the correct S-CSCF using an I-CSCF.

4-6. The MRF sets up a session towards UE 1 by sending an INVITE through the S-CSCF and the P-CSCF.

10-12. The media stream capabilities of the destination are returned along the signaling path, in a 183 Session Progress provisional response (to 6).

13-18. Reception of the 183 Session Progress message is acknowledged by the MRF using the PRACK mechanism.

19-21. The 180 Ringing provisional response is returned along the signaling path. 

22-27. Reception of the 183 Session Progress message is acknowledged by the MRF using the PRACK mechanism.

28-30. UE#1 answers the calls and returns a 200 OK final response to the INVITE (in 6) along the signaling path.

31-33. The MRF completes the call setup by sending an ACK along the signaling path.

34. The MRF notifies the AS of successful completion of the REFER processing requested in step 2.

3.2 Network Initiated Session Modification

This scenario deals with a subscriber who can set up multimedia sessions where certain attributes can be controlled by the AS.  The attributes of the session can be controlled either during the set-up of the session, or during an established session.

The specific SDP attributes that can be modified by the AS in the session are implementation dependent.  However, it is important to keep in mind that the S-CSCF as a functional entity does not own or control any media resources.  Therefore, it can most likely manipulate information like email addresses and URLs, but not codec properties in the SDP.

Here are some examples of information that could be manipulated:

· email address (e) or phone number (p)

· URI of a WWW address with more information (u)

· Start, stop, repeat times

· language

Modification of SDP can be also used in scenarios where the operator wants to restrict the number of users using video streams during high traffic times.  It could also be used to control the allocated bandwidth for the requested media stream.

Note:

· It is recommended that the UE enforce the changed SDP via the underlying GPRS bearer using modification of the PDP context rather than depending on negotiation using SIP messaging between the UEs.

· If the P-CSCF loses contact with the UE, the modification of the session should not take place. 

3.2.1 Session Modification during set-up

In this scenario, the S-CSCF receives modified SDP from the AS when it notifies the AS of session initiation attempt.  The S-CSCF modifies the SDP in the INVITE before it is proxied to the next hop.
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Figure 2.  Session Modification during set-up

The steps in Figure 2 are as follows:

1-2:   UE#1 initiates a call towards UE#2

3-5:   Information received in the INVITE/1xx/2xx response is sent to the AS.  The AS responds with the modified session 

  properties. 

6-7:   The S-CSCF sends the modified SDP to UE#2 in the modified INVITE.

8-15: The session is set-up with the modified values of the session properties as specified in the SDP.

Session Modification for session in progress
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Figure 3. Session Modification for session in progress

The steps in Figure 3 are as follows:

1-2:      UE#1 initiates a call towards UE#2

3-4:      The AS asks the S-CSCF to continue without any changes to the session.

5-6:      The S-CSCF proxies the INVITE towards UE#2.

7-14:    The session is set-up based on the initial SDP specified by UE#1 and any subsequent negotiation between UE#1 

            and UE#2.

15.      The AS determines that the SDP in the active session needs to be modified.

16.      The AS requests the S-CSCF to modify the properties for the specified session.

17.      The S-CSCF sends a REFER message encapsulating a Re-INVITE with the modified SDP in the message body.

18.      UE#1 accepts the REFER.

19-29:  The ongoing active session is modified based on UE#1 sending a re-INVITE to UE#2 with the modified SDP.

30-33:  Optionally, UE#1 notifies the S-CSCF of successful modification of the active session, carrying the result of the 

             REFER processing..

34. The S-CSCF acknowledges the orders it received in step 16 to notify the AS that the ongoing session has been 

     successfully modified.

4 Proposal

This contribution is for TS 24.228. If accepted, Ericsson volunteers to draft a CR that can be included as a new informative annex in the document under a new section 9.3 “Network Initiated Set-up/Modification”
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