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Introduction

This contribution is based on N1-010850 from Lucent, with additional changes in the proposed 24.228 text updates highlighted in bold. 

Discussion

Using an empty header value in responses that occur after an intermediate reliable transport request and response can be misleading. Such as in 180 Ringing response, the CSeq header, the Via header and token in the contact header need to refer to the received INVITE message.

The text in the current key to this shorthand could lead one to believe that the appropriate contents came from an intermediate PRACK or its response.

This contribution offers a revised text. In addition, it is proposed to add an indication in the table title to point to the received request/response, where the received request/response is not the immediate preceding table. While one objective is to improve readability, an additional benefit is to subsequently assist automating filling in the blanked header contents as outlined in N1-010850.

Proposal

It is proposed to update clause 4.1.1 as below. In addition, each occurrence (throughout the specification) of non-immediate preceding “related to” response/requests shall be updated as per table title 8.2.2-35

4.1.1
Key required to interpret Signalling signalling Flow flow Contents contents tables 
Contents tables are used to describe the contents of SIP methods. The following key (rules) have been applied to each contents table to improve readability, reduce errors and increase maintainability:-

a)
Where a header field in the SIP method contents tables show only the header name, the contents are identical to the received request/response. The received request/response is identified as follows:

-
where a request is generated as a result of a received request (as at a proxy), then the received request is that with the same method name and Cseq header;

-
where a response is generated as a result of a received response (as at a proxy), then the received response is that with the same method name and Cseq header;

-
where the response is generated as a result of a received request or response (as at a UA). then the received request is that with the same method name and Cseq header;

-
where the request is generated as a result of a received response (as at a UA) then the received response is that imediately previously received.
To enhance readability an indication of the received request/response is included in the method title, should the received request/response not be the immediate preceding request response. 
b)
The (…) sequence of characters is used to indicate that the Content-length field needs to be filled in, with the appropriate value i.e. the number of bytes in the payload.
c)
Repeated headers within a method are listed on a single line, with a comma used as delimiter. This convention is not mandatory but used in this specification for improved readability.   

d)
Headers are listed within a table in the following order:- 

1)
hop by hop e.g. Via:

2)
end to end e.g. To:

3)
entity headers e.g. Content-length:

This convention is not mandatory but used in this specification for improved readability.   

[…]

8.2.2

(MO#1a) Mobile origination, roaming, without I-CSCF in home network providing configuration independence

This origination procedure applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network.  The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure.  During registration, the home network allocates a S-CSCF.  The home network provides the S-CSCF name/address as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the S-CSCF.
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Figure 8.2.2 – MO#1a

[…]

35.
200 OK (S-S to MO#1a) – see example in Table 8.2.2-35

When the called party answers, the terminating endpoint sends a 200 OK final response to the INVITE request (6), as specified by the termination procedures and the S-CSCF to S-CSCF procedures, to S-CSCF.

Table 8.2.2-35: 200 OK (S-S to MO#1a) [Related to 8.2.2-6]
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home.net, sip:scscf.home.net

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home.net

Content-Length: 0
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