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Introduction

Currently the data compression algorithm defined for the SNDCP layer of GPRS is ITU-T Recommendation V.42bis.  Recommendation V.44 data compression has been adopted by the ITU and support of V.44 Annex B is being proposed in CN1 for SNDCP.  V.44 achieves substantially better compression ratios than V.42bis although the V.44 algorithm is similar to, and a superset of the V.42bis algorithm.  V.44 achieves up to 100% or better compression ratios than V.42bis compressing HTML files. In addition, V.44 is a very fast algorithm and requires fewer MIPs than V.42bis in a packet network environment.  This paper describes the issues and complexities of the implementation of V.42bis versus V.44 in the GPRS SGSN.

V.42bis Implementation in the GPRS SGSN

Recommendation V.42bis is targeted towards a modem environment where a continuous stream of unframed data is transferred between modem peers using a guaranteed link.  The implementation of V.42bis in packet networks is not optimal, especially for a network switch that has point-to-point links with many user terminals.  Thus, the GPRS SGSN supporting many MS, each with up to 3 active PDP sessions, must maintain a separate encoder and decoder dictionary and context for each PDP session that is supported.  This requires extensive CPU, memory resources, and complexity which makes the implementation of V.42bis data compression within 3G networks very difficult.

The following makes the V.42bis implementation complex and resource intensive:

· V.42bis is a modem standard and as such the algorithm is designed to handle a continuous stream of unframed data, not packets.

· if the data is not compressible, V.42bis goes into 'transparent mode' and this actually causes the data to expand, how much depends on the content of the data but some expansion will occur.  This makes buffer handling difficult in a packet network in which the data in a buffer may expand beyond the size of the buffer or max packet size.

· since V.42bis requires a point-to-point reliable link, a separate set of context and dictionaries is required for each PDP session supported by the GPRS SGSN.  Each MS can have up to 3 active PDP sessions, meaning that if an SGSN supports 100 MS, it may need to support 300 PDP sessions and 300 separate V.42bis dictionaries and associated context. Since a V.42bis dictionary of 2048 is necessary to get good compression, which requires 28K for encoder and decoder dictionaries, the SGSN would need 300 X 28K of memory (8.4 meg) to support only 100 MS.

· CPU execution speed of V.42bis is reasonable, but adversely affected by the "transparent mode" of operation that is used when data does not compress and expansion occurs.  The V.42bis decoder becomes very complex and actually encodes the transparent data to keep its dictionary synchronized with the encoder dictionary.

· When processing unacknowledged N-PDU’s the V.42bis dictionary must be reset which uses a relatively large amount of CPU time.

V.44 Implementation in the GPRS SGSN

The V.44 algorithm was originally designed for packet networks and has been operating in Hughes Network Systems packet networks (DirecPC and VSAT) for several years.  Recommendation V.44 is also primarily aimed at modems, but Annex B specifies its implementation in packet networks.  It specifies two methods of operation:

1. Packet Method - each IP packet is compressed separately, thus if packets are lost or received out of order, those received can be correctly de-compressed.  This method is extremely simple, requires only one instance of context and dictionary for all PDP sessions supported in an SGSN (a total of 15K of memory).  In between each packet, the dictionary and context is re-initialized (which is trivial in V.44) such that each compressed packet stands on its own and can be de-compressed.  If a packet does not compress, the original data is sent and there is no expansion.

2. Multi-Packet Method - same as Packet Method except several packets are compressed as a continuation on each point to point link.  Similar to V.42bis except packets are processed instead of a continuous stream and no data expansion occurs, the original packet data is sent if compression fails.

Multi-Packet Method requires dictionary and context for each PDP session, same as V.42bis.  Its advantage over V.42bis is a 50-100% improvement in compression ratio, no transparent mode, and no data expansion.

Packet Method gets about the same compression as V.42bis and has several major advantages:

· simplicity, one set of dictionaries and context for all PDP links.

· processing speed, much faster than V.42bis since it has no transparent mode and has a mechanism where compression can be checked after 200 or so bytes of the packet has been compressed and if compression is not working, compression can be aborted and the original packet sent.

· no data expansion

· about 15K of memory total in the SGSN compared to 28K per PDP session for V.42bis or V.44 Multi-Packet Method.

HNS packet networks use Packet Method because of its simplicity and it does not require a reliable link. Multi-Packet Method gets better compression but in the view of HNS is not worth the complexity. Packet Method will compress a 1500 byte section of a web page down to 500 bytes or so. Multi-Packet Method may be able to compress the same section down to 250 bytes, but those additional 250 bytes saved are not worth the cost and complexity. However, Multi-Packet Method is an option of V.44 and may be used by a packet network if they feel the complexity is worth the additional compression.  Either Method is superior to V.42bis

Proposed V.44 Operation in SNDCP

It is proposed that Packet Method be the default operarational mode for V.44 in SNDCP but that Multi-Packet Method be supported as a negotiable option.
















