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6.1.3.2.1 Successful Secondary PDP Context Activation Initiated by the MS

In order to request a secondary PDP context activation, the MS shall send an ACTIVATE SECONDARY PDP CONTEXT REQUEST message to the network, enter the state PDP-ACTIVE-PENDING and start timer T3380.  The message shall contain the selected NSAPI. The MS shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS. The message shall also include a QoS profile, a TFT, a requested LLC SAPI and the Linked TI. The QoS profile is the requested QoS. The TFT shall be sent transparently through the SGSN to the GGSN to enable packet classification and policing for downlink data transfer.  

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST, the network shall validate the message by verifying the TI given in the Linked TI IE. The same GGSN address shall be used by the SGSN as for the already established PDP context(s) for that PDP address. The network shall select a radio priority level based on the QoS negotiated and shall reply with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, if the request can be accepted. 

Upon receipt of the message ACTIVATE SECONDARY PDP CONTEXT ACCEPT, the MS shall stop timer T3380 and enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. 

In GSM the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the LLC SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation procedure.

In UMTS, both SGSN and MS shall store the LLC SAPI and the radio priority in the PDP context. If a UMTS to GSM Routing Area Update is performed, the new SGSN shall initiate establishment of the logical link using the negotiated LLC SAPI, the negotiated QoS profile and selected radio priority level stored in the PDP context  as in a GSM to GSM Routing Area Update.

An MS, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while an MS which is capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network.

NOTE:
The radio priority level and the LLC SAPI parameters, though not used in UMTS, shall be included in the messages, in order to support handover between UMTS and GSM networks.
6.1.3.2.2 Unsuccessful Secondary PDP Context Activation initiated by the MS

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network may reject the MS initiated secondary PDP context activation by sending an ACTIVATE SECONDARY PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following:

# 26: insufficient resources;
# 30: activation rejected by GGSN;
# 31: activation rejected, unspecified; 
# 32: service option not supported;
# 33: requested service option not subscribed;
# 34: service option temporarily out of order;
# 35: NSAPI already used; 
# 41: semantic error in the TFT operation;
# 42: syntactical error in the TFT operation;
# 43: unknown PDP context;
# 44: semantic errors in packet filter(s);

# 45: syntactical errors in packet filter(s);
# 95 - 111: protocol errors.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter the state PDP-INACTIVE.

6.1.3.2.3 Abnormal cases

The following abnormal cases can be identified:

a) Expiry of timers


On the first expiry of the timer T3380, the MS shall resent the ACTIVATE SECONDARY PDP CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic PDP context activation re-attempt shall be performed. 

b) MS initiated Secondary PDP context activation for an already activated Secondary PDP context (On the network side)


If all parameters of the new ACTIVATE SECONDARY PDP context request message match with those of a  previously activated PDP context, the network shall reply with an ACTIVATE SECONDARY PDP context ACCEPT message. 

Otherwise, the network shall check the parameters as follows: 

a) The network shall first check whether there is an activated PDP context for the TI given in the Linked TI IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code indicating "unknown PDP context". If there exists a PDP context for the given TI, then the requested NSAPI is checked. If there exists an active PDP context with the same NSAPI, the network shall reject the activation with cause "NSAPI already used". Otherwise, the TFT in the request message is checked for different types of TFT IE errors as follows:
I. Semantic errors in TFT operations:

II. When the TFT operation is an operation other than “Create a new TFT”.

b) The network shall reject the activation request with cause "semantic error in the TFT operation".

I. Syntactical errors in TFT operations:
II. When the TFT operation = “Create a new TFT” and the packet filter list in the TFT IE is empty.

III. When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.
c) The network shall reject the activation request with cause "syntactical error in the TFT operation".

d) Semantic errors in packet filters:

When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e., no IP packet will ever fit this packet filter. How the network determines a semantic error in a packet filter is outside the scope of this specification.

e) The network shall reject the activation request with cause "semantic errors in packet filter(s)".

I. Syntactical errors in packet filters:

II. When the TFT operation = “Create a new TFT” and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

IV. When the TFT operation = “Create a new TFT” and two or more packet filters in all TFTs associated with this PDP address would have identical packet filter precedence values.

V. When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.

The network shall reject the activation request with cause "syntactical errors in packet filter(s)".

Otherwise, the network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message.
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Figure 6.5/TS 24.008: MS initiated secondary PDP context activation procedure

6.1.3.3
PDP context modification procedure

The PDP context modification procedure is invoked by the network or by the MS, in order to change the QoS negotiated, the Radio priority level, or the TFT, negotiated during the PDP context activation procedure, the secondary PDP context activation procedure or at previously performed PDP context modification procedures. The procedure can be initiated by the network or the MS at any time when a PDP context is active.

The network requested PDP context modification procedure may also be used to update the PDP address when external PDN address allocation is performed, in which case the MS receives the PDP address in the MODIFY PDP CONTEXT REQUEST (Network to MS direction) message.

NOTE: 
The procedure may be initiated by the network due to an inter-SGSN Routing Area Updating when a PDP context is active. 

6.1.3.3.3
MS initiated PDP Context Modification not accept by the network

Upon receipt of a MODIFY PDP CONTEXT REQUEST message, the network may reject the MS initiated PDP context modification request by sending a MODIFY PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following:

# 26: insufficient resources;
# 41: semantic error in the TFT operation;
# 42: syntactical error in the TFT operation;

# 44: semantic errors in packet filter(s);

# 45: syntactical errors in packet filter(s);

# 95 - 111: protocol errors.

The TFT in the request message is checked for different types of TFT IE errors as follows:

a) Semantic errors in TFT operations:
I. TFT operation = “Create a new TFT” when there is already an existing TFT for the PDP context.

II. When the TFT operation is an operation other than “Create a new TFT” and there is no TFT for the PDP context.

III. TFT operation = “Delete existing TFT” when there is already another PDP context without a TFT.

IV. TFT operation = “Delete packet filters from existing TFT” when it would render the TFT empty.
b) The network shall reject the activation request with cause "semantic error in the TFT operation".

I. Syntactical errors in TFT operations:

II. When the TFT operation is an operation other than “Delete existing TFT” and the packet filter list in the TFT IE is empty.

III. TFT operation = “Delete existing TFT” with a non-empty packet filter list in the TFT IE.

IV. TFT operation = “Replace packet filters in existing TFT” when a to be replaced packet filter does not exist in the original TFT.

V. TFT operation = “Delete packet filters from existing TFT” when a to be deleted packet filter does not exist in the original TFT.

VI. TFT operation = “Delete packet filters from existing TFT” with a packet filter list including packet filters instead of packet filter identifiers.

VII. When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.

The network shall reject the activation request with cause "syntactical error in the TFT operation".

c) Semantic errors in packet filters:

When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e., no IP packet will ever fit this packet filter. How the network determines a semantic error in a packet filter is outside the scope of this specification.

d) The network shall reject the activation request with cause "semantic errors in packet filter(s)".

I. Syntactical errors in packet filters:

II. When the TFT operation = “Create a new TFT” or “Add packet filters to existing TFT” and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

VIII. When the TFT operation = “Create a new TFT” or “Add packet filters to existing TFT” or “Replace packet filters in existing TFT” and two or more packet filters in all TFTs associated with this PDP address would have identical packet filter precedence values.

IX. When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.

The network shall reject the activation request with cause "syntactical errors in packet filter(s)".

Upon receipt of a MODIFY PDP CONTEXT REJECT message, the MS shall stop timer T3381 and enter the state PDP-ACTIVE.

9.5.4 Activate Secondary PDP Context Request

This message is sent by the MS to the network to request activation of a secondary PDP context. See Table 9.5.4/TS 24.008.

Message type:

activate SECONDARY PDP context REQUEST
Significance:

global

Direction:


MS to network

Table 9.5.4/TS 24.008: Activate SECONDARY PDP context request message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
½


Transaction identifier


Transaction identifier

10.3.2
M
V
½


Activate secondary PDP context request message identity
Message type

10.4
M
V
1


Requested NSAPI
Network service access point identifier 

10.5.6.2
M
V
1


Requested LLC SAPI
LLC service access point identifier 10.5.6.9
M
V
1


Requested QoS
Quality of service 

10.5.6.5
M
LV
FFS


TFT
Traffic Flow Template
10.5.6.12
M
LV
256


Linked TI
Linked TI

10.5.6.7
M
LV
2-3

9.5.10
Modify PDP context request (MS to network direction)

This message is sent by the MS to the network to request modification of an active PDP context. See table 9.5.10/TS 24.008.

Message type:
modify PDP context request (MS TO network direction)
Significance:

global

Direction:


MS to network

Table 9.5.10/TS 24.008: modify PDP context request (MS to network direction) message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier
Transaction identifier

10.3.2
M
V
1/2


Modify PDP context request message identity
Message type

10.4
M
V
1

32
Requested LLC SAPI
LLC service access point identifier 10.5.6.9
O
TV
2

30
Requested new QoS
Quality of service

10.5.6.5
O
TLV
FFS

31
New TFT
Traffic Flow Template
10.5.6.12
O
TLV
257

9.5.10.1
Requested LLC SAPI

This IE may be included in the message to request a new LLC SAPI if a new QoS is requested.

9.5.10.2
Requested new QoS

This IE may be included in the message to request a modification of the QoS.

9.5.10.3
New TFT

This IE is included in the message only when the modification applies to a secondary PDP context (FFS), to request modification of the TFT.

10.5.6.6
SM cause

The purpose of the SM cause information element is to indicate the reason why a session management request is rejected.

The SM cause is a type 3 information element with 2 octets length.

The SM cause information element is coded as shown in figure 10.5.139/TS 24.008 and table 10.5.157/TS 24.008.
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SM cause IEI
octet 1


Cause value
octet 2

Figure 10.5.139/TS 24.008: SM cause information element

Table 10.5.157/TS 24.008: SM cause information element

Cause value (octet 2)

Bits

8 7 6 5 4 3 2 1

0 0 0 1 1 0 0 1
LLC or SNDCP failure(GSM only)
0 0 0 1 1 0 1 0
Insufficient resources
0 0 0 1 1 0 1 1
Missing or unknown APN
0 0 0 1 1 1 0 0 
Unknown PDP address or PDP type
0 0 0 1 1 1 0 1
User Aauthentication failed

0 0 0 1 1 1 1 0 
Activation rejected by GGSN

0 0 0 1 1 1 1 1
Activation rejected, unspecified

0 0 1 0 0 0 0 0
Service option not supported

0 0 1 0 0 0 0 1
Requested service option





not subscribed

0 0 1 0 0 0 1 0
Service option temporarily





out of order

0 0 1 0 0 0 1 1
NSAPI already used

0 0 1 0 0 1 0 0
Regular deactivation

0 0 1 0 0 1 0 1
QoS not accepted

0 0 1 0 0 1 1 0
Network failure

0 0 1 0 0 1 1 1
Reactivation required

0 0 1 0 1 0 0 1
Semantic error in the





TFT operation 
0 0 1 0 1 0 1 0
Syntactical error in the





TFT operation
0 0 1 0 1 0 1 1
Unknown PDP context
0 0 1 0 1 1 0 0 
Semantic errors in packet filter(s)

0 0 1 0 1 1 0 1 
Syntactical errors in packet 





filter(s)
0 1 0 1 0 0 0 1
Invalid transaction identifier value

0 1 0 1 1 1 1 1
Semantically incorrect message

0 1 1 0 0 0 0 0
Invalid mandatory information

0 1 1 0 0 0 0 1
Message type non-existent





or not implemented

0 1 1 0 0 0 1 0
Message type not compatible with





the protocol state

0 1 1 0 0 0 1 1
Information element non-existent





or not implemented

0 1 1 0 0 1 0 0
Conditional IE error

0 1 1 0 0 1 0 1
Message not compatible with





the protocol state

0 1 1 0 1 1 1 1
Protocol error, unspecified

Any other value received by the mobile station shall
be treated as 0010 0010, 'Service option temporarily
out of order'. Any other value received by the network
shall be treated as 0110 1111, 'Protocol error, 
unspecified'.

NOTE:
The listed cause values are defined in 

Annex I



10.5.6.12
Traffic Flow Template 

The purpose of the traffic flow template information element is to specify the TFT parameters and operations for a PDP context. 

The traffic flow template is a type 4 information element with a minimum length of 3 octets. The maximum length for the IE is 257 octets.
NOTE:
The IE length restriction is due to the maximum length that can be encoded in a single length octet.
NOTE: 
A maximum size IPv4 packet filter can be 32 bytes. Therefore, 7 maximum size IPv4 type packet filters, plus the last packet filter which can contain max 30 octets can fit into one TFT, i.e. if needed not all packet filter components can be defined into one message. A maximum size Ipv6 packet filter can be 60 bytes. Therefore, only 4 maximum size IPv6 packet filters can fit into one TFT. However, using “Add packet filters to existing TFT”, it’s possible to create a TFT including 8 maximum size Ipv4 or IPv6 filters.  

The traffic flow template information element is coded as shown in Figure 10.5.144/TS 24.008 and Table 10.5.162/TS 24.008.
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Traffic flow template IEI
Octet 1


Length of traffic flow template IE
Octet 2


TFT operation code
Spare 0
Number of packet filters
Octet 3


Packet filter list 


Octet 4

Octet

z

Figure 10.5.144/TS 24.008: Traffic flow template information element

 Annex I (informative):
GPRS specific cause values for session management

This annex is informative. 

I.1
Causes related to nature of request

Cause value = 25 LLC or SNDCP failure (GSM only)

This cause code is used by the MS indicate that a PDP context is deactivated because of a LLC or SNDCP failure ( e.g. if the SM receives a SNSM-STATUS.request message with cause "DM received " or " invalid XID response ", see GSM 04.65 [78])

Cause value = 26 Insufficient resources


This cause code is used by the MS or by the network to indicate that a PDP context activation request  Secondary PDP context activation request or PDP context modification request cannot be accepted due to insufficient resources. 

Cause value = 27 Unknown or missing access point name


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the access point name was not included although required or if the access point name could not be resolved.

Cause value = 28 Unknown PDP address or PDP type


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network due to a failed user authentication.

Cause value = 30 Activation rejected by GGSN


This cause code is used by the network to indicate that the requested service was rejected by the GGSN.

Cause value = 31 Activation rejected, unspecified


This cause code is used by the network to indicate that the requested service was rejected due to unspecified reasons.

Cause value = 32 Service option not supported


This cause code is used by the network when the MS requests a service which is not supported by the PLMN.

Cause value = 33 Requested service option not subscribed


See Annex G, section 4.

Cause value = 34 Service option temporarily out of order


See Annex G, section 4.

Cause value = 35 NSAPI already used


This cause code is used by the network to indicate that the NSAPI requested by the MS in the PDP context activation or Secondary PDP context activation request is already used by another active PDP context of this MS.

Cause value = 36 Regular PDP context deactivation


This cause code is used to indicate a regular MS or network initiated PDP context deactivation.

Cause value = 37 QoS not accepted


This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the PDP Context Modification procedure.

Cause value = 38 Network failure


This cause code is used by the network to indicate that the PDP context deactivation is caused by an error situation in the network. 

Cause value = 39 Reactivation requested


This cause code is used by the network to request a PDP context reactivation after a GGSN restart.

Cause value = 40 Feature not supported


This cause code is used by the MS to indicate that the PDP context activation initiated by the network is not supported by the MS.

Cause value = 41 semantic error in the TFT operation

This cause code is used by the network to indicate that there is a semantic error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification.
Cause value = 42 syntactical error in the TFT operation

This cause code is used by the network to indicate that there is a syntactical error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification.
Cause value = 43 unknown PDP context


This cause code is used by the network to indicate that the primary PDP context specified in the secondary PDP context activation request is not active.
Cause value = 44 semantic errors in packet filter(s)


This cause code is used by the network to indicate that there is one or more semantic errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification.

Cause value = 45 syntactical error in packet filter(s)


This cause code is used by the network to indicate that there is one or more syntactical errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification.
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