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Proposed Answer on Liaison Statement to TSG-N1 and SMG3 WPA on 04.08 split 

TSG CN WG1 thank SMG2 for their liaison statement on 04.08 split (TDoc SMG2 856/99). 

With regard to the proposal of SMG2 to duplicate the common information elements from section 10.5.1 to GSM 04.18 (RR part of former 04.08) and TS 24.008 (CN part of former 04.08), CN1 has understood the proposal of SMG2 in the following way: 

If a common information element is duplicated, the RR messages contained in GSM 04.18 will refer to the respective IE in 04.18, and the CN messages in TS 24.008 to the respective IE in 24.008.

CN1 has performed an evaluation of the practicality of such a proceeding. SMG2 are invited to comment on the results of this evaluation.

information element
used in messages of the following protocols
remarks
suitable for duplication /

responsibe

group(s) 



Cell Identity

10.5.1.1
RR
is sent in System Info 3, 6; used by the MS for cell selection and SoLSA; also used by test mobiles;

type 3 IE (fixed length), all bits used;  

basic definition in GSM 03.03, 

therefore shared responsibility with SMG3/TSG CN


in principle yes, 

but no possibility of evolution,

and shared resp. with TSG CN 



Ciphering Key Sequence Number

10.5.1.2
RR, MM, GMM
RR messages Paging Response and RR Initialisation Request are only means of transport for the key sequence, which is only used by MM; 

type 1 IE, 1 spare bit left; 


in principle yes,

but currently the IE contains only information used by MM;

CN1 would recommend to reserve this spare bit for 

security purposes

Location Area Identification

10.5.1.3
RR, MM
LAI broadcast in System Info 3, 4, 6 is compared by the MS with the LAI assigned during Location Update;

also used for LA reselect hysteresis;

type 3 IE (fixed length), all bits used; 

basic definition in GSM 03.03, 

therefore shared responsibility with SMG3/TSG CN;


no,

shared resp.,

but also no possibility of evolution



Mobile Identity

10.5.1.4
RR, MM, GMM, SM
in Paging Response, the MS shall use the same mobile identity type as received in the Paging Request message, but this Mobile Identity has then to be used by MM; 

usage by MM applies also to Mobile Identity in other initial RR messages;

basic definition of the various types of mobile identities in GSM 03.03;


no

shared resp.

Mobile Station Classmark 1

10.5.1.5
MM
special format used only for Location Update Request;

contains both RR and CN related information (e.g. RF power capability);

type 1 IE, 1 spare bit left; 


no

shared resp. for 1 spare bit

and evolution of existing parameters

Mobile Station Classmark 2

10.5.1.6
RR, MM
contains both RR and CN related information (e.g. RF power capability);

type 4 IE; 5 spare bits left in 3 octets; further extension of this IE in the initial layer 3 service request messages limited by capacity of SABM frame;  

contained in the following 

RR messages:

Classmark Change, Paging Response, RR Initialisation Request, Talker Indication, 

and the following MM messages:

CM Re-establishment Request, CM Service Request, Notification Response


no 

shared resp. for evolution of existing parameters,

furthermore, duplication

hardly useful in practise, as layer 3 service request message are divided between RR and MM layer

Mobile Station Classmark 3

10.5.1.7
RR
contains mainly RR related information, only exception is the

UCS2 bit;

CN not affected as long as the (relative) position of the UCS2 bit remains unaffected (i.e. as long as evolution in a backwards compatible way);


yes

SMG2



Spare Half Octet 

10.5.1.8
RR, MM, CC
unchangeable by definition
----

Descriptive group or broadcast call reference

10.5.1.9
MM 
type 3 IE, 4 spare bits left;

RR in 04.18 refers only to part of the IE, not-including the spare bits, 

but GSM 08.08 refers to the complete IE;

in case of Notification Response message, information may be used by MM;


yes,

but shared resp. with CN1 for parts which are currently ‘non-spare’

Group cipher key number

10.5.1.10
RR
type 1 IE, all bits used; 

MM related information;


yes 
but shared resp. with CN1

PD and SAPI

10.5.1.10a
MM
introduced for CCBS, was then tentatively classified as common;


no

CN1

Priority Level

10.5.1.11
MM, CC
used for eMLPP;

common between MM and CC;

for the Paging Request messages, RR in 04.18 does not refer to the common IE 
no

CN1



From the point of view of CN1, the critical information elements are the Location Area Identification, the Mobile Identity, and MS Classmark 1, 2 and 3. 

Location Area Identification, Mobile Identity and MS Classmark 1 are considered by CN1 as not suitable for duplication. 

With regard to most interesting information elements, MS Classmark 2 and 3, CN1 would like to make the follwing proposal which would allow for an independent evolution of GSM 04.18 and TS 24.008 (as independent as possible):

· MS Classmark 3 will be duplicated to 04.18, and will be used for the evolution of the GSM radio access.

The responsibility for this IE is handed over to SMG2, however SMG2 has to guarantee that the position of the UCS2 bit will be preserved. 

· MS Classmark 2 will not be duplicated, and will be used mainly for the evolution of the GSM core network in the following way:

SMG2 may add new code points to existing RR related parameters. 

CN1 may add new code points to existing CN related parameters, and may use the remaining spare bits of the currently defined MS Classmark 2 for CN purposes. When these spare bits have been used up, CN1 will introduce the necessary changes in the specification. (E.g. the MS Classmark 2 in the Classmark Change message could be extended or ‘replaced’ by an extension of the MS Classmark 2, or a new MS Classmark 4 could be added to the message.) 

SMG3/CN1 may ask SMG2 to use revision level ‘2’ in MS Classmark 1 and 2 for release ’99 mobile stations.

The responsibility for MS Classmark 2 will remain formally shared, with prime responsibility for CN1, but in practise no interference between SMG2 and TSG CN1 will occur.

CN1 hopes that this proposal is acceptable for SMG2. If so, SMG2 is kindly asked to confirm this back to CN1, and to prepare the necessary change requests for GSM 04.18. CN1 will then do the same for TS 24.008. 

CN1 would also be interested to learn from SMG2 which of the other possible candidates (i.e. Cell Identity, Ciphering Key Sequence Number, Descriptive group or broadcast call reference, and Group cipher key number) they intend to duplicate to GSM 04.18.

