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Reason for �change:��In a wireless network, the radio resources are the most critical ones and therefore most likely to be congested. GPRS, as is currently defined, does not inform the BSS of the QoS profile associated with various PDP contexts. This restricts the ability of the BSS to perform traffic policing and resource allocation based on the QoS profiles.

Specifically, in GPRS phase 1, the BSS is informed by the SGSN via BSSGP on the downlink of a subset of the QoS associated with downlink packets. This QoS information embedded in the BSSGP messages is used in allocating downlink radio and other resources in the BSS. Nonetheless, since QoS information is conveyed to the BSS on a per packet basis (rather than on a per PDP context basis) the BSS cannot use the information present at the SGSN for purposes of resource allocation and any required admission control.

For the uplink direction, the BSS is unaware of the QoS associated with packets since neither the MS nor the SGSN provides the relevant QoS information to the BSS. This prevents the BSS from providing resource (radio, buffer capacity in the BSS, and other) scheduling mechanisms based on the QoS. This restricts the ability of the network to:

-	Provide admission control based on uplink and downlink traffic characteristics at the BSS. For instance, since the BSS is not notified of the activation, deletion, and modification of PDP contexts, admission control cannot take into account the availability of radio and other resources allocated by the BSS.

-	Provide QoS-based resource allocation and scheduling for uplink traffic.

-	Ability of the network to provide strict end-to-end performance guarantees.

This CR addresses these needs by incorporating the BSS as part of a GPRS network's overall process of QoS management. It is proposed that:

-	The SGSN determine using the QoS Profile Negotiated of a PDP context the QoS that must be provided by the BSS.

-	PDP Contexts that share the same (or similar) BSS QoS Profile share the same packet flow. A packet flow is identified by a Packet Flow Id. An Aggregate BSS QoS Profile is assigned to each packet flow.

-	The aggregate BSS QoS profile is downloaded to the BSS from the SGSN when there is a packet flow (either uplink or downlink) associated with the packet flow. This approach is similar to that used in the Internet where the presence of flows is detected by intermediate routers and then resources are allocated to various flows. The BSS can trigger the download of the aggregate BSS QoS profile. The aggregate BSS QoS profile is deleted after a time interval of no activity on the packet flow.

-	It is possible to modify an aggregate BSS QoS profile in the BSS.��
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�9.2.2.1	PDP Context Activation Procedure

The PDP Context Activation procedure is illustrated in � REF _Ref389129644 \* MERGEFORMAT ��

Figure 1�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �1�: PDP Context Activation Procedure

1)	The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS may use Access Point Name to select a reference point to a certain external network. Access Point Name is a logical name referring to the external packet data network that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN.

2)	Security functions may be executed. These procedures are defined in subclause "Security Function".

2)	BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context".

43)	The SGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name (optional) provided by the MS and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a GGSN are described in annex A.

	If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, then the SGSN rejects the PDP context activation request.

	If a GGSN address can be derived, the SGSN creates a TID for the requested PDP context by combining the IMSI stored in the MM context with the NSAPI received from the MS. If the MS requests a dynamic address, then the SGSN lets a GGSN allocate the dynamic address. The SGSN may restrict the requested QoS attributes given its capabilities, the current load, and the subscribed QoS profile. The SGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TID, MSISDN, Selection Mode, PDP Configuration Options) message to the affected GGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in annex A. PDP Address shall be empty if a dynamic address is requested. The GGSN may use Access Point Name to find an external network. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by MS or a non-subscribed APN chosen by SGSN was selected. Selection Mode is set according to annex A. The GGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, then the GGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the SGSN with Selection Mode. The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the external PDP network, and to start charging. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then returns a Create PDP Context Response (TID, PDP Address, BB Protocol, Reordering Required, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the SGSN. PDP Address is included if the GGSN allocated a PDP address. BB Protocol indicates whether TCP or UDP shall be used to transport user data on the backbone network between the SGSN and GGSN. Reordering Required indicates whether the SGSN shall reorder N�PDUs before delivering the N�PDUs to the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request message, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The Create PDP Context messages are sent over the GPRS backbone network.

	If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

54)	The SGSN inserts the NSAPI along with the GGSN address in its PDP context. If the MS has requested a dynamic address, the PDP address received from the GGSN is inserted in the PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS, and to start charging.

For each PDP Address a different quality of service (QoS) profile may be requested. For example, some PDP addresses may be associated with E-mail that can tolerate lengthy response times. Other applications cannot tolerate delay and demand a very high level of throughput, interactive applications being one example. These different requirements are reflected in the QoS profile. The QoS profile is defined in subclause "Quality of Service Profile". If a QoS requirement is beyond the capabilities of a PLMN, the PLMN negotiates the QoS profile as close as possible to the requested QoS profile. The MS either accepts the negotiated QoS profile, or deactivates the PDP context.

After an SGSN has successfully updated the GGSN, the PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the PDP Context Activation Procedure fails or if the SGSN returns an Activate PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same APN up to a maximum number of attempts.

9.2.2.3	Anonymous Access PDP Context Activation Procedure

The MS can anonymously initiate PDP Context Activation in IDLE, STANDBY, and READY states. An existing MM context in the SGSN is neither required nor used in this case. Only dynamic PDP addressing is applicable.

The Anonymous Access PDP Context Activation procedure is illustrated in � REF _Ref389129715 \* MERGEFORMAT ��

Figure 2�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �2�: Anonymous Access PDP Context Activation Procedure

1)	The MS sends an Activate AA PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use a Random TLLI at the RLC/MAC layer for identification purposes. The MS shall use PDP Address to indicate that it requires the use of a dynamic PDP address. The MS shall use Access Point Name to select a reference point to a certain external network that provides anonymous services. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN.

2)	BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context".

32)	The SGSN may restrict the requested QoS value given its capabilities and the current load. The SGSN assigns an Auxiliary TLLI and creates an AA�TID for the PDP-Context. The SGSN sends a Create AA PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, AA�TID, Selection Mode, PDP Configuration Options) message to the GGSN indicated by Access Point Name in the Activate AA PDP Context Request message. Selection Mode indicates how the APN was selected. The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the server(s) that provide services for anonymous MSs, and to start charging. The GGSN may use Access Point Name to find an external network that provides anonymous services. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then allocates a dynamic PDP Address and returns a Create AA PDP Context Response (AA�TID, PDP Address, BB Protocol, Reordering Required, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the SGSN. BB Protocol indicates whether TCP or UDP shall be used to transport user data on the backbone network between the SGSN and GGSN. Reordering Required indicates whether the SGSN shall reorder N�PDUs before delivering the N�PDUs to the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The GGSN shall check the source and destination address in all subsequent anonymous MO PDP PDUs received from the SGSN. If the GGSN detects a not allowed address in an MO PDP PDU, then the PDP PDU shall be discarded and the MM and PDP contexts shall be deleted in the GGSN, SGSN, and MS, as defined in subclause "Anonymous Access PDP Context Deactivation Initiated by GGSN Procedure".

	If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create AA PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

43)	The SGSN inserts the NSAPI along with the PDP address received from the GGSN in its PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated and returns an Activate AA PDP Context Accept (A�TLLI, PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. The SGSN is now able to route anonymous PDP PDUs between the GGSN and the MS and to start charging.

After an SGSN has successfully updated the GGSN, the MM and PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the AA PDP Context Activation procedure fails or if the SGSN returns an Activate AA PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same GGSN up to a maximum number of attempts.

9.2.3	Modification Procedures

An SGSN can decide, possibly triggered by the HLR as explained in subclause "Insert Subscriber Data Procedure", to modify parameters that were negotiated during an activation procedure for one or several PDP contexts. The following parameters can be modified:

-	QoS Negotiated; and

-	Radio Priority; and.

-	Packet Flow Id.

The SGSN has several means to inform the MS of such a modification:

-	send a separate Modify PDP Context Request message to the MS; or

-	piggyback the modification information on a mobility management signalling exchange, e.g., routeing area update.

9.2.3.1	PDP Context Modification Procedure

The PDP Context Modification procedure is illustrated in � REF _Ref433600814 \* MERGEFORMAT �Figure 3�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �3�: PDP Context Modification Procedure

1)	The SGSN may send an Update PDP Context Request (TID, QoS Negotiated) message to the GGSN. If QoS Negotiated received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator.

2)	The GGSN may restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated and returns an Update PDP Context Response (TID, QoS Negotiated) message.

3)	The SGSN sends a Modify PDP Context Request (TI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS.

4)	The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

12.4.3.5	BSS Context

The SGSN can provide a BSS with information related to ongoing user data transmission. The information related to one MS is stored in a BSS context. The BSS may contain BSS contexts for several MSs. A BSS context contains a number of BSS packet flow contexts. Each BSS packet flow context is identified by a packet flow identifier assigned by the SGSN. A BSS packet flow context is shared by one or more activated PDP contexts with identical or similar negotiated QoS profiles. The data transmission related to PDP contexts that share the same BSS packet flow context constitute one packet flow.

Two packet flows are pre-defined, and identified by two reserved packet flow identifier values. The BSS shall not negotiate BSS packet flow contexts for these pre-defined packet flows with the SGSN. One pre-defined packet flow is used for best-effort service, and one is used for SMS. The SGSN can assign the SMS packet flow identifier to any PDP context, and the BSS shall in this case handle the packet flow for this PDP context with the same QoS that it handles SMS with.

The combined BSS QoS profile for the PDP contexts that share the same packet flow is called the aggregate BSS QoS profile. The aggregate BSS QoS profile is considered to be a single parameter with multiple data transfer attributes as defined in subclause "Quality of Service Profile". It defines the QoS that must be provided by the BSS for a given packet flow between the MS and the SGSN, i.e., for the Um and Gb interfaces combined. The aggregate BSS QoS profile is negotiated between the SGSN and the BSS.

A BSS packet flow timer indicates the maximum time that the BSS may store the BSS packet flow context. The BSS packet flow timer shall not exceed the value of the READY timer for this MS. The BSS packet flow timer is started when the BSS packet flow context is stored in the BSS and when an LLC frame is received from the MS. When the BSS packet flow timer expires the BSS shall delete the BSS packet flow context.

When a PDP context is activated, modified, or deactivated, the SGSN may create, modify, or delete BSS packet flow contexts.

12.4.3.5.1	BSS Packet Flow Context Creation Procedure

On receiving a request to transmit an uplink or downlink LLC PDU for which no BSS packet flow context exists in the BSS, the BSS may request the download of the BSS packet flow context from the SGSN.

The SGSN may at any time request the creation of a BSS packet flow context, e.g., due to the activation of a PDP context.

The BSS Packet Flow Context Creation procedure is illustrated in � REF _Ref444683599 \* MERGEFORMAT �Figure 4�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �4�: BSS Packet Flow Context Creation Procedure

1)	The BSS receives a request to transfer an uplink or downlink user data LLC PDU for which it currently does not have a BSS packet flow context. In the uplink case, TLLI, Radio Priority, and Packet Flow Id are received from the MS as defined in GSM 04.60. In the downlink case, TLLI and Packet Flow Id are received from the SGSN as defined in GSM 08.18. If Packet Flow Id does not indicate best-effort service nor SMS, then the BSS sends a Download BSS Packet Flow Context Request (RAI, TLLI, Packet Flow Id) message to the SGSN. Until the BSS receives the BSS packet flow context, the BSS shall handle uplink and downlink transfers according to a default aggregate BSS QoS profile. For uplink transfers, the default profile is specific to the radio priority level.

2)	The SGSN sends a Create BSS Packet Flow Context Request (IMSI, TLLI, Packet Flow Id, Aggregate BSS QoS Profile Requested, BSS Packet Flow Timer) message to the associated BSS.

3)	The BSS may restrict the requested aggregate BSS QoS profile given its capabilities and the current load. The BSS creates a BSS packet flow context and inserts the parameters in its BSS context. The BSS returns a Create BSS Packet Flow Context Accept (IMSI, Packet Flow Id, Aggregate BSS QoS Profile Negotiated) message to the SGSN. The BSS uses the negotiated aggregate BSS QoS profile when allocating radio resources and other resources such as buffer capacity.

12.4.3.5.2	SGSN-Initiated BSS Packet Flow Context Modification Procedure

The SGSN may at any time request the modification of the contents of an existing BSS packet flow context, e.g., due to the activation, modification, or deactivation of a PDP context.

The SGSN-Initiated BSS Packet Flow Context Modification procedure is illustrated in � REF _Ref444683633 \* MERGEFORMAT �Figure 5�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �5�: SGSN-Initiated BSS Packet Flow Context Modification Procedure

1)	The SGSN sends a Modify BSS Packet Flow Context Request (IMSI, TLLI, Packet Flow Id, Aggregate BSS QoS Profile Requested, BSS Packet Flow Timer) message to the BSS.

2)	The BSS may restrict the requested aggregate BSS QoS profile given its capabilities and the current load. The BSS inserts the modified parameters in its BSS context. The BSS returns a Modify BSS Packet Flow Context Accept (IMSI, Packet Flow Id, Aggregate BSS QoS Profile Negotiated) message to the SGSN.

12.4.3.5.3	BSS-Initiated BSS Packet Flow Context Modification Procedure

The BSS can at any time request modification of the contents of an existing BSS packet flow context, e.g., due to a change in the resource availability at the BSS.

The BSS-Initiated BSS Packet Flow Context Modification procedure is illustrated in � REF _Ref444683653 \* MERGEFORMAT �Figure 6�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �6�: BSS-Initiated BSS Packet Flow Context Modification Procedure

1)	The BSS sends a Modify BSS Packet Flow Context Request (IMSI, Packet Flow Id, Aggregate BSS QoS Profile Requested) message to the SGSN.

2)	The SGSN may restrict the requested aggregate BSS QoS profile given its capabilities and the current load. The SGSN returns a Modify BSS Packet Flow Context Accept (IMSI, TLLI, Packet Flow Id, Aggregate BSS QoS Profile Negotiated, BSS Packet Flow Timer) message to the BSS. The BSS inserts the modified parameters in its BSS context.

12.4.3.5.4	BSS Packet Flow Context Deletion Procedures

The BSS can, due to e.g., memory restrictions, at any time delete a BSS packet flow context without notifying the SGSN.

The SGSN may request the deletion of a BSS packet flow context with the SGSN-Initiated BSS Packet Flow Context Deletion procedure, as illustrated in � REF _Ref444683683 \* MERGEFORMAT �Figure 7�. Each step is explained in the following list.
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Figure � SEQ Figure \* ARABIC �7�: SGSN-Initiated BSS Packet Flow Context Deletion Procedure

1)	The SGSN sends a Delete BSS Packet Flow Context Request (IMSI, Packet Flow Id) message to the BSS. The BSS deletes the corresponding BSS packet flow context from its BSS context.

2)	The BSS returns a Delete BSS Packet Flow Context Accept (TLLI, Packet Flow Id) message to the SGSN.

13.2	SGSN

SGSN maintains MM context and PDP context information for MSs in STANDBY and READY states. � REF _Ref389128765 \* MERGEFORMAT �Table 1� shows the context fields for one MS.

Table � SEQ Table \* ARABIC �1�: SGSN MM and PDP Contexts

Field�Description��IMSI�IMSI is the main reference key.��MM State�Mobility management state, IDLE, STANDBY, or READY.��P�TMSI�Packet Temporary Mobile Subscriber Identity.��P�TMSI Signature�A signature used for identification checking purposes.��IMEI�International Mobile Equipment Identity��MSISDN�The basic MSISDN of the MS.��Routeing Area�Current routeing area.��Cell Identity�Current cell in READY state, last known cell in STANDBY or IDLE state.��Cell Identity Age�Time elapsed since the last LLC PDU was received from the MS at the SGSN.��VLR Number�The VLR number of the MSC/VLR currently serving this MS.��New SGSN Address�The IP address of the new SGSN where buffered and not sent N�PDUs should be forwarded to.��Authentication Triplets�Authentication and ciphering parameters.��Kc�Currently used ciphering key.��CKSN�Ciphering key sequence number of Kc.��Ciphering algorithm�Selected ciphering algorithm.��Radio Access Classmark�MS radio access capabilities.��SGSN Classmark�MS network capabilities.��DRX Parameters�Discontinuous reception parameters.��MNRG�Indicates whether activity from the MS shall be reported to the HLR.��NGAF�Indicates whether activity from the MS shall be reported to the MSC/VLR.��PPF�Indicates whether paging for GPRS and non-GPRS services can be initiated.��SMS Parameters�SMS-related parameters, e.g., operator-determined barring.��Recovery�Indicates if HLR or VLR is performing database recovery.��Radio Priority SMS�The RLC/MAC radio priority level for uplink SMS transmission.��Each MM context contains zero or more of the following PDP contexts:��PDP Context Identifier�Index of the PDP context.��PDP State�Packet data protocol state, INACTIVE or ACTIVE.��PDP Type�PDP type, e.g., X.25, PPP, or IP.��PDP Address�PDP address, e.g., an X.121 address.��APN Subscribed�The APN received from the HLR.��APN in Use�The APN currently used.��NSAPI�Network layer Service Access Point Identifier.��TI�Transaction Identifier.��GGSN Address in Use�The IP address of the GGSN currently used.��VPLMN Address Allowed�Specifies whether the MS is allowed to use the APN in the domain of the HPLMN only, or additionally the APN in the domain of the VPLMN.��QoS Profile Subscribed�The quality of service profile subscribed.��QoS Profile Requested�The quality of service profile requested.��QoS Profile Negotiated�The quality of service profile negotiated.��Radio Priority�The RLC/MAC radio priority level for uplink user data transmission.��Packet Flow Id�Packet Flow Identifier.��Send N�PDU Number�SNDCP sequence number of the next downlink N�PDU to be sent to the MS.��Receive N�PDU Number�SNDCP sequence number of the next uplink N�PDU expected from the MS.��SND�GTP sequence number of the next downlink N�PDU to be sent to the MS.��SNU�GTP sequence number of the next uplink N�PDU to be sent to the GGSN.��Charging Id�Charging identifier, identifies charging records generated by SGSN and GGSN.��Reordering Required�Specifies whether the SGSN shall reorder N�PDUs before delivering the N�PDUs to the MS.��

In case of anonymous access the SGSN maintains the MM context and PDP context information for MSs in READY state. � REF _Ref389128794 \* MERGEFORMAT �Table 2� shows the context fields for one MS.

Table � SEQ Table \* ARABIC �2�: SGSN MM and PDP Contexts for Anonymous Access

Field�Description��A�TLLI�Auxiliary Temporary Logical Link Identity.��AA�TID�Anonymous Access Tunnel Identifier.��Routeing Area�Current routeing area.��Cell Identity�Current cell.��PDP Type�PDP type, e.g., X.25, PPP, or IP.��PDP Address�PDP address, e.g., an X.121 address.��APN in Use�The APN currently used.��NSAPI�Network layer Service Access Point Identifier.��TI�Transaction Identifier.��GGSN Address in Use�The IP address of the GGSN currently used.��QoS Profile Requested�The quality of service profile requested.��QoS Profile Negotiated�The quality of service profile negotiated.��Radio Priority�The RLC/MAC radio priority level for uplink user data transmission.��Packet Flow Id�Packet Flow Identifier.��Send N�PDU Number�SNDCP sequence number of the next downlink N�PDU to be sent to the MS.��Receive N�PDU Number�SNDCP sequence number of the next uplink N�PDU expected from the MS.��SND�GTP sequence number of the next downlink N�PDU to be sent to the MS.��SNU�GTP sequence number of the next uplink N�PDU to be sent to the GGSN.��Charging Id�Charging identifier, identifies charging records generated by SGSN and GGSN.��Reordering Required�Specifies whether the SGSN shall reorder N�PDUs before delivering the N�PDUs to the MS.��

13.4	MS

Each GPRS MS maintains MM and PDP context information in IDLE, STANDBY and READY states. The information may be contained in the MS and the TE. � REF _Ref389128863 \* MERGEFORMAT �Table 3� shows the MS context fields.

Table � SEQ Table \* ARABIC �3�: MS MM and PDP Contexts

Field�SIM�Description��IMSI�X�International Mobile Subscriber Identity.��MM State��Mobility management state, IDLE, STANDBY, or READY.��P�TMSI�X�Packet Temporary Mobile Subscriber Identity.��P�TMSI Signature�X�A signature used for identification checking purposes.��Routeing Area�X�Current routeing area.��Cell Identity��Current cell.��Kc�X�Currently used ciphering key.��CKSN�X�Ciphering key sequence number of Kc.��Ciphering algorithm��Selected ciphering algorithm.��Classmark��MS classmark.��DRX Parameters��Discontinuous reception parameters.��Radio Priority SMS��The RLC/MAC radio priority level for uplink SMS transmission.��Each MM context contains zero or more of the following PDP contexts:��PDP Type�PDP type, e.g., X.25, PPP, or IP.��PDP Address�PDP address, e.g., an X.121 address.��PDP State�Packet data protocol state, INACTIVE or ACTIVE.��Dynamic Address Allowed�Specifies whether the MS is allowed to use a dynamic address.��APN Requested�The APN requested.��NSAPI�Network layer Service Access Point Identifier.��TI�Transaction Identifier.��QoS Profile Requested�The quality of service profile requested.��QoS Profile Negotiated�The quality of service profile negotiated.��Radio Priority�The RLC/MAC radio priority level for uplink user data transmission.��Packet Flow Id�Packet Flow Identifier.��Send N�PDU Number�SNDCP sequence number of the next uplink N�PDU to be sent to the SGSN.��Receive N�PDU Number�SNDCP sequence number of the next downlink N�PDU expected from the SGSN.��

The information marked with an "X" in � REF _Ref389128863 \* MERGEFORMAT �Table 3�:

-	shall be stored in the SIM if the connected SIM is GPRS-aware; and

-	may be stored in the ME after GPRS detach if the connected SIM is not GPRS-aware.

If the SIM is GPRS-aware, then the IMSI, P�TMSI, P�TMSI Signature, Routeing Area, Kc, and CKSN stored in the SIM shall be used when accessing the GPRS services.

If the SIM is not GPRS-aware, then the P�TMSI, P�TMSI Signature, Routeing Area, Kc, and CKSN stored in the ME shall be used if and only if the IMSI stored in the SIM is identical to the IMSI image maintained in the ME. If the IMSI stored in the SIM is different from the IMSI image in the ME, then the IMSI image in the ME shall not be used, and the MS shall identify itself with the IMSI stored in the SIM when performing a GPRS attach. IMSI, P�TMSI, P�TMSI Signature, Routeing Area, Kc, and CKSN may be stored in the ME after the GPRS attach has been successfully performed.

For anonymous access each GPRS MS maintains MM and PDP context information in READY state. The information may be contained in the ME and the TE. � REF _Ref389128888 \* MERGEFORMAT �Table 4� shows the MS context fields.

Table � SEQ Table \* ARABIC �4�: MS MM and PDP Contexts for Anonymous Access

Field�Description��A�TLLI�Auxiliary Temporary Logical Link Identity.��Routeing Area�Current routeing area.��Cell Identity�Current cell.��PDP Type�PDP type, e.g., X.25, PPP, or IP.��PDP Address�PDP address, e.g., an X.121 address.��NSAPI�Network layer Service Access Point Identifier.��TI�Transaction Identifier.��APN Requested�The APN requested.��QoS Profile Requested�The quality of service profile requested.��QoS Profile Negotiated�The quality of service profile negotiated.��Radio Priority�The RLC/MAC radio priority level for uplink user data transmission.��Packet Flow Id�Packet Flow Identifier.��Send N�PDU Number�SNDCP sequence number of the next uplink N�PDU to be sent to the SGSN.��Receive N�PDU Number�SNDCP sequence number of the next downlink N�PDU expected from the SGSN.��

13.6	BSS

� REF _Ref444683722 \* MERGEFORMAT �Table 5� shows the BSS context fields for one MS.

Table � SEQ Table \* ARABIC �5�: BSS Context

Field�Description��IMSI�IMSI is the main reference key.��TLLI�Temporary Logical Link Identity.��Each BSS context contains one or more BSS Packet Flow contexts:��Packet Flow Id�Packet Flow Identifier.��Aggregate BSS QoS Profile Negotiated�The aggregate BSS quality of service profile negotiated for this packet flow.��BSS Packet Flow Timer�BSS packet flow context inactivity timer.��

The BSS may store BSS contexts also in the anonymous access case. � REF _Ref444683738 \* MERGEFORMAT �Table 6� shows the BSS context fields for one MS.

Table � SEQ Table \* ARABIC �6�: BSS Context for Anonymous Access

Field�Description��A�TLLI�Auxiliary Temporary Logical Link Identity.��Packet Flow Id�Packet Flow Identifier.��Aggregate BSS QoS Profile Negotiated�The aggregate BSS quality of service profile negotiated for this packet flow.��BSS Packet Flow Timer�BSS packet flow context inactivity timer.��

13.76	Recovery and Restoration Procedures

The recovery and restoration procedures are intended to maintain service if inconsistencies in databases occur and at lost or invalid database information. "Invalid" in this context means that the database entry cannot be regarded as reliable.

13.7.5	BSS Failure

When a BSS fails, all its BSS contexts affected by the failure become invalid and shall be deleted. BSS storage of data is volatile.
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