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Start of change in Clause 4

4 Data Session Control SCF

The Data Session Control network SCF consists of two interfaces:

1) Data Session manager, containing management functions for data session related issues;

2) 
Data Session, containing methods to control a session.

A session can be controlled by one Data Session Manager only. Data Session Manager can control several sessions.
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NOTE:
The term "data session" is used in a broad sense to describe a data connection/session. For example, it comprises a PDP context in GPRS.

Figure 1: Data Session control interfaces usage relationship

The Data Session Control SCFs are described in terms of the methods in the Data Session Control interfaces. Table 1 gives an overview of the Data Session Control methods and to which interfaces these methods belong.

Table 1: Overview of Data Session Control interfaces and their methods

	Data Session Manager
	Data Session

	createNotification
	connectReq

	destroyNotification
	connectRes

	dataSessionNotificationInterrupted
	connectErr

	dataSessionNotificationContinued
	release

	reportNotification
	superviseDataSessionReq

	dataSessionAborted
	superviseDataSessionRes

	getNotifications
	superviseDataSessionErr

	changeNotification
	dataSessionFaultDetected

	enableNotifications
	setAdviceofCharge

	disableNotifications
	setDataSessionChargePlan


The session manager interface provides the management functions to the data session service capability features. The application programmer can use this interface to enable or disable data session-related event notifications.

The following clauses describe each aspect of the Data Session Control Service Capability Feature (SCF). 

The order is as follows:

· the Sequence diagrams give the reader a practical idea of how each of the SCF is implemented;

· the Class relationships clause shows how each of the interfaces applicable to the SCF, relate to one another;

· the Interface specification clause describes in detail each of the interfaces shown within the Class diagram part;

· the State Transition Diagrams (STD) show the transition between states in the SCF.  The states and transitions are well-defined; either methods specified in the Interface specification or events occurring in the underlying networks cause state transitions;

· the Data definitions section show a detailed expansion of each of the data types associated with the methods within the classes. Note that some data types are used in other methods and classes and are therefore defined within the Common Data types part of this specification. 

4.1
General requirements on support of methods

An implementation of this API which supports or implements a method described in the present document, shall support or implement the functionality described for that method, for at least one valid set of values for the parameters of that method.  

Where a method is not supported by an implementation of a Service interface, the exception P_METHOD_NOT_SUPPORTED shall be returned to any call of that method.

Where a method is not supported by an implementation of an Application interface, a call to that method shall be possible, and no exception shall be returned.

End of change in Clause 4

Start of change in Clause 8

8.4 Interface Class IpDataSessionControlManager 

Inherits from: IpService.
This interface is the 'SCF manager' interface for Data Session Control.  This interface shall be implemented by a Data Session Control SCF.  As a minimum requirement, the createNotifications() and destroyNotification(), or the enableNotifications() and disableNotifications() methods shall be implemented. 

	<<Interface>>

IpDataSessionControlManager

	

	<<deprecated>> createNotification (appDataSessionControlManager : in IpAppDataSessionControlManagerRef, eventCriteria : in TpDataSessionEventCriteria) : TpAssignmentID

destroyNotification (assignmentID : in TpAssignmentID) : void

changeNotification (assignmentID : in TpAssignmentID, eventCriteria : in TpDataSessionEventCriteria) : void


enableNotifications (appDataSessionControlManager : in IpAppDataSessionControlManagerRef) : TpAssignmentID

disableNotifications () : void

getNotifications () : TpDataSessionEventCriteriaResultSet

createNotifications (appDataSessionControlManager : in IpAppDataSessionControlManagerRef, eventCriteria : in TpDataSessionEventCriteria) : TpAssignmentID




8.4.1 Method <<deprecated>> createNotification()

This method is deprecated and will be removed in a later release.  It is replaced with createNotifications().

This method is used to enable data session notifications so that events can be sent to the application. This is the first step an application has to do to get initial notifications of data session happening in the network. When such an event happens, the application will be informed by reportNotification(). In case the application is interested in other events during the context of a particular data session it has to use the connectReq() method on the data session object. The application will get access to the data session object when it receives the reportNotification().

The createNotification method is purely intended for applications to indicate their interest to be notified when certain data session events take place. It is possible to subscribe to a certain event for a whole range of addresses, e.g. the application can indicate it wishes to be informed when a data session is setup to any number starting with 800. 

If some application already requested notifications with criteria that overlap the specified criteria or the specified criteria overlap with criteria already present in the network (when provisioned from within the network), the request is refused with P_INVALID_CRITERIA. The criteria are said to overlap if both originating and terminating ranges overlap and the same number plan is used.

If a notification is requested by an application with monitor mode set to notify, then there is no need to check the rest of the criteria for overlapping with any existing request as the notify mode does not give control of a data session. Only one application can place an interrupt request if the criteria overlaps.

If the same application requests two notifications with exactly the same criteria but different callback references, the second callback will be treated as an additional callback. Both notifications will share the same assignmentID. The gateway will always use the most recent callback. In case this most recent callback fails the second most recent is used. In case the createNotification contains no callback, at the moment the application needs to be informed the gateway will use as callback the callback that has been registered by setCallback().

Returns assignmentID : Specifies the ID assigned by the Data Session Manager object for this newly-enabled event notification. 

Parameters

appDataSessionControlManager : in IpAppDataSessionControlManagerRef

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is used for callbacks. If set to NULL, the application interface defaults to the interface specified via the setCallback() method. 
eventCriteria : in TpDataSessionEventCriteria

Specifies the event specific criteria used by the application to define the event required. Individual addresses or address ranges may be specified for destination and/or origination. Examples of events are "Data Session set up".
Returns

TpAssignmentID

Raises

TpCommonExceptions, P_INVALID_NETWORK_STATE, P_INVALID_CRITERIA, P_INVALID_EVENT_TYPE
8.4.2 Method destroyNotification()

This method is used by the application to disable data session notifications. This method only applies to notifications created with createNotification(). 

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID given by the data session manager object when the previous createNotification() was done.
Raises

TpCommonExceptions, P_INVALID_NETWORK_STATE, P_INVALID_ASSIGNMENT_ID
8.4.3 Method changeNotification()

This method is used by the application to change the event criteria introduced with the createNotification method. Any stored notification request associated with the specified assignmentID will be replaced with the specified events requested.  

Parameters

assignmentID : in TpAssignmentID

Specifies the ID assigned by the manager interface for the event notification.
eventCriteria : in TpDataSessionEventCriteria

Specifies the new set of event criteria used by the application to define the event required. Only events that meet these criteria are reported.
Raises

TpCommonExceptions, P_INVALID_NETWORK_STATE, P_INVALID_ASSIGNMENT_ID, P_INVALID_CRITERIA, P_INVALID_EVENT_TYPE
8.4.4 









8.4.5 Method enableNotifications()

This method is used to indicate that the application is able to receive which are provisioned from within the network (i.e. these notifications are NOT set using createNotification() but via, for instance, a network management system). If notifications provisioned for this application are created or changed, the application is unaware of this until the notification is reported.

If the same application requests to enable notifications for a second time with a different IpAppDataSessionControlManager reference (i.e. without first disabling them), the second callback will be treated as an additional callback. The gateway will always use the most recent callback. In case this most recent callback fails the second most recent is used.

When this method is used, it is still possible to use createNotification() for service provider provisioned notifications on the same interface as long as the criteria in the network and provided by createNotification() do not overlap. However, it is NOT recommended to use both mechanisms on the same service manager.

The methods changeNotification(), getNotifications(), and destroyNotification() do not apply to notifications provisioned in the network and enabled using enableNotifications(). These only apply to notifications created using createNotification().

Returns assignmentID: Specifies the ID assigned by the manager interface for this operation. This ID is contained in any reportNotification() that relates to notifications provisioned from within the network.  Repeated calls to enableNotifications() return the same assignment ID.

Parameters

appDataSessionControlManager : in IpAppDataSessionControlManagerRef

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is used for callbacks. If set to NULL, the application interface defaults to the interface specified via the setCallback() method.
Returns

TpAssignmentID

Raises

TpCommonExceptions
8.4.6 Method disableNotifications()

This method is used to indicate that the application is not able to receive notifications for which the provisioning has been done from within the network. (i.e. these notifications that are NOT set using createNotification() but via, for instance, a network management system). After this method is called, no such notifications are reported anymore. 

Parameters

No Parameters were identified for this method

Raises

TpCommonExceptions
8.4.7 Method getNotifications()


This method is used by the application to query the event criteria set with createNotification or changeNotification. 

Returns eventCriteria: the list of event criteria  for the notifications requested by the application.   If there is no information to return (e.g. no notifications requested by the application), an empty set (zero length) is returned. 

Parameters

No Parameters were identified for this method

Returns

TpDataSessionEventCriteriaResultSet

Raises

TpCommonExceptions, P_INVALID_NETWORK_STATE
8.4.8 Method createNotifications()

This method is used to enable data session notifications so that events can be sent to the application. This is the first step an application has to do to get initial notifications of data session happening in the network. When such an event happens, the application will be informed by reportNotification(). In case the application is interested in other events during the context of a particular data session it has to use the connectReq() method on the data session object. The application will get access to the data session object when it receives the reportNotification().

The createNotification method is purely intended for applications to indicate their interest to be notified when certain data session events take place. It is possible to subscribe to a certain event for a whole range of addresses, e.g. the application can indicate it wishes to be informed when a data session is setup to any number starting with 800. 

If some application already requested notifications with criteria that overlap the specified criteria or the specified criteria overlap with criteria already present in the network (when provisioned from within the network), the request is refused with P_INVALID_CRITERIA. The criteria are said to overlap if both originating and terminating ranges overlap and the same number plan is used.

If a notification is requested by an application with monitor mode set to notify, then there is no need to check the rest of the criteria for overlapping with any existing request as the notify mode does not give control of a data session. Only one application can place an interrupt request if the criteria overlaps.

If the same application requests two notifications with exactly the same criteria but different callback references, the second callback will be treated as an additional callback. Both notifications will share the same assignmentID. The gateway will always use the most recent callback. In case this most recent callback fails the second most recent is used. In case the createNotification contains no callback, at the moment the application needs to be informed the gateway will use as callback the callback that has been registered by setCallback().

Returns assignmentID : Specifies the ID assigned by the Data Session Manager object for this newly-enabled event notification.  

Parameters

appDataSessionControlManager : in IpAppDataSessionControlManagerRef

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is used for callbacks. If set to NULL, the application interface defaults to the interface specified via the setCallback() method. 
eventCriteria : in TpDataSessionEventCriteria

Specifies the event specific criteria used by the application to define the event required. Individual addresses or address ranges may be specified for destination and/or origination. Examples of events are "Data Session set up".
Returns

TpAssignmentID

Raises

TpCommonExceptions, P_INVALID_NETWORK_STATE, P_INVALID_CRITERIA, P_INVALID_EVENT_TYPE, P_INVALID_INTERFACE_TYPE
End of change in Clause 8

Start of change in Clause 10

10 Data Session Control Service Properties

The following table lists properties relevant for the Data Session Control API.

	Property
	Type
	Description/Interpretation

	P_TRIGGERING_EVENT_TYPES
	INTEGER_SET
	Indicates the static event types supported by the SCS. Static events are the events by which applications are initiated.

	P_DYNAMIC_EVENT_TYPES
	INTEGER_SET


	Indicates the dynamic event types supported by the SCS. Dynamic events are the events the application can request for during the context of a call.

	P_ADDRESSPLAN
	INTEGER_SET
	Indicates the supported address plans (defined in TpAddressPlan.) E.g. P_ADDRESS_PLAN_IP. Note that more than one address plan may be supported.


The previous table lists properties related to the capabilities of the SCS itself. The following table lists properties that are used in the context of the Service Level Agreement, e.g. to restrict the access of applications to the capabilities of the SCS.

	Property
	Type
	Description/Interpretation

	
	
	

	P_NOTIFICATION_ADDRESS_RANGES
	XML_ADDRESS_RANGE_SET
	Indicates for which numbers notifications may be set.  More than one range may be present. For terminating notifications they apply to the terminating number, for originating notifications they apply only to the originating number.

	P_MONITOR_MODE
	INTEGER_SET
	Indicates whether the application is allowed to monitor in interrupt and/or notify mode. Set is:

P_INTERRUPT

P_NOTIFY

	P_NUMBERS_TO_BE_CHANGED
	INTEGER_SET
	Indicates which numbers the application is allowed to change or fill for legs in an incoming call. Allowed value set:

{P_TARGET_NUMBER}.

	P_CHARGEPLAN_ALLOWED
	INTEGER_SET
	Indicates which charging is allowed in the setDataSessionChargePlan indicator. Allowed values:

{P_CHARGE_PER_VOLUME, P_TRANSPARANT_CHARGING,

P_CHARGE_PLAN}

	P_CHARGEPLAN_MAPPING
	INTEGER_INTEGER_MAP
	Indicates the mapping of charge plans (we assume they can be indicated with integers) to a logical network charge plan indicator. When the P_CHARGEPLAN_ALLOWED property indicates P_CHARGE_PLAN, then only charge plans in this mapping are allowed.

	P_CURRENCY_ALLOWED
	STRING_SET
	Indicates the currencies that are allowed to be set for the charge plan in the setDataSessionChargePlan. The valid values for the string set are according to ISO-4217:1995. E.g. {“EUR”, “NLG”}.
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