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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

3GPP acknowledges the contribution of the Parlay X Web Services specification from The Parlay Group.  The Parlay Group is pleased to see 3GPP acknowledge and publish this specification, and the Parlay Group looks forward to working with the 3GPP community to improve future versions of this specification.

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part 7 of a multi-part TS covering the 3rd Generation Partnership Project: Technical Specification Group Core Network; Open Service Access (OSA); Parlay X web services; as identified below. 

Part 1:
Overview and common data definitions
Part 2:
Third party call
Part 3:
Network-initiated third party call
Part 4:
Short Message Service (SMS)
Part 5:
Multimedia Message Service (MMS)
Part 6:
Payment
Part 7:
Account management
Part 8:
User status
Part 9:
Terminal location

1
Scope

The present document is Part 7 of the 3GPP Parlay X Web Services specification and defines the Account Management Web Service.  The present document describes the motivation for including this Web Service, the commercial and technical rationale, and an illustrative usage scenario(s).  This document also specifies the message(s) exchanged during invocations of the Web Service, by defining the semantics in English and the syntax using W3C WSDL.
The OSA APIs are designed to enable creation of telephony applications as well as to "telecom-enable" IT applications.  IT developers, who develop and deploy applications outside the traditional telecommunications network space and business model, are viewed as crucial for creating a dramatic whole-market growth in next generation applications, services and networks.

The Parlay X Web Services are intended to stimulate the development of next generation network applications by developers in the IT community who are not necessarily experts in telephony or telecommunications. The selection of Web Services should be driven by commercial utility and not necessarily by technical elegance. The goal is to define a set of powerful yet simple, highly abstracted, imaginative, telecommunications capabilities that developers in the IT community can both quickly comprehend and use to generate new, innovative applications.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 29.199-1: "Open Service Access; Parlay X Web Services; Part 1: Overview and Common Data Definitions".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 29.199-1 [1] apply.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TS 29.199-1 [1] apply.

4
Account Management Web Service

This clause specifies the Account Management Web Service with the following structure:

· Overview, describing the Web Service, the underlying commercial and/or technical rationale, its relationship to other specifications, and illustrative usage scenario(s).

· A semantic specification of the message-based Parlay X API(s) that constitute the Web Service.

· A definition of the Web-Service-specific data types and exceptions.

4.1
Overview

4.1.1
Description

Pre-paid subscribers, whether they have subscribed to pre-paid telephony, SMS, or data service, have credits with their service providers; the consumption of services will lead to reduction of their credit, or the credit may expire.  Therefore, from time to time, subscribers may have to recharge their accounts.  This occurs through an application that interfaces with the subscriber either directly or indirectly.  Examples of direct interaction are voice prompts and WAP/web pages, or even SMS.  Typically, such multi-modal applications either request a currency amount and, e.g. credit card information, or a voucher number plus credentials.  The voucher number and credentials are then validated and causes a pre-determined currency amount to be transferred.

The Parlay X Account Management API described in this document supports account querying, direct recharging and recharging through vouchers.  As a side effect, it may prevent subscribers from having their account balance credits expire.

4.1.2
Commercial & Technical Rationale

The recharging process is a critical component of telecom networks. At present, a number of prepaid services exist: e.g. Voice, SMS, and GPRS.  The Account Management Web Service:

· further enlarges the market for third party software and outsourcing as it supports subscriber self service through re-charging, account querying and prevents subscriber credits from expiring

· enables subscriber "self-service" through trusted and authenticated service or content providers

· allows recharging by subscriber address (e.g. MSISDN and PIN).

4.1.3
Relationship to Similar or Supplanted Specifications

Parlay/OSA have developed powerful, carrier-grade Content-Based Charging (CBC) and Account Management (AM) APIs.  The CBC APIs can be used to do recharging, but they also enable many other functions (e.g. debiting from accounts) as well.  The AM APIs support some subscriber self-service (i.e. query functions), but they are not as comprehensive as the Account Management Web Service.

4.1.4
Scenarios

This subclause discusses three scenarios; one where a subscriber uses a voucher, one where the subscriber directly recharges after the payment is cleared, and one where the subscriber checks the recent transactions. Note, associated Account Management API messages are shown in 'bold' format: e.g. (getBalance).

4.1.4.1
Scenario Number 1

The prepaid subscriber wishes to recharge their account with a voucher and query their account balance.  The subscriber uses their mobile phone or other wireline phone to interact with an IVR system.  In order to recharge their account, the subscriber must enter the voucher number, the MSISDN to be recharged , and PIN(s).  The IVR system accesses an external voucher database to validate the voucher number. The subscriber's account balance is then increased with the value of the voucher (voucherUpdate).  The subscriber queries their account balance (getBalance), before and/or after the recharge.

4.1.4.2
Scenario Number 2

Directly recharging (i.e. without a voucher) works much along the same way.  In this case, we assume the prepaid subscriber interacts with a web page.  After providing the MSISDN, along with the PIN, the user can query the account balance (getBalance).  For recharging, the subscriber must enter payment details, for example credit card information, from which the payment will be made.  After clearing the payment details, the currency amount will be transferred and the subscriber's prepaid account balance expiration date will be reset (balanceUpdate).   The subscriber also queries their account balance expiration date (getCreditExpiryDate), after the recharge.

4.1.4.3
Scenario Number 3

Every time a subscriber makes a telephone call the balance of their prepaid account is decremented with the cost of the call.  When a recharge is done, the balance is increased either directly (balanceUpdate) or with an amount represented by a voucher (voucherUpdate).  When a subscriber has doubts about the correctness of the account balance, the subscriber can request the last transactions on the account and verify them (getHistory).  By offering automated access to this information, a call to the Operator's Help Desk is prevented which saves operational costs.

4.2
Account Management API

This subclause describes an initial set of capabilities in terms of message invocations, parameters and data types.  The message-based invocations are:

· getBalance

· getCreditExpiryDate

· balanceUpdate

· voucherUpdate

· getHistory

Note that certain parameters are negotiated off line.  For example the reseller identifier, which identifies the reseller of calling cards.

4.2.1
Account Balance Query

getBalance(EndUserIdentifier endUserIdentifier, String endUserPin, out Decimal amount) XE "getBalance(EndUserIdentifier endUserIdentifier, String endUserPin, out Decimal amount)" 
b)
Behaviour:

This message results in getting account balance indicated by the end user identifier and associated end user PIN.  The returned amount is specified as a currency amount.

c)
Parameters:

	NAME
	TYPE
	DESCRIPTION

	endUserIdentifier
	EndUserIdentifier
	This parameter identifies the end user's account.

	endUserPin
	String
	Contains the end user's credentials for authorizing access to the account

	amount
	Decimal
	OUTPUT.  It is the balance on the end user's account.


d)
Exceptions:

InvalidArgumentException

ServiceException

PolicyException

EndUserAuthenticationException

4.2.2
Account Credit Expiration Date Query

a)
getCreditExpiryDate(EndUserIdentifier endUserIdentifier, String endUserPin, out DateTime date) XE "getCreditExpiryDate(EndUserIdentifier endUserIdentifier, String endUserPin, out DateTime date)" 
b)
Behaviour:

This message results in getting the expiration date of the credit indicated by the end user identifier and associated end user PIN.  The returned date is the date the current balance will expire.  Nil is returned if the balance does not expire.

c)
Parameters:

	NAME
	TYPE
	DESCRIPTION

	endUserIdentifier
	EndUserIdentifier
	This parameter identifies the end user's account.

	endUserPin
	String
	Contains the end user's credentials for authorizing access to the account.

	date
	DateTime
	OUTPUT.  It is the date the current balance will expire.  Nil is returned if the balance does not expire.


d)
Exceptions:

InvalidArgumentException

ServiceException

PolicyException

EndUserAuthenticationException

4.2.3
Account Balance Recharging

a)
balanceUpdate(EndUserIdentifier endUserIdentifier, String endUserPin, String referenceCode, Decimal amount, Integer period) XE "balanceUpdate(EndUserIdentifier endUserIdentifier, String endUserPin, String referenceCode, Decimal amount, Integer period)" 
b)
Behaviour:

This message results in directly recharging the account indicated by the end user identifier and optional associated end user PIN. The reference code is used to uniquely identify the request; it is the application's responsibility to provide a unique reference code within the scope of the application.  The charge is specified as a currency amount.  The balance is requested to expire in the number of days indicated by the period parameter.  The operator's policies may overrule this parameter.  If the optional period parameter is not present, the operator's policy on balance expiration is always in effect.

c)
Parameters:

	NAME
	TYPE
	DESCRIPTION

	endUserIdentifier
	EndUserIdentifier
	This parameter identifies the end user's account.

	endUserPin
	String
	OPTIONAL. Contains the end user's credentials for authorizing access to the account.

	referenceCode
	String
	Textual information to uniquely identify the request, e.g. in case of disputes

	amount
	Decimal
	Currency amount that should be added to the end user's account.

	period
	Integer
	OPTIONAL. The balance is requested to expire in the number of days indicated by this parameter.  The operator's policies may overrule this parameter. If this optional parameter is not present, the operator's policy on balance expiration is always in effect.


d)
Exceptions:

InvalidArgumentException

ServiceException

PolicyException

EndUserAuthenticationException

4.2.4
Account Balance Voucher Recharging

a)
voucherUpdate(EndUserIdentifier endUserIdentifier, String endUserPin, String referenceCode, String voucherIdentifier, String voucherPin) XE "voucherUpdate(EndUserIdentifier endUserIdentifier, String endUserPin, String referenceCode, String voucherIdentifier, String voucherPin)" 
b)
Behaviour:

This message results in directly recharging the account indicated by the end user identifier and optional associated end user PIN. The reference code is used to uniquely identify the request; it is the application's responsibility to provide a unique reference code within the scope of the application.  A voucher identifier indirectly specifies the charge.  The optional voucher PIN code can be used to verify the voucher.

c)
Parameters:

	NAME
	TYPE
	DESCRIPTION

	endUserIdentifier
	EndUserIdentifier
	This parameter identifies the end user's account.

	endUserPin
	String
	OPTIONAL.  Contains the end user's credentials for authorizing access to the account.

	referenceCode
	String
	Textual information to uniquely identify the request, e.g. in case of disputes

	voucherIdentifier
	String
	This parameter identifies the voucher.

	voucherPin
	String
	OPTIONAL.  Contains the voucher's credentials for authentication.


d)
Exceptions:

InvalidArgumentException

UnknownVoucherException

ServiceException

PolicyException

EndUserAuthenticationException

4.2.5
Account Transaction History Query

a)
getHistory(EndUserIdentifier endUserIdentifier, String endUserPin, DateTime date, Integer maxEntries, out DatedTransaction[] history) XE "getHistory(EndUserIdentifier endUserIdentifier, String endUserPin, DateTime date, Integer maxEntries, out DatedTransaction[] history)" 
b)
Behaviour:

This message results in returning the transaction history of the account indicated by the end user identifier and associated optional end user PIN.  The maximum number of entries to return and the start date define the range of transactions that are of interest to the requester.  

If the total number of entries in the transaction history, starting at the specified date, is larger than the specified maximum number of entries, only the most recent events are returned.  Note that the operator might limit the maximum amount of entries to be returned or the period for which the entries are to be returned.

c)
Parameters:

	NAME
	TYPE
	DESCRIPTION

	endUserIdentifier
	EndUserIdentifier
	This parameter identifies the end user's account.

	endUserPin
	String
	OPTIONAL.  Contains the end user's credentials for authorizing access to the account.

	date
	DateTime
	OPTIONAL.  This parameter indicates the desired starting date for the entries to be returned. If this parameter is not present, it is up to the discretion of the service to decide this date.

	maxEntries
	Integer
	OPTIONAL.  This parameter indicates the maximum number of entries that shall be returned. If this parameter is not present, it is up to the discretion of the service to decide how many entries to return.

	history
	Array of DatedTransaction
	OUTPUT.  It is a DatedTransaction array that consists of types with a date field and a string field: i.e. the date of the occurrence and the transaction details, respectively.


d)
Exceptions:

InvalidArgumentException

ServiceException

PolicyException

EndUserAuthenticationException

4.3
Web Service Data Definitions

4.3.1
Data Types

In addition to the Common Data Types defined in Part 1 [1], the following Data Types are specific to this Web Service.

4.3.1.1
DatedTransaction

The DatedTransaction data type is a structure containing the following parameters:
	NAME
	TYPE
	DESCRIPTION

	transactionDate
	DateTime
	The date the transaction occurred.

	transactionDetails
	String
	The transaction details.


4.3.2
Exceptions

In addition to the Common Exceptions defined in Part 1 [1], there are exceptions specific to this Web Service.  Similar to the Common Exceptions, each Web Service-specific exception is assigned an eight-character identifier. This identifier is interpreted as described in Part 1 [1], except that the first 3 characters uniquely identify this Web Service.

The following exceptions are specific to this Web Service:

	UNIQUE ID
	TEXT STRING
	MEANING

	ACM1000E
	UnknownVoucherException
	This fault occurs if the voucher identification that is passed is unknown.

	ACM1001E
	EndUserAuthentication
Exception
	This fault occurs if either the end user identification that is passed is unknown, the end user's credentials are required but are not passed, or the end user's credentials are passed but are invalid.


Annex A (informative):
W3C WSDL Description of Account Management Web Service Syntax

The W3C WSDL representation of the Account Management Web Service syntax specified herein is contained in a set of files which accompany the present document:


px0326rpcenc.zip


px0326rpclit.zip

The rpc/literal files include three Account Management Web Service files: 

· parlayx_account_management_types.xsd

· parlayx_account_management_service_port.wsdl

· parlayx_account_management_service.wsdl

The rpc/encoded file for the Account Management Web Service is:

· parlayx_account_management_service.wsdl
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